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L  INFORMATION 
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3 SCOPE 
  

This manual identifies procedures for assessing both agency security 
programs and Automated Information Systems (AIS) using USDA-
developed Security Checklists.  In addition, it provides procedures 
for reporting deficiencies identified during assessment and tracking 
actions required to eliminate these deficiencies. 
 
This manual chapter applies to all USDA agencies, programs, teams, 
organizations, appointees, employees and activities. 
 
 

4 ABBREVIATIONS 
 

AIS  - Automated Information Systems 
CIO  - Chief Information Officer 
CS  - Office of Cyber Security 
IRM  - Information Resources Management  
IT  - Information Technology 
OMB  - Office of Management & Budget 
OCIO  - Office of the Chief Information Officer  
USDA  - United States Department of Agriculture 
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