<SYSTEM ID> Software CM Plan
Draft —
<date>

SOFTWARE CONFIGURATION MANAGEMENT PLAN
FOR THE
<SYSTEM ID>

Cl # <SYSTEM |D>-SCM P-#

PREPARED FOR:
DEFENSE LOGISTICSINFORMATION SERVICE
(DL1S)

PREPARED BY:
Deborah K. Clark
DLIS CM Administrator

Approved By:

<CONTRACTOR> Project Manager Date

DLIS CCB Chairperson Date
<SYSTEM ID> Program Date
M anager

DLISCM Program Manager Date



<SYSTEM ID> Software CM Plan

Draft —
<date>
1 INTRODUCTION ...ttt sn e n e nse e san e e neenneennneenees 2
R e U100 T USSP 3
o o o= TSP PR TP 3
1.3 ACrONYMS @NG GlOSSANY.....ceiueiiiieiiieiiee ettt nn e s 5
LA REFEIEICES. ...ttt h et b s b e et e bt e s h e e e st e b e e e ne e e an e e ne e ne e n e e e 5
2. MANAGEMENT ..ot n e b ne e s e nneennes 6
A RO o a2 1o S 6
Figure 2.1-1 <CONTRACTOR> Method Of Operation ..........cccoeeeeeeiieeniieenee e 6
2.2 ADP SECUMTY ...ttt ettt bt s b e e e b e e s me e san e e beesneeeneenneennneea 6
2.3 SCM RESPONSIDIITIES ... 6
2.3.1 Configuration IdeNntifiCALION ...........cocueeiieiie e 7
2.3.2 Configuration CONEIOl ...........ooiieiieiieee e 7
2.3.3 SALUS ACCOUNTING ... euveetee et et es et esse e et sbe e e s s e e ebe e s se e s sneeneesneesnneeneesneennneaas 7
2.3 AUITS. ...ttt ettt h et e e n e ne e nnre e 7
2.3.5 Configuration Control Board (CCB) .......c.ceeeieeeiieeeiie e e e siee e 8
2.4 INEErfACE CONLIOL ... 8
2.5 SCMP IMPIEMENEBLION ...t 8
2.5.1 Configuration Control BOArd .............ccceeiieiiiiiiesie e 8
2.5.2 Configuration BASElINES ........cooiiiiiiieeee ettt st e 8
2.5.3 Schedules and Procedures for SCM Reviews and AUItS.......c.ceeeveeieenieiiieesiecsec e 8
2.5.4 Configuration Management of Software Development ...........c.ccoooeeieereeiieeseesee e 8
2.5 Applicable Palicies, Directives, and ProCedUIES............ccveiieriiieeeiiee e 9
3. SCM ACTIVITIES ...ttt e e 9
3.1 Configuration 1AdentifiCatioN ..........ccveiiieiieiee e 9
3.1.1 DOCUMENEALION ...ttt st b e e e s e e ne e nne e sn e e ne e nnennneaa 9
3.1.2 SOMWAIE PAITS. ...ttt n e n e neenane e 9
3.1.3 Configuration Identification of <SYSTEM ID> Baselines..........c.cceveeneeriieiieesecsnenns 9
3.2 Configuration CONEIOL..........ooeiiiiiieeie e 10
3.2.1 Function of the Configuration Control Boards.............cccceriviereenienieesee e 10
3.2.2 The SystenySoftware Change Request (SCR)/Task Order (TO). ..c..eevvveeieerveriveenieenne 11
3.2.3 Software Change AULNOTIZALION ..........cooviiiieiieiee e 11
3.2.4 Change Control Automated SCM TOOIS........cccueiririiiiienienie e 12
3.3 Configuration StAUS ACCOUNTING .....eevrerurieieerieeereeree e sne e sne s sn e sneesne e e nees 12
34 AUAITS AN REVIEWS. ...t nan e ne s 12
3.4.1 Functional Configuration AUIT...........c.ceeriiiiieiiiee e 12
3.4.2 Physical Configuration AUTIT............ceoiiiriieiieieeie e 12
4.3 1INLEINAI AUTITS......eoeeeieieie et ne e 13
LA A REVIBINS ...ttt R e e R e e s 13
4. DEFENSE INTEGRATED INFRASTRUCTURE (DI1)/COMMON OPERATING

ENVIRONMENT (COE)/STANDARD OPERATING ENVIRONMENT (SOE)................ 13
5. CONFIGURATION MANAGEMENT METRICS ......oooiiiiieieiie e 13
6. YEAR 2000 REQUIREMENTS..... oottt 14
6.1 Contractor-Devel Oped SOfWAIE. .......c..coiiieieeiie e 14

6.2 Commercia-Off-The-Shelf and Non-Developmental Items (CANDI)/ Government-Off-The-
SNEIT (GOTS). .t b e se e e s s ne e san e e ne e annennneeneas 14



<SYSTEM ID> Software CM Plan

Draft —
<date>
7. TOOLS, TECHNIQUES, AND METHODOLOGIES........ccoiiieiiiiiieieeiee e 15
7.1 Version Control ToolS[AUTOMATED CM TOOL]....cueeeiiiieiieeeieeeeiee e sieeeneeee e 15
7.1.1Version Control TOOIS .......ocoueeireriieiie sttt 15
712 Library CONErOl .......ooieiiieeiee et 15
7.2 Software Change AULNOMZELTON ........ccviiiiiieii e 16
8. SUPPLIER CONTROL ..ottt nnne e 16
8.1 SUD-CONLraCtOr SOfWEIE. .......eiiuiiiiieiiee ettt 16
8.2 SUD-CONLraCtOr AUIT ......c.eeeeiiiie ettt 17
9. RECORDS COLLECTION AND RETENTION ....ooiiiiiiiiiieiesee e 17
10. Project development Doard (PDB) .........ooiiiiiiieie et 17
APPENDIX A: ACRONYM S ANd gIOSSAIY .....ccuveiiieiieiireeieesiee st 1
N N 00/ 0 0 T PP 1
A2 GlOSSANY ...ttt r e n e nar e nean 2
APPENDI X B Military Engineering Drawing Asset L ocator System <SYSTEM D> on the
LAV = o TR PPP PRSPPI 1
B.1 CoNfiQUIation [TOIMS ... ..eeiiiee ettt e e e et ee e e s e e e ee e e snte e e sneeeenneeas 1
B.1.1 Computer Software Configuration [teMS. ...........cocveiieiieiieneeee e 1
B.1.3 DOCUMENEALION.......eeetiiiieeeie ettt ettt eb e b e s e s n e sne e nneennneeneennes 1
B.1.4 Non-devel opmental 1teIMS ... .....oi e 1
B.2 Configuration CONEIO .........coo it ee e e e e e e e e saee e e sneeeeneeas 1
B.2.1 Change DOCUMENEALION.......ccocuiieiiee et eiee e e et eesae e see e e seeeeeneeesmeeeesneeeeneeas 1
B.2.2 Configuration Identification of <SYSTEM ID> Baselines..........cccocvvieeneenecniiecseene 3
B.2.3 Change Control Developmental Configuration Librariesand Tools............cccoceeiveenee. 4
B.3 AUAItS @NU REVIEWS ...ttt ne s 4

1. 1 NTRODUCTI ON

This docunent is the Software Configuration Managenent Pl an
(SCWP) for software devel opnent of MIlitary Engi neering
Drawi ng Asset Locator System <SYSTEM I D> on the Web. This
SCWP is to be inplenented during the <SYSTEM I D> devel opnent
effort by Northrop/ Gumuan Data Systens (<CONTRACTOR>. This
plan is prepared in conpliance the Capability Maturity Mde
(CW). This SCWP presents a nethodol ogy by which Software
Confi guration Managenent (SCM is maintained throughout the
sof tware devel opnent |life cycle. Benefits provided by the

i npl enentation of the SCVP are:

Ensures fulfillment of the <SYSTEM I D> software

requi renents during the software design, devel opnment,
integration, testing, and depl oynent phases of the life
cycl e.
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Enabl es changes to the software requirenments to be nmade
under controlled conditions.

Provides a historical reference for the life cycle of the
sof tware product.

The Defense Logistics Information Service (DLIS) shal

mai ntai n and update this plan as required throughout the
devel opnment effort. Al changes to this plan nust be
approved by the DLIS CCB in coordination with the DLIS
<SYSTEM | D> Pr ogr am Manager .

1.1 Purpose

This SCMP descri bes how DLI'S and <CONTRACTOR> shal |l devel op
i npl enment, and nmai ntain SCM for <SYSTEM | D> devel opnent
efforts. This SCW lays a framework within which the four
primary CM functions (configuration identification, control,
status accounting, and audits and reviews) shall be
performed. Additionally, this SCMP forns the basis for an
aut omat ed CM system by which baselines are stored and
changes to those baselines are tracked as they are

i npl enented. It al so addresses the involvenent of ADP
Security in the devel opnent of any software application.
The requirenments for neeting DLA's DI I/ COE/ SCE are outlined
in Section 4 of this docunent. The configuration nanagenent
metrics is outlined in this docunent along with known Year
2000 requirenents.

1.2 Scope

The <SYSTEM | D> SCWP sets forth and/ or incorporates by
reference, the CM policies and procedures for software

devel opnent of <SYSTEM ID>. It describes how the CM

el ements of configuration identification, change control
status accounting, and audits and reviews, as shown in Table
1.2-1, shall be applied to establish and nmaintain the
<SYSTEM | D> software configuration throughout the

devel opnent effort.

Tabl e 1.2-1 Configuration Managenent Functions
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Configuration Identification

Configuration Identification is
the identification and definition
of docunents and related CSCls and
all affected changes. Docunents
i nclude all those necessary to
provide a full technica
description of the characteristics
of the CSCls that require control
Configuration identification is:

a. Founded on baseline
managemnment

b. Maintai ned through control of
software specifications and
devel oped software for each
identified baseline

c. Based on software
requi renents through
speci fications and pl ans

Configuration Control

Configuration Control is the
system coordi nati on, approval or
di sapproval, and i npl enentati on of
al | approved changes in
configuration of a CSCl after
establishnment of its baseline
whi ch i ncl udes:

a. CCB/SCCB administration in
relation to software changes

b. Cassification of changes
(Aass | or I1)

c. AW/ SCR/ ECP control and
i npl enent ati on

d. ACSN preparation, control
and distribution

Configuration Status Accounting

Configuration Status Accounting is
used as a discipline to establish
the listing of all CSCls, the
status of all proposed changes,
and the inplenmentation status of
approved changes. CSA is:

a. Maintained by a system which
defines each software conponent by
identification nunber and records
al |l proposed, schedul ed and
i mpl enent ed changes

b. Provided with computer
program definitions and
identification by SVDs which
acconpany CSCl deliveries and
docunment all version and rel ease
nunber s
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Audits and Revi ews Audits and Reviews are inspection
and review of records and
procedures. SCM shall:

a. Conduct internal audits (as
required) to ensure requirenments
are in accordance wth approved
SCM pl ans

b. Provide support for FCA and
PCA

L egend
ACSN Advanced Change Study Notice FCA Functional Configuration Audit
AWR ADP/T Work Request PCA Physical Configuration Audit
CSA Configuration Status Accounting SCCB Software Configuration Control Board
CSCl Computer Software Configuration [tem SCM  Software Configuration Management
ECP Engineering Change Proposal SCR  Systems Change Request
SVD  Software Version Description

1.3 Acronyns and d ossary
Acronyns and G ossary referenced in this docunent are
detailed in Appendi x A

1.4 References

(1) J-Std-016, Standard for Information Technol ogy
software Life Cycle Process Software Devel opment Acquirer-
Suppl i er Agreenent, Sep 1995.

(2) I1EEE Std 828-1990, Standard for Software
Confi guration Managenent Plans, Sep 28, 1990.

(3) IEEE Std 1042-1987, Guide to Software Configuration
Managenent, Sep 10, 1987.

(4) DLISI 8000.1, DLIS Application Devel opnent
Standards (Draft).

(5) ML-STD-973, Configuration Managenment, Apr 17,

1992.

(6) DLAR 4730.3, Defense Logistics Agency Autonmated Data
Processi ng/ Tel ecommuni cation (ADP/ T) Confi gurati on Managenent
Program Feb 20, 1991.

(7) 1EEE Std 610.12-1990, d ossary of Software Engi neering
Ter m nol ogy.

(8) CMJ SEI-93-TR-25, Key Practices of the Capability
Maturity Model, Version 1.1, Feb 1993.

(9) DoDD 5000.1, Defense Acquisition, March 15, 1996.

(10) DoD Regul ation 5000. 2-R, Mandatory Procedures for
Maj or Defense Acquisition Progranms and Maj or Aut omat ed
| nformati on Systens, March 23, 1998.

(11) DLAR 5200.17, Security Requirenments for Automated
I nformati on and Tel ecommuni cati ons Systens, Jun 1993.

(12) DLI'S Year 2000 Managenent Plan, May 19, 1998.
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(13) DLA Architecture Guidelines, Novenber 1, 1998
(14) Joint Technical Architecture, V 2, May 1998.

2.  MANAGEMENT

2.1 Organi zation

This section outlines the <CONTRACTOR> or gani zati onal

rel ationships, roles and responsibilities for SCM during
t he <SYSTEM I D> software devel opnent effort. Figure 2.1-
1 represents <CONTRACTOR>'s Method of Operation. The
software project teamfor <SYSTEM I D> shall be conposed
of the appropriate staff across the various offices. The
SCM functional staff from <CONTRACTOR> shall support the
DLI'S CCB and shall be responsible for directing

devel opnental SCM for the <SYSTEM | D> devel opnent effort.

<Provide contractor method of operation>

Figure 2.1-1 <CONTRACTOR> Met hod of Operation

2.2 ADP Security

The DLI S configuration nanagenent processes and procedures
must be appropriate for controlling changes to a systems
har dware and software structure for the purpose of ensuring
t hat such changes will not | ead to decreased data security.
DLI'S ADP Security shall provide guidance, insight, and
testing of application software to ensure any changes have
not introduced security hazards or jeopardized the integrity
of the software and dat a.

2.3 SCM Responsi bilities

SCM shal | be done in accordance with DLIS Standards and
procedures. The <CONTRACTOR> <SYSTEM | D> System Engi neer is
responsi bl e for the inplenentation of SCM procedures during
t he devel opnent phase of <SYSTEM | D>. Additi onal
responsibilities of the <CONTRACTOR> System Engi neer

i ncl ude:

(1) Configuration control
(2) Status accounting
(3) Configuration identification
(4) Assistance in the inplenentation and mai nt enance of
t he Software Configuration Managenent Pl an
(5) Establishnment and nai ntenance of devel opnment basel i nes
(6) Assisting in both formal and internal audits
(7) Participation in software devel opnent revi ews
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2.3.1 Configuration Identification

Configuration identification shall be applied to al

devel oped software including both code and associ at ed
docunent ati on. Associ ated docunentation (i.e.,

speci fications, design docunents, prograniprocedure
listings, etc.) along with the actual produced software
makes up the configuration item The <CONTRACTOR> System
Engi neer inplenents the agreed-upon identification schema in
concert with the DLIS SQA, the <CONTRACTOR> <SYSTEM | D>

Proj ect Manager and the DLI S <SYSTEM I D> Program Manager .

2.3.2 Configuration Control

Al'l docunmentation and software entities are rel eased to and
mai nt ai ned by Software Configuration Managenent in a
controlled library. Changes to a controlled baseline (i.e.

I ntegration, Functional, Allocated, or Product) nust be
initiated through the DLIS <SYSTEM | D> Program Manager in the
formof a System Change Request (SCR) or Task Order (TO.
These changes nust be revi ewed and approved by the DLIS CCB
Wien a change has been approved and incorporated into the
project plan, the <CONTRACTOR> System Engi neer may check out
with a lock the dev version of the CSCl elenent(s) fromthe
archive using an automated CMtool. The CM Adm ni strator has
responsibility for releasing the CSCl elenment(s) fromthe
controlled libraries to <CONTRACTOR> engi neeri ng devel opnent
groups for the purpose of applying the change. After the
engi neeri ng devel opnent group nmakes and unit tests the change,
the code is checked in to the automated CMtool where it is
held until the <SYSTEM I D> CCB approves the inplenentation of
the change. At that tine the candidate for update to the
Product Baseline is nmade available to DLIS CM

2.3.3 Status Accounting

The <CONTRACTOR> shall maintain a Configuration Managenent
System (CMS) to provide status accounting and reporting for
all configuration itens. The DLIS CCB nmay authorize use of
the DLIS CM5 for <CONTRACTOR> use upon <CONTRACTOR> request.
The configuration itens shall include all work products
produced, |icensed, or interfaced for <SYSTEMID>. The
<CONTRACTOR> Proj ect Manager shall use this information to
provi de CSA reports.

2.3.4 Audits

The <CONTRACTOR> Proj ect Manager is responsible for
assisting DLIS on all formal audits. In addition,
<CONTRACTOR> shal | conduct periodic internal audits of the
<SYSTEM | D> effort in accordance with established audit

pr ocedur es.
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2.3.5 Configuration Control Board (CCB)

DLI'S has the overall responsibility for CMcontrol for the
<SYSTEM | D> project. <CONTRACTOR> is responsible for SCM
control during the devel opnent phase of the project.

2.4 Interface Control

The initial changes to interface systens are controlled

t hrough SCR i npl enentation at each interfacing system The
interfacing systens are <LI ST SYSTEMS>. DLIS CCB is
responsi ble to ensure that changes to systens that inpact
these interfaces are coordinated with the DLIS <SYSTEM | D>
Pr ogr am Manager .

2.5 SCWP | npl enent ati on

The SCWP shall be inplenented when it has been approved by
DLI S and placed under CM  Any unresol ved i ssues found once
the SCW is approved nmust be resolved prior to any baselines
bei ng established. When change packages are devel oped, the
DLI'S CCB schedul es test and change inplenentation. DLIS CM
Adm ni strator shall be responsible for the novenent of the
software fromthe devel opnent environnment to the quality
assurance environnment. After successful independent, third
party assurance testing, DLIS shall be responsible for the
movenent of the software fromthe quality assurance
environment to the production environnent.

2.5.1 Configuration Control Board
The <CONTRACTOR> controls the devel opnent phase for the
<SYSTEM | D> proj ect.

2.5.2 Configuration Baselines

Devel opnent basel i nes shall be established and controlled by
<CONTRACTOR>. Formal baselines such as the Functional,

Al | ocated, and Product Baseline nmust be approved by the DLIS
CCB. The specific baselines that shall be used are
described in section 3.1.3.

2.5.3 Schedul es and Procedures for SCM Reviews and Audits
Revi ews and audits shall be held as defined by the <SYSTEM
| D> Sof t war e Devel opnment Pl an (SDP) and as described in
section 3.4 of this docunent.

2.5.4 Configuration Managenent of Software Devel opnment

Non- del i verabl e support software (e.g., conpilers, operating
systens, CASE tools, etc.) used in the devel opnent and test

for <SYSTEM I D> software shall be managed and controlled in

accordance wth DoD 5000. 1-R
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2.5 Applicable Policies, Drectives, and Procedures

The conplete SCM policies, directives, and procedures that
apply to <SYSTEM | D> are in accordance wth DLIS standards
and procedures.

3. SCM ACTI VI TI ES

3.1 Configuration Identification

This SCMP docunments the configuration identification
nunberi ng schema for the Configuration Itens (Cl) upon their
selection and allocation as required for the <SYSTEM | D>

sof tware devel opnent project. The specific itens that shal
be placed under SCM are |listed in Appendi x B.

3.1.1 Docunentation

Al |l support docunentation generated for <SYSTEM I D> shal
conply with J-STD-016. This docunentation shall be
identified by use of an agree-upon schema. This schema
shal | be docunented in DLISI 8000.1

The System Change Request (SCR)/ Task Order (TO shall be
assigned and tracked by the DLIS SCR Adm nistrator. Problem
Reports (PRs) shall be assigned and tracked by the DLIS PR
Adm ni strator.

In addition, a unique nunber shall be assigned by the
automated CM tool used for the Configuration Status
Accounting (CSA) and SCM reporting for <SYSTEM | D>

3.1.2 Software Parts.
|dentification of CSCls in <SYSTEMID> is as foll ows:

<describe all conponents that nmake up the system such as
devel opnent tools, conpilers, etc.>

The identification schena shall foll ow the standards and
procedures described in DLISI 8000. 1.

3.1.3 Configuration Identification of <SYSTEM | D> Basel i nes
Basel i nes shall be established and controlled in accordance
wi th DoD 5000.1-R Formal baselines such as the Functional,
Al'l ocated, and Product Baseline shall be approved by DLIS
CM An internal “baseline” known as the Devel opnent al
Configuration shall be established to control the

devel opnent of the software and shall becone the basis for

t he Product Baseline. The Devel opnental Configuration may
be subdivided into the follow ng environnents as required:
Devel opnment, Integration Test, and Quality Assurance Test.
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The Devel opnental Configuration shall be maintained and
controll ed by <CONTRACTOR>. All <CONTRACTOR> software

mai nt enance or devel opnent projects shall utilize at a

m ni mum the foll om ng baselines: Functional, Devel opnent al
Configuration, and Product Baseline. The specific baselines
and related itens that shall be established are identified

i n Appendi x B.

3.2 Configuration Contro

Sof tware configuration managenent and change control is
applied to all docunents and code including the non-

del i verabl e <SYSTEM | D> operating system and support
software. Control is acconplished through the inplenentation
of configuration identification, the <SYSTEM I D> CCB, change
control, and status accounting functions in accordance with
DoD 5000. 1- R

3.2.1 Function of the Configuration Control Boards

3.2.1.1 DLIS Configuration Control Board (CCB)

The DLIS CCB in concert with the DLIS <SYSTEM | D> Program
Manager maintains overall CMcontrol for the <SYSTEM | D>
project. <CONTRACTOR> shall be responsible for SCM control
during the <SYSTEM | D> devel opnent phase. The DLIS CCB
approves, disapproves, or tables all changes to the fornal
baselines. The nechanismfor submtting changes to the
software or docunentation is the System Change Request
(SCR), Task Order (TO or Problem Report (PR).

The <SYSTEM | D> CCB shal |l review proposed changes for
assuring conpliance with approved specifications and designs
and determ ne the inpact on existing software. The CCB
menbers provide their recommendations to the chairperson in
accordance with the <SYSTEM I D> CCB charter. |If the
proposed change does not affect multiple products, the
<CONTRACTOR> shall recommend to approve, disapprove, or
tabl e all changes that affect the Devel opnental
Configuration and forward its recomendation to the DLIS
<SYSTEM | D> Program Manager for subm ssion to the DLI S CCB
for changes that affect formal baselines. Table 3.2.1.3-1
reflects (but does not limt) the primary and consulting
menbers of the <SYSTEM | D> CCB

-10-
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Primary Menbers Consul ti ng Menbers
Chali r per son Security Representative
Functional Requirenents Representative Trai ni ng Representative
System Adm ni strati on Representative Cust omer Representative
Dat abase Adm ni stration Representative Contractor(s) Representative
Quality Assurance (QA) Representative
CM Admi ni strat or

Table 3.2.1.3-1, <SYSTEM I D> SCCB Menbership

3.2.2 The Systeni Software Change Request (SCR)/Task Order
(TO.

SCRs/ TCGs originate with the <SYSTEM | D> Program Manager in the
DLI'S <SYSTEM I D> Program O fice. The SCRis forwarded to the
<CONTRACTCR> <SYSTEM | D> Proj ect Manager who returns System
Change Workl oad and Cost Estimate spreads of the hours/costs
to performthe work to the DLI S <SYSTEM | D> Program Manager
The SCR is submtted to the DLIS CCB for review, approval, and
scheduling. Upon conpletion of the software change,
appropriate unit and systemtests are performnmed by
<CONTRACTOR> to0 ensure that change requirenents of the SCR
have been net and that the change has not in any way adversely
af fected proper systemoperation. At this point the new
version of <SYSTEM I D> application which incorporates the
change is mgrated to the DLIS staging environnment. DLIS
shall install the change for Acceptance/ QA testing of the new
rel ease.

3.2.3 Software Change Authorization

When an SCRTOis received fromthe DLI S <SYSTEM | D> Program
Manager and receives approval fromthe DLIS CCB, the
<CONTRACTCR> System Engi neer copies the current <SYSTEM | D>
Production software to the devel opnent environnment so that the
changes may be incorporated. The CMtool provides an
automated nmethod to maintain nultiple versions that represent
the sanme systemat different stages of devel opnent, testing,
and producti on.

When an object is changed in one version, Version Control can
transfer the changed object to other copies of the software.
For exanpl e, an object changed in the <SYSTEM | D> devel opnent
version shall be transferred to the QA version and upon
approval by the DLIS CCB to the production version. A

m gration nust be conpletely successful or it is rolled back
inits entirety. This ensures the version is never left in an
invalid state.

Version Control Software shall capture both source and
executable itens. DLIS CMand DLIS SQA shall audit, verify,

-11-
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and validate CSCls prior to novenent into the quality
assurance environnent. Detailed reporting of all changes
(i.e., DLIS Software Update Form that are included in the

m gration of software fromthe devel opnent environnent to the
qual ity assurance environnent shall be docunented and provi ded
to DLIS CM

3.2.4 Change Control Automated SCM Tool s

The file structures, datasets, directories, and/or folders
of the <SYSTEM I D> project are used to control all files
contai ning the specifications, docunentation, test plans,
test procedures, and source and executable code. The non-
devel opnent al support software shall be placed under

sof tware configuration managenent by the <CONTRACTOR>. The
specific file structures and tools used by the <SYSTEM | D>
project are identified in Appendi x B.

3.3 Configuration Status Accounting

Records shall be prepared and nai ntai ned of the configuration
status of all entities that have been pl aced under project-

| evel or higher configuration control. These records shall be
mai ntained for the life of the project. They shall include,
as applicable, the current version/revision/rel ease of each
entity, a record of changes to the entity since being placed
under project-level or higher configuration control, and the
status of problem change reports affecting the entity.

3.4 Audits and Revi ews

The <CONTRACTOR> System Adm nistrator shall assist DLIS CM
DLIS SQA, and the <CONTRACTOR> Project Manager in performng
the formal Functional Configuration Audit (FCA) and the
Physi cal Configuration Audit (PCA). A schedul e of planned
audits and reviews is provided in Appendi x B.

3.4.1 Functional Configuration Audit

The FCA is perfornmed on the software configuration itens
when the Functional Test has been conpleted. The audit is
performed on the formal test plans, descriptions, and
procedures and conpared against the official test data. The
results are checked for conpl eteness and accuracy and
verified against the Test Report. Deviations are docunented
in accordance with ML-STD 973, along with date(s)of

resol utions.

3.4.2 Physical Configuration Audit

The Physical Configuration Audit for software is intended to
verify that the software product conforns “as-built” to its
techni cal docunentation including the operation and user
manual s. Al though for software devel opnent, the PCA could

-12 -
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be conducted in conjunction with the FCA; typically it is
conpleted in concert with the Environnment Test (ET) or
Initial Operating Capability (10C) tests. The <CONTRACTOR>
Syst em Engi neer assenbl es and nakes available to the PCA
teamat the time of the audit all data describing the
deliverable Configuration Itenms (Cls) as well as the ET/I1CC
Test Reports. This includes a current set of listings and
the final draft of manuals. The results are checked for
conpl eteness and accuracy and verified agai nst the Test
Report. Deviations are docunented in accordance with M L-
STD-973. Conpletion dates for all deviations are clearly
est abl i shed and docunented. Upon conpletion and witten
acceptance of the PCA by the DLIS CCB, the Product Baseline
shal | be established.

3.4.3 Internal Audits

I n addition, <CONTRACTOR> shall conduct internal CM audits
of the <SYSTEM I D> project during the devel opnent phase in
accordance with <CONTRACTOR> i nternal procedures.

3.4.4 Reviews

The <CONTRACTOR> System Engi neer and <CONTRACTOR> Proj ect
Manager participates in all formal reviews wwth DLIS as
specified by the <SYSTEM I D> Sof t ware Devel opnent Pl an.

4. DEFENSE | NTEGRATED | NFRASTRUCTURE (DI |)/ COVMON
OPERATI NG ENVI RONMENT ( COE) / STANDARD OPERATI NG
ENVI RONMVENT ( SOE)

Al software, hardware, tel ecommuni cations, operating
systens, and the like that is created, purchased, altered,
or subcontracted for DLIS shall neet the interoperability
gui del i nes as described in the Defense |Integrated
Infrastructure (DIl)/Common Operating Environnment (COE) or
the Standard Operating Environnment (SCE), depending on the
target platform in accordance with the DLA Architecture
Gui del i nes.

5. CONFI GURATI ON MANAGEMENT METRI CS

Metrics shall be captured on each application rel ease for
each production platform Metrics shall consist of the

rel ease identification, the nunber of projects included in
the rel ease, and the nunber of nodul es inpacted by the
release. |If a nodule(s) fails after inplenentation, the
nmodul e(s) shall be identified and a reason for failure
annotated in the netric. Each nonth, the netrics shall be
rolled up to indicate the percentage of successful releases
i npl enmented for each production platform
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6. YEAR 2000 REQUI REMENTS

The contractor shall certify all AlSs devel oped or purchased
for DLI'S managenent as Year 2000 conpliant.

This plan shall apply to all Al'Ss supported by DLIS.

Support includes hardware, firmvare, Comrercial O f-The-
Shel f (COTS) and Non-Devel opnental Itens (CANDI), Governnent
O f-The-Shel f (GOTS), devel oped software, and dat a.

Sof tware i ncludes CANDI/GOTS packages, operating systens,
third and fourth generation | anguage conpilers and
interpreters, functional applications, systemutilities,
transl ators, and dat abase nanagenent systens. Data includes
dat abases and ot her data storage structures and nechani sns,
data and systeminterfaces, Electronic Data |nterchange
(EDI') transaction sets and inplenentati on conventions, and
ot her nmessages or forns of data exchange.

The DoD standard for systeminterfaces is the four-digit
year. Mlitary standards transactions are an exception to
this and will continue to use two-digit year interfaces
because of the 80-columm limtation.

The Year 2000 Checklists shall be prepared for each AIS in
accordance with the DLIS Year 2000 Managenent Plan. Each
checklist shall be forwarded to the DLIS Year 2000 Project
Manager for processing of certification requests.

6.1 Contractor-Devel oped Software.

The structure, storage, and comruni cati ons net hod of
transport of date data within the application shal
determ ne conpliance. Al dates used within the software
shall be structured and stored in the eight-digit format
(YYYYMMDD). The program managers of the systens shal
determ ne the conmuni cation vehicle of dates between the
systens. Conponents that use the two-digit year for
interfaces are required to fund bridges or translators to
ot her systens using four-digit year interfaces. The use of
a four-digit year interfaces is acceptable unless both
partners agree to keep existing formats. In this case, when
no changes are required, an MOU nust be established between
the two parties describing the interface agreenent.

6.2 Comrercial -Of-The-Shelf and Non-Devel opnental I[tens
(CANDI )/ CGovernnent-Of-The-Shel f (GOTS)

The contractor shall obtain a conpliance letter fromthe
vendor of CANDI/GOTS software. The conpliance letter shal
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address the license agreenent conpliance as well as the
software conpliance. The conpliance letter shall acconpany
t he Year 2000 Checklist for the software package.

7. TOOLS, TECHNI QUES, AND METHODOLOQ ES

7.1 Version Control Tools [AUTOVATED CM TOOL]

7.1.1 Version Control Tools

The basi c Configurati on Managenent tool for the <SYSTEM | D>
CSCls is the Pl ati num CCC/ Harvest confi guration nmanagenent
tool. This tool is also used for version control of
docunentati on. Harvest supports change nmanagenent by:

(1) Providing the neans to track proposed changes, e.g.
System Change Requests (SCRs)/Task Orders (TOs)

(2) Providing an automated revision/version nmanager.

(3) Providing visibility and control over the entire
devel opnent life cycle

7.1.2 Library Control

The DLIS CM Adm ni strator shall establish controlled libraries
to manage the changes to support CSCls prior to mgration to

t he production nmachi ne.

Devel opnent Environnment. The devel opnent environnent is
used by the systens engi neers as they devel op the code.
The indi vidual engineers control the units and conponents.
Code that has been unit tested and certified by the SQA
group shall be pronoted into the integration environnent
by DLI S CM

I ntegration Environment. The integration environnent is
used by the DLIS CM Adm ni strator to capture and build the
nodul es that are designated for system and functi onal

test. This environnent shall contain the source code and
executabl e | oad nodul es created as a result of a system
build. Oiteria for release fromthis environnment is
determ ned and enforced by the CM Adm ni strator.

Production Environnent. The production environnment
contains the nmaster copies of all the CSCls used in
<SYSTEM | D>.

Software Repository. Al <SYSTEM I D> software resides on

t he devel opnment nmachine until it nmeets the requirenents of
<CONTRACTOR> SQA and is ready for release. The software is
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mgrated by DLIS to the quality assurance environnent.
After successful conpletion of the quality assurance
testing, DLIS shall nove the software to the production
envi ronment .

7.2 Software Change Authorization

When an SCR is received fromthe DLI S <SYSTEM | D> Program
Manager, and receives approval fromthe <SYSTEM I D> CCB, the
<CONTRACTOR> System Engi neer copies the current <SYSTEM | D>
Production version to the devel opnent environnent so that the
changes may be incorporated. Harvest provides an autonated
method to maintain multiple versions that represent the sane
systemat different stages of devel opnent, testing and

pr oducti on.

When an object is changed in one environnent, Version Control
can transfer the changed object to other copies of the
environnent. For exanple, an object changed in the <SYSTEM
| D> devel opnent environnment shall be transferred to the

qgqual ity assurance environnment and upon approval by the DLIS
CCB to the production environnment. A mgration nust be

conpl etely successful or it is rolled back inits entirety.
This ensures the environnment is never left in an invalid
state.

Version Control Software shall capture all controlled objects
and both source and executable itens. Detailed reporting of
all changes (i.e., DLIS Software Update Form that are
included in a mgration of software fromthe devel opnent
environment to the quality assurance environnent shall be
docunented and provided to DLIS CM

8. SUPPLI ER CONTROL

8.1 Sub-Contractor Software

Sub- Contract or-provi ded software to be used by the <SYSTEM
| D> application nust conformto good business practice SCM
Any Sub-Contractor w shing to do busi ness wi th <CONTRACTOR>
nmust provide a copy of their SCVWP to the applicabl e project
manager for eval uation. <CONTRACTOR> nust find the Sub-
Contractor SCWP to be adequate. |If the Sub-Contractor’s SCWP
is found i nadequate, or if no Sub-Contractor SCM Plan is
avai |l abl e, the Sub-Contractor can be disqualified from
provi ding software for this project in accordance wth DoD
5000. 1- R
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8.2 Sub-Contractor Audit
Periodic audits shall be perfornmed in accordance with DoD
5000. 2- R

9. RECORDS COLLECTI ON AND RETENTI ON

Al'l formal docunentation produced for and by this <SYSTEM

| D> Project is retained and safeguarded for the life of the
project. Al docunentation shall be provided in softcopy as
described in DLISI 7900.4 and shall conformto J-STD 016.

Al'l docunmentation shall be placed under configuration
managenent control in the DLIS Docunentation Center.

10. PRQIECT DEVELOPMENT BOARD ( PDB)

Al requirenents for new hardware or software nust be
presented to the Project Devel opnent Board (PDB) for
approval, coordination, and purchasing. DLSC Form 1840 nust
be filled out in full and sent to the Configuration
Managenment mail box for PDB scheduling. Taskings for new
contractor support nust al so be docunented on a DLSC Form
1840 for coordination through the appropriate Contract

O ficer Representative (COR).
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APPENDI X A: ACRONYMS AND GLOSSARY

A. 1 Acronyns

ADP
Al'S
CANDI
CASE
CCB
CCBD
c
CM
CwvP
COR
COrs
CSA
CSsal
DBL
DLA
DLI S
DoD
FBL
FCA
FD
OCD
PBL
PCA
PDB
PR
QA
SCM
SCwP
SCR
SDF
SDL
SE
SQA
SVD
TO

Aut omat ed Data Processing

Aut omat ed I nformation System

Commer ci al and Non-Devel opnental Itens
Comput er Ai ded System Engi neeri ng
Configuration Control Board
Configuration Control Board Directive
Configuration Item

Confi gurati on Managenent

Confi guration Managenent Pl an
Contract O ficer Representative
Commercial Of-the-Shelf
Configuration Status Accounting
Comput er Software Configuration Item
Devel opnent al Basel i ne

Def ense Logi stics Agency

Def ense Logistics Information Service
Depart nent of Defense

Functi onal Baseline

Functional Configuration Audit
Functional Description

Oper ational Concept Description
Product Baseli ne

Physi cal Configuration Audit

Proj ect Devel opnent Board

Pr obl em Report

Qual ity Assurance

Sof tware Confi gurati on Managenent

Sof tware Configuration Managenment Pl an
Syst em Change Request

Sof tware Devel opnent File

Sof t ware Devel opnent Library

Syst em Engi neeri ng

Software Quality Assurance

Sof tware Version Description

Task Order
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A 2 d ossary

Acquirer (custoner): The organi zation that inposes this
standard and the associ ated contract on a devel oper in
order to procure software products for itself or another
or gani zati on. [ J- STD- 016]

Al |l ocated Baseline (ABL): In configuration nmanagenent, the
initial approved specifications governing the devel opnent
of configuration itens that are a part of a higher I|evel
configuration item [l EEE Std 610. 12]

Audit: An i ndependent exam nation of a work product or set
of work products to assess conpliance with specifications,
st andards, contractual agreenents, or other criteria.

[ EEE Std 610. 12]

Check in: Atermused by the CMtool which allows users to
provi de a new version of the software to the tool.
[ Pl at i num CCC/ Har vest User’s Manual ]

Check out with lock: Atermused by the CMtool to indicate
that only one copy of the software has been made avail abl e
to the programmer for update outside the control of the

t ool . [ Pl at i num CCC/ Har vest User’s Manual ]

Comput er Software Configuration Item (CSCl):

a. An aggregation of software that satisfies an end
use function and is designated for separate configuration
control by the acquirer. CSCls are selected based on
trade-of f anong software function, size, host or target
conput ers, devel oper support concept, plans for reuse,
criticality, interface considerations, need to be
separately docunented and controlled, and other factors.

[ J- STD- 016]

b. An aggregation of software that is designed for
configuration managenent and treated as a single entity in
t he configuration nmanagenent process. [l EEE Std 610. 12]

Configuration Control: An elenent of configuration
managenent, consisting of the evaluation, coordination,
approval or disapproval, and inplenentation of changes to
configuration itens after formal establishnment of their
configuration identification. [l EEE Std 610. 12]

Configuration Control Board (CCB): A group of people
responsi bl e for evaluating and approving or di sapproving
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proposed changes to configuration itens, and for ensuring
i npl enent ati on of approved changes. [l EEE Std 610. 12]

Configuration lIdentification:

a. An elenent of configuration managenent, consisting
of selecting the configuration itens for a system and
recording their functional and physical characteristics in
t echni cal docunment ati on. [l EEE Std 610. 12]

b. The current approved technical docunentation for a
configuration itemas set forth in specifications,
drawi ngs, associated |lists, and docunents referenced
t herei n. [l EEE Std 610. 12]

Configuration Item (Cl):
a. An aggregation of hardware, software, or both, that
i s designated for configuration managenent and treated as a
single entity in the configuration managenent process.
[l EEE Std 610. 12]
b. An aggregation of hardware, software or both that
satisfies an end use function and is designated for
separate configuration control by the acquirer.
[ J- STD- 016]

Configuration Managenment (CM: A discipline applying
techni cal and adm nistrative direction and surveillance to:
identify and docunent the functional and physi cal
characteristics of a configuration item control changes to
t hose characteristics, record, and report change processing
and i nplementation status, and verify conpliance with

speci fied requirenents. [l EEE Std 610. 12]

Confi guration Managenent Plan (CMP): The Configuration
Managenment Pl an defines the inplenentation (including
policies and nethods) of configuration managenent of a
particul ar program project. [ DoD- HDBK- 287A]

Configuration Status Accounting (CSA): An el enent of
configuration managenent, consisting of the recording and
reporting of information needed to manage a configuration
effectively. This information includes a listing of the
approved configuration identification, the status of
proposed changes to the configuration, and the
i npl ementati on status of approved changes.

[l EEE Std 610. 12]

Dat abase: A collection of related data stored in one or
nore conputerized files in a manner that can be accessed by
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users or conputer prograns via a database managenent
system [ J- STD- 016]

Del i verabl e Software Product: A software product that is
required by the contract to be delivered to the acquirer or
ot her desi gnated recipient. [ J- STD- 016]

Dev: Atermrelated to the CMtool indicating an
environnent within the tool.
[ Pl at i num CCC/ Har vest User’s Cui de]

Functi onal Configuration Audit (FCA)

An audit conducted to verify that the devel opment of a
configuration item has been conpleted satisfactorily, that
the item has achi eved the perfornmance and functi onal
characteristics specified in the functional or allocated
configuration identification, and that its operational and
support docunents are conpl eted and sati sfactory.

[ EEE Std 610. 12]

Physi cal Configuration Audit (PCA): An audit conducted to
verify that a configuration item as-built, conforns to the
techni cal docunmentation that defines it.

[ EEE Std 610. 12]

Product Baseline (PBL): In configuration managenent, the
initial approved technical docunentation (including, for
the software, the source code listing) defining a
configuration itemduring the production, operation,
mai nt enance, and | ogistics support of it's life cycle.

[l EEE Std 610. 12]

Sof tware Configuration Managenent (SCM Pl an: The docunent
defining how configuration managenent shall be inpl enented
(i ncluding policies and procedures) for a particul ar
software acquisition or program The plan may be a
separate docunent or included within the configuration
managenent section of the Software Devel opnent Pl an.

[H Ronal d Berlack, “Software Configuration Managenent”]

Sof t ware Devel opnent (SD): A set of activities that results
in software products. Software devel opnent may i nclude the
devel opment, nodification, reuse, reengineering,

mai nt enance, or any other activities that result in

sof tware products. [ J- STD- 016]

Sof tware Devel opment File (SDF): A repository for materi al

pertinent to the devel opnment of a particul ar body of
software. Contents typically incude (either directly or by
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reference) considerations, rationale, and constraints
related to requirenents anal ysis, design, and

i npl enment ati on; devel oper-internal test information; and
schedul e and status information. [ J- STD- 016]

Sof tware Devel opnment Library (SDL): A software |ibrary
cont ai ni ng conput er readabl e and human readabl e i nformati on
relevant to a software devel opnent effort. [IEEE Std 610. 12]
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APPENDI X B M LI TARY ENG NEERI NG DRAW NG ASSET
LOCATOR SYSTEM <SYSTEM | D> ON THE V\EB

B.1 Configuration Itens
B.1.1 Conputer Software Configuration Itens.
<l ist conponents of software>
B. 1.2 Conputer Hardware Configuration Itens.
<l ist conponents of hardware used/required>
B. 1. 3 Docunent ati on

Syst enl Subsyst em Speci fication
Sof t war e Devel opnment Pl an

Sof tware Configuration Managenment Pl an
Project Plan

SQA Pl an

Security Pl an

I nterface Requirenents Specification
Dat abase Design Description

I nterface Design Description

Sof tware Requirenments Specification
Sof t ware Desi gn Description

Sof tware Test Pl an

Sof tware Test Description

Sof tware Test Report

Software Installation Plan

Test Results

B. 1. 4 Non-devel opnental Itens

<l ist conponents of software not witten by programer>

B.2 Configuration Control

B. 2. 1 Change Docunentati on

Vari ous change docunents (forns) shall be used by SCMto
serve the different purposes for change. Table B.2.1-1
identifies the docunents (fornms) that may be used to propose
and control changes during the <SYSTEM | D> software

devel opnment effort. \When change packages are devel oped, the
DLI'S CCB schedul es test and change inplenentation. DLIS
shall nove the software fromthe devel opnment environnent to
the quality assurance environnment. After successful

i ndependent third-party assurance testing, changes are ready
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for inplementation. DLIS shall nove the software fromthe
qual ity assurance environnent to the production environnent.

Form Number Form Acronym Form Name
DD Form 2616 ACSN Advance Change Study Notice
DD Form 1692/1693 ECP Engineering Change Proposal
DLA Form 558 AWR ADP/T Work Request
DD Form 2021 SCR System Change Request
DLSC Form 1202 PTR Problem Trouble Report

Tabl e B.2.1-1, Change Docunentation

<SYSTEM | D> UPDATE PROCEDURE

Activity Acti on
1. DLI S <SYSTEM | D> PM Change Docunent (SCR/'TO is

generated and signed by the
DLI S <SYSTEM | D> Pr ogram

Manager .
2. DLI S <SYSTEM | D> CCB Recei ves t he Change
Docunent .

Change i s approved by board.
3. DLI S <SYSTEM | D> COR Change docunent is accepted by

COR and forwarded to
<CONTRACTOR> PM

4. <CONTRACTOR> System Engi neer |f change to existing
source
sof tware, checks out with
| ock, the affected source
sof tware nodul e(s) fromthe CM
tool. Oherw se, a new nodul e
is created follow ng DLIS
nam ng conventi ons.

5. <CONTRACTOR> System Engi neer Makes required change(s)

<SYSTEM | D> source software,
performs unit test(s), and
systemtest on the changed
system

6. <CONTRACTOR> System Engi neer Checks affected source
software into CMtool,
entering the change docunent
nunber and the nature of the
change.
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7. <CONTRACTOR> System Engi neer Conpl etes docunentation
and nove sheet(s). Forwards
to <SYSTEM | D> PM

8. <SYSTEM | D> PM Perforns function acceptance
testing. Conpletes the nove
sheet(s). Forwards to DLIS CM

9. DLIS CM Prepares QA environnent.
Notifies DLIS QA testing of
conpl etion. Forwards nove
sheet(s) to DLIS QA testing.

10. DLIS QA Testing Perforns quality assurance
testing of changes.
Det erm nes need for further
testing (integration,

custoner, etc.). If testing
fails, process returns to step
4. |If testing passes,

conpl etes nove sheet and
testi ng docunentati on.
Forwards to DLI S CM

11. DLIS CM Prepares software rel ease for
production update. Forwards
tasking for release to
QOper ati ons.

12. DLIS Operations | mpl enent s rel ease as
instructed in rel ease
docunentation. Notifies DLIS
CM of conpl eti on.

13. DLIS CM Sends notification of release
i npl enentation to designated
reci pients including COR

B.2.2 Configuration ldentification of <SYSTEM | D> Basel i nes
The identification of itenms included in these baselines are
stored and nmaintained in an electronic nedia format once
changes are approved in accordance with DLI S standards and
procedures. A current baseline consists of the previous
basel ine plus all approved changes to that baseline. Table
B.2.2-1 depicts the conposition of the baselines including
software and rel ated docunents.



<SYSTEM ID> Software CM Plan
Draft —
<date>

Functional Basdine

Operation Concept Description (OCD)
Syst em Subsyst em Speci ficati on (SSS)
Sof t war e Devel opnent Pl an ( SDP)

SCM Pl an ( SCVP)

Sof tware Quality Assurance Pl an ( SQAP)

Allocated Basdine

Functional Baseline plus approved changes
Syst em Subsyst em Desi gn Descri ption (SSDD)
Sof t war e Requirenents Specification (SRS)

Interface Requirenents Specification (IRS)

Development Configuration

Al'l ocat ed Basel i ne plus approved changes
Sof t war e Desi gn Description (SDD)
Interface Design Description (1DD)

Dat abase Desi gn Descri pti on ( DBDD)

Sof tware Test Plan (STP)

Sof tware Test Description (STD)

Sof tware Test Report (STR)

CSCl Sour ce Code/ Execut abl e Code

CSCl Dat abase

CSCl Non-devel opnental |tens

Product Basdine

Devel opnental Configuration plus approved changes
Sof t war e Product Specification (SPS)

Software Installation Plan (SIP)

Software Transition Plan (STrP)

Sof t war e Version Description (SVD)

Sof tware User Manual (SUM

Sof t war e | nput/ Qut put Manual (SIOM

Sof tware Center Operator Manual (SCOM

Conput er Operation Manual (COM

Conput er Progranm ng Manual (CPM
Fi rmnware Support Manual (FSM
CSCl Sour ce Code/ Execut abl e Code
CSCl Dat abase

CSCl Nondevel opnental |tens

Table B.2.2-1, Configuration lIdentification of Baselines

B. 2. 3 Change Control
and Tool s

The followng libraries shal
devel opment of the <SYSTEM I D> proj ect.

identifies both the
pronote the Cl.

Devel opnental Configuration Libraries
be used to control the

Table B.2.3-1
libraries and approval required to

Library

Authorization

Functional Basdline

DLISCCB

Allocated Basdline

DLISCCB

Devel opment Programmer/System Engineer
System Test Technical Lead/Project Manager
Integration Test DLISCM/DLIS SQA

Product Basdine DLISCM/DLIS SQA

Table B.2.3-1,

Devel opnental Configuration Libraries

B.3 Audits and Revi ews
Table B.3-1 identifies the specific software devel opnent

reviews and CM audits that shal

establi sh the basel

be utilized to control and

nes for the <SYSTEM I D> proj ect.
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Baseline Purpose Reviews & Audits
Functional Functions established System Design Review (SDR)
Allocated Requirement defined Software Requirements Review (SRR)
Developmental Configuration Top level design complete Preliminary Design Review (PDR)
Developmental Configuration Detailed design complete Critical Design Review (CDR)
Product Approval of product and Functional Configuration Audit
documentation (FCA)

Physical Configuration Audit (PCA)

Tabl e B.3-1, Baseline Reviews & Audits

Table B.3-2 identifies schedul ed/ conpleted reviews for the
<SYSTEM | D> Project. (Formal indicates that the custoner
attended and I nformal indicates attendance by only
<CONTRACTOR>) .

Code Audit or Review Formal or | Scheduled Completed
Informal

SRR Systems Requirements Review formal

SDR Systems Desigh Review formal

SSR System Software Review informal

PDR Preliminary Design Review formal

CDR | Critical Design Review formal

TRR Test Readiness Review informal

FQR Formal Qualification Review formal

DRR | Deployment Readiness Review formal

Tabl e B. 3-2, Schedul ed Reviews & Audits
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