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Executive Summary 

Purpose Adequate security is critical to protecting the integrity of the federal 
judicial system. Concerns have been raised that the federal judiciary faces 
growing risks because of their work environment. Indeed, three federal 
judges were assassinated at off-site locations (i.e., away from court 
facilities) between 1979 and 1989. Prompted by such concerns, several 
congressional requesters asked GAO to 

. review the risk environment within which judges and other federal judicial 
personnel must work, and their perceptions about the environment and 
security measures; 

l review the administrative structure, policies, and procedures for providing 
judicial security and determine whether appropriate security systems have 
been implemented in each federal judicial district; and 

l evaluate whether there is a need to change security management 
responsibilities now shared by three federal agencies, and if so, what 
alternatives should be considered for consolidating or streamlining those 
responsibilities. 

Background Three federal agencies are engaged in judicial security activities: (1) the 
Administrative Office of the U.S. Courts (AOUSC) implements policies set 
forth by the Judicial Conference of the United States, (2) the U.S. Marshals 
Service (a bureau of the Department of Justice) has primary responsibility 
for protecting federal judicial facilities and personnel in each of the 94 
judicial districts, and (3) the General Services Administration (GSA) is 

primarily responsibie for providing building entry and perimeter security 
at judicial facilities. 

A 1982 report by the Attorney General’s Task Force on Court Security 
provides the foundation for the current on-site judicial security program. 
The 1982 task force-consisting of representatives from the Federal 
Bureau of Investigation, the Marshals Service, and other Justice 
Department components--produced a series of recommendations that 
were endorsed by the Attorney General and the Chief Justice of the United 
States. The task force recommended that the Marshals Service take the 
lead in implementing security measures by (1) establishing in each of the 
94 judicial districts a security committee composed of, among others, the 
district U.S. marshal, the chief judge, and a representative of the principal 
provider of building security (usually GSA); (2) conducting security surveys 
and developing written security plans for all judicial facilities in each 
district; and (3) establishing a national database of information to justify 
budget requests, allocate security resources effectively, and implement 
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Executive Summary 

other risk-management activities. The administrative structure, policies, 
and procedures for implementing these recommendations were set forth 
in a 1987 memorandum of agreement among AOLJSC, GSA, and the Marshals 
Service. 

Results in Brief According to executive branch security experts and judges GAO surveyed 
nationwide, the environment in which the federal judiciary operates is 
becoming increasingly more dangerous. Most district marshals believe that 
judicial personnel are generally secure in and around judicial facilities but 
less so away from them. Likewise, most judges believe that security at 
judicial. facilities is adequate to protect them from danger and are more 
concerned about off-site security. (See ch. 2.) 

Key aspects of the comprehensive on-site judicial security program 
recommended by the 1982 task force are not yet fully in place. The 
Marshals Service has not finished the process of (1) establishing a 
representative and active security committee in each federal judicial 
district; (2) completing security surveys and plans for all judicial facilities 
in each district; and (3) implementing a complete national database to 
effectively manage security resources and programs, as specified in the 
1982 task force report The judicial security program is not sufficiently 
comprehensive in that it does not evaluate off-site security issues. AOUSC 
and the Judicial Conference have not systematically overseen and ’ 
monitored the effectiveness of the security program and the use of 
appropriated funds. (See ch. 3.) 

GAO discusses several alternatives for consolidating judicial security 
management responsibilities either in the Marshals Service or the judicial 
branch. GAO believes, however, that any fundamental changes in security 
management responsibilities should be deferred pending the full 
implementation of the comprehensive security program recommended in 
1982. (See ch. 4.) 

Principal Findings 

Judicial Environment 
Poses Increasing Risks 

There is a consensus among security experts in the Marshals Service and 
GSA as well as judges that the environment in which the federal judiciary 
operates has become more dangerous, F’ive violent incidents resulting in 
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the deaths of judges and other judicial branch officials have occurred over 
the past 15 years. In addition to the assassinations of three judges at their 
residences, attacks at federal court facilities took the lives of a deputy 
marshal and a court security officer in Chicago, IL, in 1992, and another 
court security officer in Topeka, KS, in 1993. According to Marshals 
Service officials, court security officers are identifying and cotiscating 
large numbers of weapons and potential weapons at entrances to judicial 
facilities. Security experts attribute the more dangerous environment to 
such factors as increases in the number of violent criminal cases and 
emotionally charged civil matters that are brought before the federal 
judiciary and a much higher number of prisoners at federal court facilities. 
(See pp. 20 to 24.) 

Eighty-six percent of the judges responding to GAO’S nationwide 
questionnaire perceived themselves to be exposed to greater potential 
job-related dangers than other citizens. Seventy-seven percent of the 
judges believed that security at their primary facilities met or exceeded 
what was needed to protect them from these dangers. Judges also were 
generally satisfied with the way marshals and court security officers 
provided security in and around court facilities. However, judges who 
reported working at secondary facilities (approximately one-half of the 
respondents) believed that security measures at 33 percent of these 
facilities fell short of what was needed, 

Judges expressed greater concern about their security away from their 
work locations. While 82 percent of the judges reported that they felt very 
or somewhat secure at their main court facilities, only 42 percent felt as 
secure off site. And, while 8 percent felt somewhat or very insecure at 
their main facilities, 27 percent felt as insecure off site. (See pp. 24 to 27.) 

Comprehensive On-Site 
Security Program 
Recommended by 1982 
Task Force Not Fully 
Implemented 

More than half of the 94 marshals GAO questioned reported that their 
district security committees did not include all the participants specified 
by the 1982 task force and the Judicial Conference. For example, 54 
district committees did not include a GSA security representative, and 10 
did not include the district’s chief judge. Moreover, many of the 
committees met infrequently. For instance, 30 of the 94 marshals reported 
that their security committees met once a year or less. Over one-third of all 
judges indicated that they were uncertain whether a security committee 
existed in their districts. (See pp* 34 to 37.) 
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While the 1982 task force report specified that security surveys of all 
judicial facilities be conducted by the Marshals Service and GSA security 
specialists as a team, this generally did not occur. Seventy-three of the 94 
marshals indicated that GSA security representatives had not regularly 
participated in the Marshals Service’s surveys; 48 marshals indicated they 
were unaware that GSA also performed security surveys of buildings 
housing judicial personnel. Also, 3 marshals reported that they had not 
regularly conducted security surveys of any judicial facilities within their 
districts, and another 11 marshals reported they had regularly surveyed 
only some facilities in their districts. Two marshals reported that none of 
the facilities within their districts had written security plans, an additional 
27 marshals replied that they had plans for only some facilities. Further, 
the marshals’ responses indicated that many of the completed security 
plans were insufficiently detailed. For example, over one-third of the plans 
for handling emergencies during regular business hours did not cover 
either the main building entrance, courtrooms, or judges’ chambers. 

Failure to conduct all surveys and to develop ail plans as recommended 
potentially exposes judicial personnel to security risks that might be 
identified and addressed through implementing these requirements. For 
example, we found that in some cases marshals had overlooked facilities 
that house bankruptcy, probation, pretrial services, and public defender 
officials as well as circuit court and senior judges. (See pp. 37 to 39.) 

Because all judicial facilities have not been surveyed, the national 
database recommended by the task force is incomplete. In addition, 
budget requests for and allocations of judicial security resources are not 
always based on systematic risk assessments documented in security 
surveys and plans. Ten marshals reported to GAO that their budget requests 
were based to some, little, or no extent on security surveys. As a result, 
security needs may not be met in some districts, while other districts may 
employ more security measures than needed. For example, 1 district GAO 
visited had 16 court security officers and had requested an additional 
officer in a 1991 budget request, even though the district’s security plan 
indicated a need for only 4 officers. (See pp. 39 and 40.) 

Off-Site Security The 1982 task force report addressed only on-site security. However, 
Assessments Should Be security experts and judges believe that judges are less secure away from 
Part of the Comprehensive judicial facilities. Therefore, GAO believes that a truly comprehensive 

Judicial Security Program judicial security program needs to consider and evaluate off-site as well as 
on-site security needs, applying risk-management principles to both. 
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Off-site security needs probably will differ among or even within 
individual judicial districts. However, some nationwide guidance from the 
Judicial Conference may be appropriate to address basic policy issues, 
such as whether, to what extent, and under what conditions off-site 
security equipment should be furnished at government expense. If so, 
another issue is whether such equipment should be funded from Marshals 
Service or judicial branch appropriations. (See pp. 45 and 46.) 

Some Management 
Problems Remain 

Despite the 1987 memorandum of agreement, some management issues 
continue to exist among the agencies responsible for judicial security. The 
Marshals Service and GSA often do not coordinate their security surveys 
and plans, as envisioned by the 1982 task force recommendations and the 
1987 memorandum of agreement. These agencies also differ over who 
should have responsibility for providing perimeter and building entry 
security at judicial facilities and what level of security is appropriate. The 
problem is particularly complicated in the case of multitenant facilities 
that house other occupants along with judicial ranch personnel. (See pp. 
40 to 44.) 

A0 and other recent studies have found that AOUSC as not provided 
systematic oversight of the arshals Service’s implementation of the 
omprehensive security program envisioned by the 987 memorandum of 
agreement. (See pp. 44 and 45.) 

lso, prior studies of the judiciary and GAO raised oncerns that the status of 
the Marshals Service as n executive branch agency and its dual role in 
erforming certain law enforcement functions etracted from one of its 
primary missions of roviding judicial security. (See pp- 55 to 57.) 

Full Implementation of GAO discusses severat possible alternatives for consolidating basic 
Comprehensive Program management responsibilities for providing judicial security. These 
Should Precede Any alternatives include revising the Marshals Service’s management and 

Fundamental Management organizational structure with respect to judicial security or transferring 

Changes operational responsibility for judicial security from the Marshals Service 
to the judicial branch. GAO believes, however, that priority attention needs 
to be given to fully implementing the comprehensive judicial security 
program using current management structures, Undertaking fundamental 
management changes now might delay or impede completion of this 
process. Also, full implementation of the comprehensive security program 
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may, in itself, afford the means to resolve coordination and other 
management problems. (See pp. 57 to 60.) 

Recommendations Conference, and the GSA Administrator. These recommendations are 
designed to ensure that (1) the comprehensive risk-based security 
program envisioned by the 1982 task force is implemented fully and 
consistently in all judicial districts, (‘2) off-site security risks and needs are 
assessed as part of the comprehensive program, and (3) roles and 
responsibilities for judicial security are clarified as necessary and 
effectively coordinated and carried out. (See pp. 48 to 50.) 

Agency Comments AOUSC, the Justice Department, and GSA provided writ&n comments on a 
draft of this report. These comments are presented in appendixes V, VI, 
and VII and are discussed on pages 24 and 41 to 44 and at the end of 
chapters 2,3, and 4. All three agencies generally agreed with GAO’S findings 
and conclusions relating to implementation of a comprehensive security 
program and the 1987 memorandum of agreement. They said they are 
either taking or planning to take action on most of GAO'S 
recommendations, Their comments focused on improving the program 
under the current management structure--the 1987 agreement-rather 
than fundamentally changing the structure. 

Justice agreed with GAO'S assessment of the Marshals Service’s 
management of the Judicial Security Program and acknowleged that there 
were some areas needing improvement Justice said the Marshals Service 
was moving to improve the implementation of security plans and surveys 
and to promote the active involvement of district court security 
committees in judicial security matters. AOUSC agreed that the 1982 task 
force recommendations should be fully implemented and that off-site 
security needs should be considered and assessed as part of the program. 
AOUSC also agreed that the judiciary’s oversight of the security program 
needed to be improved, especially with regard to budget formulation 
activities and the role of district security committees. It said it was moving 
to strengthen its oversight and monitoring capabilities. GSA agreed with 
GAO’S conclusion that maintaining and refining the current 
management/operational structure and system for judicial security, 
particularly through improved communication and coordination between 
it and the Marshals Service, was preferable to making fundamental 
changes. 
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Chapter 1 

Introduction 

Adequate physical and personal security for judges, court clerks, 
probation officers, and other judicial personnel is critical to preserving the 
integrity of the federal judicial system. In the words of a 1978 report issued 
by an interagency group formed to study judicial security: 

“The absolute necessity of the Federal Judiciary to daily perform its constitutional 
functions free from duress and intimidation permeates the very basis of the American 
democratic society as envisioned by the signers of the U.S. Constitution.“’ 

This principle was reiterated in a March 1982 joint statement by the Chief 
Justice and Attorney General on the importance of adequate security in 
the federal judicial system. They stated: 

“If we cannot ensure the safety of aU participants in the judicial process, we cannot 
maintain the integrity of the system, we cannot-in sum-‘establish justice,’ as mandated 
in the preamble to the Constitution of the United States.” 

Providing judges and other judicial branch officials reasonable security 
from physical and psychological intimidation and harm helps ensure that 
the justice system deals fairly and impartially with volatile and emotional 
issues involving organized crime, drugs, civil rights, torts, and bankruptcy. 

Recent Violent Acts Beginning in the late 1970s and continuing into more recent years, various 

Highlight the 
highly publicized incidents illustrate the threats and violent acts to which 
judicial personnel have been subjected at and away from court houses. In 

Importance of Federal 1979, an assailant, allegedly hired by defendants in a pending drug case, 

Judicial Security shot and killed U.S. District Judge John Wood as he entered his car at his 
home in San Antonio, TX. In 1988, the father of a plaintiff in a dismissed 
sexual discrimination case shot and killed U.S. District Judge Richard 
Daronco in his yard in Pelham, NY. In 1989, an individual appealing a 
conviction for possessing a pipe bomb sent a package containing another 
pipe bomb to the Birmingham, AL, residence of U.S. Court of Appeals 
Judge Robert Vance; the bomb killed the judge and idured his wife. 

Violent acts of these types have not been limited to judges. Other judicial 
personnel also have been the unfortunate victims of violence while in the 
course of conducting their official duties. For example, in 1992, a federal 
defendant on trial in Chicago for eight bank robberies slipped free of his 
handcuffs, wrestled a gun from a deputy marshal, and then fatally shot him 
and a court security officer. In August 1993, a convicted federal felon who 

‘Judicial Security, U.S. Department of Justice, Report of the Interagency Study Group on Judicial 
System Security (Washington, D.C.: May 24, 1978), p. 5. 
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had been released on bond and was awaiting sentencing for possession of 
drugs and firearms dynamited his car in front of the courthouse in Topeka, 
KS. Taking advantage of the resulting confusion, the felon entered the 
judicial facility, fatally shot a court security officer, and tossed pipe bombs 
that injured several other people. 

According to the U.S. Marshals Service and other security experts, 
increases in the number of trials involving drug trafficking and other 
violent crimes, as well as increases in the number of volatile civil trials, 
have created a more dangerous environment for judges, prosecutors, 
witnesses, and others involved in the federal judicial system. As a result, 
some judicial personnel now perceive increased risks to themselves and 
have raised concerns about the adequacy of security, not only at, but also 
away from, court facilities. 

Overview of the 
Federal Judiciary 

There are 94 federal judicial districts in the United States, each with its 
own district court. The district courts are grouped into 12 regional circuits, 
with each circuit having 1 court of appeals. The nation’s highest federal 
court is the U.S. Supreme Court. The day-to-day business of the federal 
judiciary takes place in the district courts, which had 554 district judges 
(of 649 authorized) conducting judicial proceedings as of January 31,1994. 
In addition, the judiciary included 311 bankruptcy (326 authorized) and 
359 magistrate (381 authorized) judges as of that date. 

As discussed in more detail in appendix I, the judicial branch of the federal 
government has a simple governance structure composed of the Courts, 
the Judicial Conference of the United States, and the Administrative Office 
of the U.S. Courts (AOUSC). Within each judicial district, federal judges 
generally are responsible for the efficient operation of the courts, with 
chief judges primarily responsible for their day-today administration. 
Although subject to the broad parameters of established policy, individual 
federal judges have considerable independence concerning the operation 
of their respective courts. 

Various Agencies Are Providing security for the federal judiciary involves both executive and 

Responsible for 
Providing and 
Funding Judicial 
Security 

judicial branch agencies. As discussed in more detail in appendix I, the 
executive branch agency with principal responsibility for protecting 
federal judicial facilities and personnel is the U.S. Marshals Service, a 
component of the Department of Justice (DOJ). Each federal judicial 
district has a U.S. marshal, who is appointed by the president of the United 
States. The marshal is responsible for judicial security, as well as law 
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enforcement, matters for the district, The Marshals Service’s judicial 
security program is designed to maintain the integrity of the judicial 
process by ensuring that each federal judicial facility is secure and that all 
federal judges, magistrates, prosecutors, and participants can conduct 
proceedings in an open and safe environment. Under this program, which 
is funded by appropriations made directly to the Marshals Service, deputy 
marshals guard prisoners during judicial proceedings and provide 
temporary protective details for threatened judicial officials. 

Judicial branch involvement originates with the Judicial Conference of the 
United States, which establishes the general policies for administering the 
federal court system. The judicial branch’s court security program, which 
is funded from judicial branch appropriations, is used to hire court 
security officers (contract personnel) and procure security equipment to 
protect court facilities. Since fiscal year 1984, AOUSC has transferred these 
funds to the Marshals Service to contract for court security offkers and 
procure court (on-site) security equipment for the judicial districts. 

As figure 1.1 shows, congressional appropriations for judicial security, 
from both Marshals Service and judicial branch appropriations, have 
increased significantly during the past 10 years. For example, judicial 
security appropriations for the Marshals Service increased from 
$28.8 million (in 1993 dollars) in fiscal year 1983 to $62.2 million in fiscal 
year 1993. For these same years, the judicial branch’s court security 
appropriations increased from $17.1 million (in 1993 dollars) to 
$81.3 million. These growing appropriations generally were in response to 
(1) an increase in the number of federal crime initiatives @articularly 
relating to narcotics and violent crime prosecutions) during this time and 
(2) an increase in the number of judicial personnel and facilities, each of 
which represents a need for more security services. 
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Figure 1.1: U.S. Marshals Service and 
Judicial Branch Appropriations for 
Judicial Security, Fiscal Years 
1983-1993 

Yearly appropriations (dollars in millions) 90 90 Yearly appropriations (dollars in millions) 
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Note: Dollar amounts are expressed in real (1993) dollars, which have been calculated using the 
implicit price deflator for gross domestic product. 

Sources: AOUSC and the Office of Financial Management, U.S. Marshals Service. 

In addition to these appropriations, other judicial security costs are 
covered in rental payments made by the judicial branch to the General 
Services Administration (GSA), which is responsible for providing building 
entry and perimeter security at judicial facilities. The specific object 
classification in judicial branch appropriations called “rental payments to 
GSA" covers the costs of rental space and all related services-including 
some security services such as installing intrusion alarm systems. The 
total rental payments made to GSA by the judiciary from its salaries and 
expenses appropriations for fiscal years 1991,1992, and 1993, respectively, 
were $257.5 million, $306.2 million, and $366.2 million. According to AOUSC, 
the judiciary will expend.an estimated $436.1 million and $521.7 million, 
respectively, in fiscal years 1994 and 1995 for rental payments. According 
to a GSA security official, security costs were not factored into the rental 

Page 13 GAOkGD-94-112 Federal Judicial Security 



Chapter 1 
Introduction 

j 

fee before fiscal year 1993. Since then, GSA has been charging a flat rate for 
general security services and actual costs for building-specific services. 

Prior E fforts to 
Address Judicial 
Security Problems 

In 1976, we issued a report? on federal judicial security in response to 
increasing concerns over violence and disorder in courtrooms. Our report 
recommended that the Department of Justice, in cooperation with other 
agencies responsible for judicial security, comprehensively evaluate the 
needs of each court facility and establish an overall plan for upgrading and 
monitoring on-site judicial security. In response to this recommendation, 
in 1976 the Deputy Attorney General established the “Interagency Study 
Group on Judicial System Security,” with representatives from each 
responsible agency.3 The resulting court security policy presented by the 
group in its 1978 report clarified agency roles and began the process of 
addressing how to determine security needs.4 

In 1982, we reported that the effectiveness of the Marshals Service was 
limited by its dual roles-as law enforcement agency for the executive 
branch and security force for the judicial branch.5 We recommended, 
among other things, that the Attorney General establish a policy that the 
provisions of court security and the execution of court orders be the top 
priority of each U.S. marshal. 

Also in 1982, a report by the Attorney General’s Task Force on Court 
Securii$ recommended development of a comprehensive judicial security 
system based on a risk management concept. According to the report, 
effective risk management should consist of identifying and assessing all 
of the relevant security risks specifically associated with each facility and 
then taking actions to ensure that needed protective services are in place. 
The report recommended that the Marshals Service take the lead role in 
implementing the risk management concept in each judicial district. 

%S. Mamhals Service-Actions Needed to Enhance Effectiveness (GGD-7677, July 27+1976). 

%haired by the Justice Department, the interagency group consisted of representatives from AOUSC, 
GSA, the Marshals Service, and the U.S. Postal Service, which, as the manager of several buildings 
housing court facilities, used to have some security responsibilities. The Postal Service has since 
relinquished these facility and security responsibilities to GSA. 

lJudicial Security, Dept. of Justice. 

%.S. Mamhals’ Dilemma: Setving Two Branches of Government (GAO/GGD-82-3, Apr. 19, 1982). 

%eport of the Attorney General’s Task Force on Court Security, U.S. Department of Justice 
(Washington, D.C.: Mar. 1982). 
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The 1982 task force report provided basic policy guidance, endorsed by 
the Attorney General and the Chief Justice, for implementing security 
plans and procedures. This guidance was formalIy reiterated in a 1984 
memorandum of understanding between the Marshals Service and AOUSC 
and was supplemented by a 1987 memorandum of agreement (MOA) among 
the Marshals Service, AOUSC, and GSA. (Further discussion of the task force 
and the memorandums is contained in the objectives, scope, and 
methodology section of this chapter and in ch. 3.) 

Despite this guidance, persistent deficiencies in the security of the federal 
judicial system stiU remained, as noted in a 1987 Department of Justice 
audit report: 

“Security surveys were not performed or security plans were not prepared for all judicial 
facilities in the districts visited. Some surveys and plans that had been prepared were . . . 
not on file in the district and were therefore not available for use by the . . , [U.S. Marshal]. 
In most cases, the surveys and plans were outdated because there were no requirements to 
perform periodic surveys or keep plans current. As a result, the present security measures 
in place in the judicial facilities were not consistent with the security surveys and plans. 
Therefore, the . . . [U.S. Marshals] may not have established adequate security measures, or 
conversely security may be in excess of needs.“’ 

Similarly, in 1988, we reported that many of the same issues addressed in 
1982 by the task force existed even though improvements had occurred.8 

Objectives, Scope, 
and Methodology 

In 199 1, the Chairman, Permanent Subcommittee on Investigations, Senate 
Committee on Governmental Affairs, the Chairman, Subcommittee on 
Courts and Administrative Practice, Senate Committee on the Judiciary; 
and Senator Bob Graham asked us to comprehensively assess the federal 
government’s overall efforts to ensure the security of judicial personnel on 
site and off site. AIso in 1991, the Judicial Conference of the United States 
issued a special report endorsing a need for this review.g On the basis of 
subsequent discussions and agreements with the requesters, we focused 
on 

‘The Judicial Security Program in the United States Marshals Service, U.S. Department of Justice, 
Audit Report No. 87-17, prepared by the Justice Management Division (Washington, D.C.: Mar. 1987), p. 
ii. 

8Domestic Terrorism: Prevention Efforts in Selected Federal Courts and Mass Transit Systems 
(GAOPEMDSB-22, June 23,1988), p, 28. 

gSpecial Report to the Executive Committee of the Judicial Conference of the United States, Judicial 
Conference of the United States, Committee on Court and Judicial Security (Washington, D.C.: 
June 21, 1991). 
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. reviewing the risk environment within which judges and other federal 
judicial personnel must work and their perceptions about the environment 
and security measures (see ch. 2.); 

. reviewing the administrative structure, policies, and procedures for 
providing judicial security and determining whether appropriate security 
systems have been implemented in each federal judicial district (see ch. 
3.); and 

. evaluating whether there is a need to change security management 
responsibilities now shared by three federal agencies, and if so, what 
alternatives should be considered for consolidating or streamlining those 
responsibilities (see ch. 4). 

In addressing these questions, much of our work focused specifically on 
judges, who, as a group, are the most visible symbol of the federal judicial 
system. However, we tied to obtain information about and/or 
perspectives from all relevant officials--both the clients Gjudges, clerical 
staff, probation officers, etc.) and the providers (marshals and other 
security personnel) of judicial security. In so doing, we 

. developed nationwide data on the relevant issues by using mail-out 
questionnaires sent to all 1,809 federal judges and all 94 U.S. marshal@ 
and administering a telephone questionnaire to all 10 regional directors of 
GSA’S Federal Protective Service; 

l conducted interviews with senior officials and performed related work at 
the headquarters of the principal judicial and executive branch 
agencies-Aousc, the Marshals Service, and GSA; and 

l performed audit work in 9 judicial districts judgmentally selected from the 
94 total districts, including observing security activities and interviewing 
judges and other judicial personnel, marshals and their deputies, and GSA 
officials. 

Also, to ensure that our work focused on the judicial branch’s most 
significant security concerns, we coordinated throughout our review with 
the Judicial Conference Committee on Court and Judicial Security.11 

Use of Questionnaires to 
Obtain Nationwide Data 

We used three mail-out questionnaires and a telephone interview 
questionnaire to obtain a broad-based, national perspective on judicial 
security issues. 

“Each of the 94 judicial districts has a U.S. marshal. 

“On October 1,1993, the Committee on Court and Judicial Security was combined with the Committee 
on Space and Facilities to create the Committee on Security, Space and Facilities. 
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l Using a mailing list that AOUSC provided, we sent a questionnaire to each of 
the 1,809 federal circuit, district, bankruptcy, and magistrate judges in the 
United States (see app. II). This questionnaire was designed to gather 
information on the judges’ perceptions of job-related risks, the adequacy 
of on-site and off-site security, and any changes needed in security 
programs. We received usable responses from 1,470 (81 percent) of the 
judges. The questionnaires were completed between March and 
August 1992. 

l Also, we mailed a questionnaire to each of the 94 district marshals in the 
United States to gather data about each district’s specific security risks 
and programs, including the extent of interagency coordination and 
cooperation (see app. III). All 94 marshals responded. The questionnaires 
were completed between August and November 1992. 

l Further, we mailed another questionnaire to each of the 94 district 
marshals to gather security-related information about each of the specific 
judicial facilities located in the respective districts (see app. IV). Using a 
list provided by the Marshals Service, we mailed out 664 individual facility 
questionnaires. The district marshals identified an additional 19 facilities 
that housed judicial personnel. We received questionnaires back from all 
683 facilities. According to the marshals’ responses, information could not 
be provided or used for 98 of these facilities because they had closed or 
the judicial activity had moved out of the district (56), had almost no 
judicial activities (19), were duplicates of other facilities (9), or were just 
opened or under construction (8). Also, the Marshals Service had no 
information on six facilities. The remaining 585 usable facility 
questionnaires made up the universe of facilities that housed judicial 
personnel in the 94 districts at the time of our survey, according to 
information provided by the marshals. The questionnaires were completed 
between August and November 1992. 

To gather information on interagency coordination and cooperation in 
implementing a comprehensive security program in the federal judicial 
districts, we used a structured questionnaire to conduct telephone 
interviews with each of the 10 regional directors of GSA’S Federal 
Protective Service (FTS). The structured interviews were conducted during 
July and August 1992. 

In developing the various questionnaires, we applied as criteria the 
standards, concepts, and recommendations set forth in the 1982 Attorney 
General’s task force report and the policies, procedures, and requiremenm 
set forth in the related 1984 memorandum of understanding and 1987 MOA 
among the responsible agencies. These criteria were developed by 
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individuals with considerable expertise in and responsibility for judicial 
security matters. The task force consisted of representatives of the 
Department of Justice’s Office of the Deputy Attorney General and Justice 
Management Division, the Marshals Service, and the Federal Bureau of 
Investigation (FBI), In addition, the task force obtained information from 
security specialists of the Justice Management Division, Marshals Service, 
and FBI and from the district court judges, U.S. Marshal, and U.S. Attorney 
in each of the federal judicial districts Therefore, we believe the resulting 
standards, concepts, and recommendations provide a reasonable basis for 
and approach to addressing judicial security issues and problems. 

Also, in analyzing the results of the questionnaires, we adopted a zero 
tolerance standard in relation to the task force criteria The task force 
recommendations were endorsed by the Attorney General, the Chief 
Justice, the federal judicial community, and the parties to the 1984 
memorandum of understanding and 1987 MOA. The significance of not 
conducting surveys and developing plans as required, in particular, lies in 
the potential exposure of judicial personnel to serious security risks that 
might be identified and addressed through implementing these 
requirements. 

Interviews and Related 
Work at Agency 
Headquarters 

At AOUSC, the Marshals Service, and GSA headquarters, we interviewed 
senior officials to discuss security policies, budget development and 
resource allocation issues, and interagency coordination procedures. We 
reviewed applicable organization, mission, and budget documents, and 
security-related reports and studies, including those that involved 
assessing the number and the nature of threats to the judicial system. 

Audit Work in Selected 
Judicial Districts 

To obtain first-hand observations about security activities, we 
judgmentally selected and visited nine judicial districts--Arizona, the 
District of Columbia, Middle Florida, Middle Tennessee, Northern West 
Virginia, Southern California, Southern Florida, Southern Georgia, and 
Western Missouri. In selecting these districts, we attempted to balance the 
desirability of covering different regions of the country with the need to 
ensure coverage of districts having relatively high levels of reported 
threats to judicial system personnel. In the nine selected districts, we 
interviewed federal judges, probation and pretrial services officers, public 
defenders, clerks of court, marshals and their deputies, court security 
officers, GSA building managers, and FPS physical security specialists. In 
addition to obtaining these officials’ perceptions about the adequacy of 
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judicial security and the effectiveness of interagency coordination, we 
toured selected judicial facilities and observed the functioning of security 
equipment and personnel. Also, we reviewed the completeness and 
currency of available security plans. 

We did our work between June 1991 and February 1994 in accordance 
with generally accepted government auditig standards. AOUSC, DOJ, and 
GSA provided written comments on a draft of this report. These comments 
are included in appendixes V, VI, and VII and are summarized and 
evaluated at the end of chapters 2,3, and 4. In addition, AOUSC provided 
suggestions for minor clarifications to a draft of this report, we made 
changes where appropriate. 
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Judicial Environment Poses Increasing 
Risks 

The potential for threatening situations and retaliatory acts against judges 
and other judicial personnel exists not only at court facilities, but also at 
off-site locations, including personal residences. There is consensus 
among security experts in the Marshals Service and GSA that the 
environment in which judges and other judicial personnel operate has 
become more risky and dangerous. GeneraIly, judges responding to our 
questionnaire believed that the security measures in place at the judicial 
facilities where they work are adequate, but their sense of security lessens 
away from these facilities. The marshals’ responses concurred with this 
perception. One limitation to fully evaluating the risk environment is that 
data on threats against judicial personnel, which are important both in an 
individual context and in the aggregate as a key means of assessing trends 
in the environment, are inconsistent. 

Judicial Risk 
Environment 

The risk environment for the judiciary is difficult to quantify with 
precision because of its uncertain and unpredictable nature. However, the 
Marshals Service and other security experts believe, and provided data to 
illustrate, that the environment has become more risky and dangerous. 

Security Experts Believe In February 1994, the Director of the Marshals Service, in requiring aII U.S. 
the Judicial Environment Marshals to take actions to increase security awareness among the 
Is More Risky judiciary, characterized the risk environment as follows: 

“The atmosphere in the justice system today has become progressively hostile, not otiy 
reflecting the changed attitudes of our society, but also the nature of litigation being 
conducted in our Federal courts. As the United States Government is called upon to 
assume a more active role in the war against drugs and violent crime, acts of violence in or 
around our court facilities have increased.” 

According to security officials in the Marshals Service, during the past 
decade the federal judicial caseload has increased significantly, both in 
number and in emotional intensity of the related issues, As a result, 
judicial personnel come into frequent contact with individuals who are 
prone to violence or who become emotionally distraught about issues 
related to their cases. 

These officials provided the following information to illustrate their 
concern that judicial personnel are being exposed to increasing levels of 
risk: 
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9 The rise in “street crime” prosecutions (bank robbery, narcotics 
trafficking, and other violent crimes) in the federal system has brought 
more dangerous individuals into the courthouses. In this regard, the 
number of ‘high threat/sensitive trials” has increased--from about 130 in 
1984 to about 230 in 1993, peaking at almost 400 in 1991. This number 
probably is understated because the Marshals Service records only those 
trials that district marshals bring to its attention in connection with 
requests for special assistance. These trials include narcotics cases 
involving multiple defendants and organized crime cases. 

l The number of multiple-defendant jury trials has increased. For example, 
from fiscal year 1989 to 1992, jury trials with four or more defendants 
increased by more than 35 percent. According to the 1982 Attorney 
General’s task force report, the greater the number of participants in a 
trial, the greater the need for security. 

l A large number of weapons (guns, knives, and other potentially dangerous 
items) have been identified and confiscated at judicial facilities by court 
security officers (cso), despite the increase in the use of metal detectors 
and screening equipment. For example, during fiscal year 1993, coos 
detected 384,335 concealed guns and knives that individuals were 
attempting to bring into federal courthouses-about a lo-percent increase 
over fiscal year 1992-and confiscated over 4,000 of these weapons. In 
addition, in fiscal year 1993, csos detected 59,085 contraband items, 
including ice picks, screwdrivers, and hacksaw blades, that could have 
been used as weapons and confiscated 560 of these items. 

. The number of prisoners the Marshals Service has to move into and out of, 
and guard at, the courts has increased almost five times, from 4,000 in 1982 
to 19,000 in 1993. This situation is attributable, in part, to the increase in 
cases involving sentencing guidelines and mandatory minimum sentencing 
requirements. Moreover, the nature of prisoners also has changed in that 
there are more “hard-core tough guys” and more multiple-defendant cases, 
making the task more difficult. In this regard, the number of 
multiple-defendant cases has grown by 70 percent from 1980 to 1992, and 
the number of such drug cases has increased by almost 30 percent from 
fiscal years 1988 to 1992. 

. The number of temporary protective details assigned because a judge is 
under serious threat increased from 30 in 1984 to just over 100 in 1993, 
peaking at 143 in 1990. 

In addition to facing potential violence at judicial facilities, over the past 
10 years judges have become increasingly at risk away from judicial 
facilities, according to Marshals Service officials. Personal information on 
judges is now more accessible and readily available to the public through 

c 
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the Freedom of Information Act and via computerization. Personal 
information also is publicly released through the judicial 
nomination/confirmation process. Also, some judges purchase vanity 
automobile license plates and/or list their home telephone numbers in 
local directories, which can make it easier to locate their residences. As 
noted in chapter 1, the three fatal attacks against federal judges all 
occurred at their personal residences. 

GSA security experts concurred with the Marshals Service’s assessment. 
They believed that the environment has become increasingly riskier and 
that judges are probably more at risk because of their positions than they 
were 5 to 10 years ago. In this regard, they stated that the existence of a 
court facility in a federal building generally increases the risk level of the 
building occupants. These officials provided the following reasons for the 
increased risks to the judiciary: 

l More gangs and other violent groups have the capability and wI.llingness to 
commit violent acts. 

. Judges are perceived by defendants as more of an adversary today than 
they were in the 1960s and 70s. 

l There are more high-risk trials today. 

Threat Environment 
Persists but Few Threats 
Likely to Be Carried Out 

One of the key indicators used by the Marshals Service to measure the 
judicial risk environment is the number of reported threats made against 
judges and other judicial personnel (i.e., threat data). According to 
Marshals Service data, the number of threats to judicial personnel has 
increased slightly since 1987. During fiscal years 1982 through 1986, the 
total number of threats against judges and other judicial personnel 
averaged 169, ranging from a low of 118 in 1983 to a high of 240 in 1985. 
Beginning in fiscal year 1987, the Marshals Service began collecting and 
classifying threats by type of judicia.I position. As shown in figure 2.1, the 
number of reported threats against judges increased dramatically in 1989 
and reached a peak in 1990. The Marshals Service attributes this increase, 
in part, to the increased awareness of threats against judicial personnel in 
the aftermath of the pipe bomb murder of Judge Robert Vance in 1989. 
Since then, however, the number of threats has decreased, resulting in a 
total number of reported threats in 1993 just slightly higher than in 1987. 

While Marshals Service offC& believe threat data are a good indicator of 
the status of the judicial risk environment, they advised caution in 
interpreting historical threat data As discussed later, for example, there 

Page 22 GAOIGGD-94-112 FederdJudleialSecurity 



Chapter 2 
Judicial Environment Poses Increasing 
RiSkS 

have been inconsistencies in the way threats were defined and reported 
over the years. Moreover, external factors can influence the number of 
threats being identified. For instance, the number of judicial personnel 
may have increased. Or, during specific periods, judges may have been 
sensitized by particularly violent and well-publicized incidents to report all 
possible threats. 

Figure 2.1: Threats Against Federal 
Judges and Other Court Officers, 
Fiscal Years 1987-l 993 
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Source: U.S. Marshals Service. 

Although the judicial system does have some inherent work-related 
dangers, available evidence shows that few threats are likely to be carried 
out. Recent investigative analyses conducted by the FBI and the Marshals 
Service’s Threat Analysis Division show that relatively few threats are 
potentially dangerous, i.e., Likely to be acted out. For example, of the total 
reported threats against federal judges in fiscal year 1992, the Marshals 
Service categorized only 15 as posing moderate to high risks. Also, only 4 
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of 63 threats investigated that year by the FBI resulted in federal 
prosecution. y 

On the other hand, recognition must be given to the fact that prospectively / 
assessing the seriousness of any given threat is a subjective, inexact 
process. At the time it occurs, any threat-no matter how insignificant it 1 
furst appears-must be taken seriously because it could result in violent 
action against judicial personnel. Even a single acted-on threat is cause for j i 
major concern. In this regard, in its written comments on a draft of this 
report DOJ emphasized that the Marshals Service takes every threat I 
seriously and tries to err on the side of caution in evaluating and I 

responding to the threat. / 

Moreover, violent acts against judicial personnel often are not preceded by 
threats. In fact, according to Marshals Service officials, none of the 
previously mentioned fatal attacks on the three judges, the deputy g 
marshal, the court security officer in Chicago, and the court security 
officer in Topeka, KS, were preceded by threats against these individuals. 

Judges More 
Concerned About 
Security Away From 
Main Judicial 
Facilities 

As discussed earlier, to ensure the integrity of the judicial system, it is y 
essential that judges, as well as other judicial personnel, feel as secure as 
possible from outside threats and harm. Thus, perceived dangers are cause 
for concern. I 

Judges and marshals believe the environment in which federal judges and 
other judicial personnel operate poses serious risks to their physical 
security. Almost 60 percent of the federal judges responding to our I 
questionnaire had received specific threats during their careers, 24 percent 
in 1991 alone. However, about 75 percent of the respondents were more 
concerned with the unknown general danger associated with being a judge 
than with specific threats against them. In this regard, 86 percent of the 

1 
. 

judges believed that they were at greater risk in their jobs than other 
citizens. The judges were about equally divided as to whether the potential 
risk was greater at or away from the court facilities. 

Most federal judges expressed satisfaction with the security provided for 1 
them at the courthouses where they mainly presided. Sixty-one percent of 
the judges believed that security measures at their primary facilities 1 
generally met what was needed; another 16 percent believed that more I I 
security was provided than was necessary. 
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However, there was more concern about security at other secondary 
facilities. Approximately 50 percent (710) of the federal judges who 
responded to our questionnaire worked at more than 1 facility. These 
judges believed that the security measures at 33 percent of these 
secondary facilities fell somewhat or greatly short of what was needed. 

Moreover, judges generally expressed greater concern about their security 
away from their work locations. While 82 percent of the judges reported 
that they felt very or somewhat secure at their main court facilities, only 
42 percent felt as secure off site. Similarly, while 8 percent felt somewhat 
or very insecure at their main facilities, 27 percent felt just as insecure off 
site. 

The following examples were provided by judges who had experienced 
off-site threats: 

l One judge was threatened with a potential bomb attack of his residence. 
Although the Marshals Service provided a protective detail, the judge 
chose to move his family out of the house temporarily as a precaution. 

l A judge was placed under protective detail after a former defendant in 
court became obsessed and began sending the judge sexually explicit 
letters. In response to the potential threat, the Marshals Service installed 
monitored alarm equipment at the judge’s residence. 

Many of the concerns expressed by judges were supported by the district 
marshals who responded to our questionnaire. Most marshals believed 
that judicial personnel were very or somewhat secure in and around the 
court facilities but much less so away from the facilities. For example, 
90 percent of the marshals believed that district and appellate court judges 
were very or somewhat secure at the court facilities, but only 12 percent 
believed that the same judges were as secure away from the facilities. 
Almost 50 percent of the marshals felt that these judges were somewhat or 
very insecure away from the court facilities. 

Extent and Diversity of 
Judicial Facilities Can 
Affect Security Risk 

One of the challenges to providing on-site security is the extent and 
diversity of judicial facilities throughout the United Sues. According to 
the resuhs of our facility questionnaire, 85 percent of the facilities were 
multitenant buildings, a.fact that creates additional difficulties in providing 
security to the judiciary. The judicial facility often occupies more than one 
floor of a building, with a mean of 2.9 floors per facility occupied. 
Fifty-three percent of the facilities contained more than one public 
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entrance. Twenty-one percent of the facilities were located in areas 
classified as high-crime areas, while 39 percent were in low-crime areas. 

Similar diversity exists in terms of the security arrangements in effect at 
the facilities. For example, 55 percent of the facilities in our survey usually 
had no security personnel assigned at the main public entrances, and 
53 percent had no security screening equipment in place at these 
entrances. Almost all of these facilities were multitenant buildings. 
Moreover, even when security screening equipment was in place, there 
were varied policies for bypassing such equipment. Federal judges, for 
example, were allowed to bypass security screening in 54 percent of the 
facilities in our survey, whereas in only 22 percent of the facilities no one 
was allowed to bypass screening. 

Off-Site Security Measures Off-site security is provided to judges temporarily, usually based on 
threat-specific needs. One of the standard off-site security measures 
provided by the Marshals Service is protective details. For example, if a 
threat of violence is deemed sufficiently serious, a deputy marshal may be 
tasked with guarding a judge’s residence. About 89 percent of the judges 
responding to our questionnaire believed that protective details were 
effective for off-site security, and most believed that details were provided 
when necessary. Twenty-three percent of the judges responding to our 
survey had received temporary protective details sometime during their 
careers, and 9 percent of those responding had declined a detail sometime 
during their careers. 

Apart from threat-specific protective details, judges indicated a number of 
general measures they thought might be useful for off-site security. When 
asked to rate the possible effectiveness of a list of off-site security 
equipment, the judges responding to our survey indicated that the 
following would be very or somewhat effective in addressing their off-site 
security needs: home alarms (91 percent), cellular phones (87 percent), 
car alarms (77 percent), remote car starters (71 percent), and 
beepers/pagers (54 percent). Most judges reported that they did not at the 
time have such equipment for protection from job-related threats; for 
example, only 32 percent of the judges indicated that they had home 
alarms, and only 2 percent had remote car starters. 

When asked who provided and paid for the equipment they currently had, 
the judges’ responses indicated some variation, depending on the type of 
equipment involved. For example, the judges themselves had paid for most 
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of the celhrlar phones (66 percent of 276), car alarms (96 percent of 172), 
and home alarms (97 percent of 423); either the court or the Marshals 
Service had paid for most of the beepers/pagers and the remote car 
starters. The issue of off-site security equipment is discussed in more 
detail in chapter 3. 

Threat Information We found that one key piece of information that the Marshals Service uses 

Needed to Make Risk 
to assess risks facing the judiciary, threat data, is incomplete. Until 
recently, the Marshals Service’s policy and procedures manual had no 

Assessments 
Incomplete 

Is clear and comprehensive deftition of what constitutes a threat. Also, all 
threats to judicial personnel are not being reported to the Marshals 
Service, even though there is a system in place for assessing the 
seriousness of threats and providing protection to judges and other 
personnel when appropriate. Until a clear, uniform deftition is widely 
understood and used, and judicial personnel consistently report the 
threats they receive, the Marshals Service will find it difficult to fully 
assess the risk environment and respond with the appropriate security 
measures. 

Threat Definitions Vary, 
and Not All Threats Are 
Reported 

To fully assess the severity of and develop a plan to deal with risks to 
judges and other judicial personnel, there must be a precise definition and 
clear understanding of what constitutes a threat to ensure that those who 
receive threats report them and that the Marshals Service has an 
opportunity to assess and appropriately respond to them. When we began 
our review in June I991, the Marshals Service’s Threat Analysis Division 
defined a threat as “the stated or implied (underscoring provided) 
intention to commit violence against a person or facility under the 
protection of the U.S. Marshals Service.” However, the court security 
manual used by district marshals at that time defined a threat as “a 
declaration of an intention or determination to (underscoring provided) 
inflict punishment, pain, or loss.” In December 1991, the Marshals Service 
proposed that the court security manual define a threat as 

%ny declaration, whether explicit or implied, of an intention to assault, resist, oppose, 
impede, intimidate, or otherwise interfere with any member of the federal judiciary, 
(underscoring provided) including their staffs and families.” 
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However, this definition was not adopted until August 1993, when the 
Marshals Service issued and distributed a revised policy and procedures 
manual.’ 

As is evident, the definition adopted in the revised manual is much broader 
than the previous definitions. The manual definition of threat 
encompasses implied as well as explicit declarations; it also encompasses 
actions other than assault that may or may not necessarily be physically 
threatening or harmful. This difference-and the absence of any clear, 
comprehensive definition in the manual before the 1993 revision-could 
have created confusion among judicial personnel and marshals as to 
which statements and actions should be reported as threats. 

Aside from the definition, we found that judicial personnel did not report 
all threats against them. For example, 353 of the 1,470 (24 percent) federal 
judges responding to our questionnaire indicated that they had received at 
least 1 threat during calendar year 1991. However, 28 percent of these 
judges indicated that they did not report all threats to the Marshals 
Service. The most prevalent reason cited by the judges for not reporting all 
threats was that they did not take the threats seriously. 

Such inaction on the part of the judges may have been attributed to a lack 
of understanding on the part of the judges as to what constitutes a threat, 
More significantly, however, according to Marshals Service officials, such 
inaction could place judges, and all judicial personnel, in potentially 
dangerous situations. This inaction could also deprive the responsible 
agencies of information that is critical to assessing and responding to the 
security needs of the judiciary. In this regard, accumulating complete 
information on the number, types, and nature of threats made against 
judicial personnel is important for performing risk assessments and 
developing security plans. However, until the Marshals Service’s definition 
of threat is widely understood and uniformly applied, and judicial 
personnel consistently report the threats they receive, data needed for 
developing comprehensive risk assessments will be incomplete. 

Conclusions Judicial system personnel face various risks inherent in their jobs. Threa& 
of physical violence, while only one factor in the risk environment facing 
judicial system officials, are nevertheless an important factor that must be 
considered, Historically, security measures have focused primarily at 

‘U.S. Marshals Service Policy and Procedures Manual, Vol. X: Judiciai and Court Security (Washington, 
D.C.: Aug. 6, 1993). 
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on-site locations. However, judges feel more at risk at secondary judicial 
facilities and even more at risk away from judicial facilities. 

The number of threats over time is an indicator that can be used to gauge 
trends in levels of risk. However, to be most useful as an indicator, threat 
data must be based on a clear, uniform definition, Threat data reported in 
recent years cannot be treated uniformly because different definitions 
have encompassed everything from implied statements to violent actions. 
Complicating this situation is the fact that judges, who received most of 
the threats, did not report all the threats they received. Incomplete 
reporting makes it more difficult for the Marshals Service to fully assess 
the risk environment and respond with the appropriate judicial security 
measures. The Marshals Service has taken positive steps by adopting and 
including a uniform definition in its policy and procedures manual. 
However, to improve the reporting of threat data and ensure that it has the 
opportunity to independently assess and appropriately respond to 
potential threats to judges and other judicial personnel, the Marshals 
Service needs to make sure that, through training and briefings, the 
definition is widely distributed among and understood by all judicial 
personnel and that they understand the process for and the importance of 
reporting threats. 

Recommendation We recommend the Attorney General direct that the Director of the U.S. 
Marshals Service, working with AOUSC and the Judicial Conference, 
encourage judges and other judicial personnel to report to the Marshals 
Service all threats by explaining the definition and the process for and 
importance of reporting threat information. 

Agency Comments In its written comments, DOJ concurred with our conclusions and 
recommendation regarding the need to reinforce the policies and 
procedures for reporting threats to the Marshals Service. DOJ noted that 
the Director and other Marshals Service officials continually emphasize 
the importance and necessity of reporting threats to the local marshals 
office. But, in keeping with our recommendation, DOJ stated that the 
Marshals Service was in the process of disseminating correspondence to 
AOUSC that is intended to clearly define judicial threats, to set forth the 
procedures for reporting them, and to emphasize the importance of 
prompt notification, even when in doubt. In a related action, according to 
DOJ, the Service also has been actively attempting to raise the judiciary’s 
general awareness of the risks associated with its profession by offering 
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judicial personnel and their families security briefings and providing them 
security handbooks. 

In its comments, AOUSC indicated that future discussions of the Judicial 
Conference Committee on Security, Space and Facilities likely will include 
the importance of judges reporting all threats that they receive as welI as 
the need for judges to carefully consider security measures recommended 
by the Marshals Service. 

The Marshals Service’s and AOUSC’S actions, if properly carried out, should 
enhance the judiciary’s awareness of the meaning of threats and the 
importance of reporting them even when in doubt. 

We believe it is important, however, that these actions be periodically 
reinforced because of the potential for turnover among judges and 
marshals. 

Page 30 GAO/GGD-94-112 Federal Judicial Security 



Chauter 3 
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Has Not Been F’ully and Consistently 
Implemented 

A comprehensive risk-based program for systematically assessing and 
addressing federal judicial security needs has not been fully and 
consistently implemented. Even though specific responsibilities and 
criteria for planning, implementing, and reviewing a comprehensive 
judicial security system have been agreed to by the Marshals Service, 
AOUSC, and GSA, they have not been consistently implemented. 

The Marshals Service may not have an adequate basis for evaluating 
district requests for security resources because its national database of 
current judicial security requirements and resources may not be accurate 
and complete. Moreover, there is no assurance that requests for district 
security resources have been adequately justified and that budget requests 
for security resources from the Marshals Service to the Judicial 
Conference and DOJ reflect the actual needs of the districts. Therefore, the 
essential security needs of some districts may not be met, while other 
districts may have excessive security measures in place. 

Although a significant number of judges feel less secure away from than at 
court facilities, off-site security needs have not been systematically 
assessed as part of the comprehensive program. Moreover, uncertainty 
exists as to how permanent off-site security measures, to the extent 
justified, should be funded. 

The Task Force’s 
Vision of a 
Comprehensive 
Judicial Security 
System 

In 1982, the Attorney General’s Task Force on Court Security specitied the 
Marshals Service’s responsibilities and the criteria for the Marshals 
Service’s use in developing and implementing a comprehensive system of 
security at judicial facilities. The task force recommended that the 
Marshals Service develop a comprehensive security program based on the 
principle of risk management. As envisioned by the task force, the risk 
management approach would involve anticipating, recognizing, and 
appraising security risks and then initiating appropriate actions to remove 
or reduce those risks. Inherent in the risk management principle is the 
assumption that various levels of anticipated risks and actual threat 
environments can be measured and defined and that resources can be 
justified and allocated on the basis of the projected or actual security 
needs. 

Although the task force made 12 specific court security policy 
recommendations, the primary ones involved the need for the Marshals 
Service to (1) establish security committees, conduct security surveys, and 
develop security plans for each of the 94 judicial districts; and (2) establish 
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and maintain a national database of resources and information needed to 
manage an effective court security program. 

Security Committees The task force envisioned that each district’s security committee would 
consist of the key persons in the district responsible for judicial security, 
including the U. S. Marshal, the chief district judge, the U.S. attorney, the 
court clerk, and a representative of the principal provider of building 
security (usually GSA). Subsequently, in 1989 and 1990 the Judicial 
Conference expanded membership on the district security committees to 
include representatives of the appellate and bankruptcy courts, and a 
magistrate, respectively. Specifically, the task force intended that each 
committee would (1) coordinate the planning, implementation, and 
continuous review of each judicial facility’s security system within the 
district; (2) define specific goals and objectives of the district’s overall 
judicial security system; (3) schedule the preparation and updating of 
security surveys and plans for each facility within the district; and 
(4) assign each facility a priority for implementing security measures 
identified in its security survey and plan. The task force report envisioned 
that the committee would “be institutionalized as an integral component” 
of the district’s security system. 

Security Surveys In addition to establishing security committees, the task force 
recommended that each district conduct a comprehensive security survey 
of all federal judicial facilities, The task force expected the Marshals 
Service to develop a single court security survey form for use in all federal 
judicial districts. District marshals were to have primary responsibility for 
these surveys, which would collect information on building design and 
characteristics, the number and composition of building occupants, and 
the nature and extent of the judicial workloads. The surveys also were to 
be used to compile inventories of security resources and security resource 
requirements as well as to identify vulnerable areas of buildings and 
alternative security measures needed. Survey results were to incorporate 
building floor plans, photographs, and other supporting documents, such 
as contracts for security services and building maintenance. 

Security Plans The task force recommended that on the basis of the survey results each 
district marshal develop a written security plan for each federal judicial 
facility in the district. Each security plan was to include instructions and 
procedures for meeting court security needs during various levels of 
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anticipated risks and actual threat environments. Finally, each plan was to 
specify which federal judicial personnel would be eligible for personal 
security services provided by the Marshals Service. 

National Database The task force also recommended that the Marshals Service establish and 
maintain a national database of all information needed to manage the 
court security program. The database was to be developed from 
completed security surveys and established security plans for all federal 
judicial facilities. Also, the database was to include information on the 
number of threats on members of the federal judiciary and U.S. attorneys 
and their assistants, the number of courtroom disturbances, and the 
resources used to provide necessary court security. District marshals are 
to forward copies of updated security surveys and plans to the Marshals 
Service’s Court Security Division for inclusion in the national database. 
The Court Security Division is to analyze the database, assess resource 
requirements, and identify any resource allocation needs. As a result, the 
task force envisioned that the database would become “a critical element 
in budget justifications” for the court security program, thus allowing the 
Marshals Service to better ensure the efficient and effective use of judicial 
security resources. 

Task Force Principles In March 1982, as a first step in implementing the recommendations of the 

Adopted by Security 
Providers 

task force, the Attorney General designated the Marshals Service the 
primary provider of security services to federal judicial personnel, In 
support of this designation, GSA gave the Marshals Service procurement 
authority for contracting guard services and security systems. To develop 
appropriate judicial security systems within districts, the Marshals Service 
directed district marshals to establish district court security committees 
and prepare security surveys and plans for all federal judicial facilities. 

Officials at Marshals Service headquarters told us that (1) the Marshals 
Service endorsed the task force’s recommendations in 1984, (2) the 
concepts presented in the task force report were still valid, and (3) the 
Marshals Service had incorporated key risk management principles into its 
guidance. 

In January 1984, the Marshals Service and AOUSC entered into a 
memorandum of understanding, which established guidelines for 
implementing the task force’s recommendations. In April 1987, as a further 
step toward implementing a comprehensive security program AOUSC, the 
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Marshals Service, and GSA entered into an MOA designed to (1) better 
incorporate the recommendations of the Attorney General’s 1982 task 
force report and (2) reduce the coordination problems that existed among 
the agencies responsible for providing judicial security. The MOA, which 
supplemented the earlier memorandum of understanding, identified the 
following specific agency responsibilities: 

. AOUSC is responsible for (1) communicating the policies and decisions of 
the Judicial Conference, (2) providing appropriated funds to the Marshals 
Service for implemention of judicial security programs, (3) monitoring 
the effectiveness of security programs and use of appropriated funds, and 
(4) reviewing plans for physical security. 

l The Marshals Service is responsible for (1) developing a nationwide 
security program, (2) conducting security surveys of all judicial facilities, 
(3) establishing a court security committee in each district, (4) contracting 
for installation and maintenance of judicial security systems and hiring of 
court security officers, and (5) providing entry security for buildings 
occupied by judicial personnel if requested to do so by GSA. 

l GSA is responsible for (1) providing perimeter protection and entry control 
at federally occupied buildings; (2) purchasing, installing, monitoring, and 
maintaining entry control security systems; (3) participating in court 
security surveys; and (4) providing Federal Protective Service Officers to 
respond to emergency situations. 

Task Force 
Recommendations 
Not Fully and 
Consistently 
Implemented 

Despite specific criteria and recommended actions provided 12 years ago 
by the Attorney General’s task force report, the basic elements necessary 
for a comprehensive program addressing judicial security were not fully 
and consistently in place in all the federal judicial districts. We found that 
specific procedures on establishing security committees and preparing 
security surveys and plans have not been incorporated into the Marshals 
Service’s official guidance to districts.’ Without specific procedures, 
district marshals were not always aware of their security responsibilities 
and had not consistently applied risk management principles in providing 
security measures. As a result, insufficient security measures may be in 
place in some districts, while unneeded or excessive security measures 
may exist in others. 

lU.S.M~halsService Policy and ProceduresManual,Vol. X. 

Page 34 GAO/GGD-94-112 Federal Judicial Security 



Chapter 3 
A Comprehensive Judicial Security Program 
Has Not Been Fully and Consistently 
Implemented 

Many Security Committees In response to the task force’s recommendations, the Marshals Service 
Lacked Key Participants directed district marshals to establish security committees by August 1982. 

and Met Infrequently In response to our questionnaire, 92 of 94 marshals said they had 
established security committees in their districts. However, five chief 
district judges who responded to our judges’ questionnaire stated that 
their districts did not have a security committee, even though four of these 
judges came from districts in which, according to the marshals’ responses, 
the chief judge was a committee member. Moreover, as a further 
indication of the general lack of awareness of security committees and 
their important role and purpose, about one-third of all judges responding 
to our questionnaire were uncertain if a committee had been established in 
their districts. 

Even in districts with a committee, there were indications that the 
committees were not always involved in the district’s judicial security 
program. In this regard, while the task force report indicated that the 
committees should be institutionalized as an integral part of the districts’ 
security systems, many committees did not include all key participants 
recommended by the task force and/or met infrequently. 

The committees were not always representative of the district’s judicial 
personnel and security providers. Over half of the marshals reported that 
their respective district committees did not include all the key participants 
recommended by the task force. Specifically, 54 district committees did 
not include a GSA security representative, 10 did not include the district’s 
chief district judge, 10 did not include U.S. attorney staff, and 2 did not 
include the district’s clerk of court. Moreover, with regard to the Judicial 
Conference’s membership expansion requirements, 37 committees did not 
include a magistrate, 28 did not include a bankruptcy court representative, 
and 59 did not include an appellate court representative. 

While both the task force and the Marshals Service stressed the 
importance of the district security committees in determining security 
needs and budget resources, they did not prescribe how often committees 
should meet. We found that the frequency varied. In response to our 
questionnaire, 30 marshals, almost one-third, reported that their district 
committees met once a year or less. About 66 percent reported that their 
committees met more than once a year. One marshal did not know how 
often the committee in his district met. 

We believe that active district security committees composed of all 
representatives called for by the 1982 task force can play a key role in 

Page 36 GAO/GGD-94-112 Federal Judicial Security 



Chapter 3 
A Comprehensive Judicial Security Program 
Has Not Been Fully and Consistently 
Implemented 

developing comprehensive security surveys and plans, Conversely, the 
lack of such committees can detract from coordinated action on security 
matters. In one district we visited, we observed the following examples 
that illustrate the benefits of a fully integrated district security committee: 

l The district security committee met at least twice a year and included all 
the appropriate participants plus representatives of the district’s other 
judicial offices, such as probation, pretrial services, and public defenders. 

l When district judicial personnel expressed concern that visitors to the 
multitenant building were screened only when they entered a judicial area, 
the district marshal offered to move the Marshals Service screening 
equipment from the court floors to the front entrance of the building. GSA 
obtained approval from all the tenant agencies, and court security officers 
began screening all visitors entering the building. This change in 
procedure resulted in increased security for all tenants. 

l Judges involved in a number of high-risk trials had expressed concerns 
about the unsecured parking area behind the courthouse. Through the 
security committee, officials from the Marshals Service and GSA evaluated 
the security risks, and, following discussions with city officials about the 
concerns, obtained city funding to build a protective wall around the 
parking area, which improved perimeter protection for the judges and 
other judicial personnel. 

It is likely that similar problems exist in other districts-problems that 
active and effective security committees could resolve. According to our 
questionnaire results, one problem may involve differences of opinion 
regarding security needs because judges have significant latitude to decide 
how their courts will operate and, on occasion, issue court orders to 
modify security measures. When asked whether any federal judges in their 
districts had ever taken particular actions contrary to security guidance 
and decisions, 40 district marshals reported that judges had prevented the 
implementation of security measures or had them discontinued, 22 
reported that judges had issued court orders to override security 
decisions, 40 reported that judges had not followed established security 
policies and procedures, and 54 reported that judges had decided not to 
use security equipment. Also, eight marshals reported that judges had 
security measures implemented against the Marshals Service’s 
recommendations. 

In addition, during our visits to judicial districts, judges and marshals told 
us about instances of individual judges declining certain courthouse 
security measures. For example, a judge in one district ordered that an 
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entryway metal detector be disabled because it was too intimidating for 
elderly citizens entering the building. Judges in another district refused to 
allow the installation of cameras to monitor courtroom activities because, 
where these were installed in other cities, defense attorneys used copies of 
the videotapes to impeach witness credibility by analyzing the witnesses’ 
testimony using voice stress analysis. We also were told of one district 
where the chief judge required what marshals considered to be excessive 
security measures, such as ordering deputy marshals to be present during 
certain low-risk court proceedings, which the district marshal did not 
believe was necessary or justified. It should be noted, however, that 28 
U.S.C. §566 gives the courts discretion to require marshals to attend any 
court session. 

It is axiomatic that judges want to be and should be involved in 
determining the security measures that affect them. However, the district 
security committees, as envisioned by the task force, were to serve as a 
more appropriate vehicle for resolving security-related issues that 
ultimately could affect other judicial personnel and the public. We believe 
the intent of the task force’s recommendation was that active and 
representative district security committees, working as a team, be 
established to develop security measures that meet the needs of all parties 
and ensure efficient allocation of resources within the districts. 

Security Surveys Not 
Performed and Plans Not 
Developed Consistently 

The 94 marshals’ responses to our district questionnaire revealed that 
security surveys had not been performed and security plans have not been 
developed in all judicial districts. Fourteen of the district marshals 
responding to our questionnaire reported they did not regularly conduct 
security surveys of all judicial facilities in their districts. In addition, 
although the task force specified that security specialists from the 
Marshals Service and GSA, as a team, perform security surveys of district 
judicial facilities, our survey results indicated that they generally had not 
done so. Seventy-three marshals reported that GSA security representatives 
had not regularly participated in the marshals’ security surveys. 
Forty-eight marshals reported they were not aware that GSA also 
performed security surveys of buildings housing judicial facilities. 

We also found problems with district security plans. Twenty-nine of the 94 
marshals responding to ‘our questionnaire reported having written security 
plans that did not include all judicial facilities in their respective districts. 
This number included two marshals who reported having no written 

- security plans for any facilities within their districts. 
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Responses to our questionnaire indicated that at least 5 of the 94 marshals 
were apparently unaware of all the judicial facilities in their districts. On 
the basis of the responses of these 5 marshals, we determined that they 
were unaware of the existence of 21 of the total 73 facilities located in 
their districts. The 21 facilities, all of which should be under the protection 
of the Marshals Service, housed bankruptcy, probation, pretrial services, 
public defender, and circuit and senior judges’ offices. Consequently, any 
surveys conducted and plans developed in these districts likely did not 
consider the security needs of all applicable facilities. 

As defined by the task force (and other related documents), the phrase 
“federal judicial facility” broadly referred to any facility housing judicial 
personnel, including all federal courtrooms and judges’ chambers; the 
offices of the court clerks, executives, and reporters; and the offices of 
probation personnel and public defenders. Some marshals, however, 
interpreted the phrase as referring only to courthouses. This 
misinterpretation might explain why some facilities were overlooked, 
since the latter interpretation would have excluded probation, pretrial 
services, and public defender offices from district security surveys and 
plans because these offices might have been located apart from main 
courthouses and/or did not house judges. 

Also, the marshals’ responses to the facilities questionnaire showed that 
security plans for many judicial facilities did not document specific 
procedures for responding to emergencies and other disturbances. For 
example, the plans often did not identify the personnel to be notified and 
their assignments and did not estimate the response times. Emergency 
response plans dealing with regular business hours often did not cover the 
main building entrance (38 percent), the parking area (53 percent), 
courtrooms (36 percent), and judges’ chambers (34 percent). Even more 
facilities did not have emergency response plans developed for security 
problems arising after regular business hours. 

Although the Marshals Service developed formats for security surveys and 
security plans in 1982 that generaRy met the task force’s criteria, these 
formats were not incorporated into the Marshals Service’s policies and 
procedures. Without uniformity, it is difficult for the Marshals Service to 
use the surveys and plans to make accurate decisions on how to allocate 
security resources nationwide. In October 1993, the Court Security 
Division Chief informed us that the Marshals Service planned to begin 
supplementing its manual with separate pamphlets containing detailed 
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instructions, forms, and formats for the preparation of security surveys 
and plans 

Incomplete Security 
Database Could Affect 
Resource and Budget 
Decisions 

The task force recommended that the Marshals Service establish and 
maintain a national database of all information needed to manage the 
court security program. The database was to include information on the 
number of threats against members of the federal judiciary and other 
officials, the number of courtroom disturbances, and the types of 
resources used to provide necessary court security. The task force report 
described the database as ya critical element in budget justication” that 
the Marshals Service would analyze to assess documented resource 
requirements and to identify any current and future resource allocation 
needs. 

Because all district marshals had not conducted comprehensive security 
surveys or prepared security plans, the national database on judicial 
security is incomplete. We believe this situation may account for some of 
the equipment discrepancies we observed during our site visits. For 
example, a courthouse in a low-crime area of one district we visited had 
equipment capable of detecting plastic explosives. On the other hand, a 
courthouse in a high-crime area of another district had equipment 
incapable of detecting plastic explosives. In another district, the Senior 
Deputy Marshal told us that $30,000 worth of security screening equipment 
was allocated to a bankruptcy court. However, the equipment was not 
being used because no personnel were available to operate it. 

In addition, the district marshals’ responses to our questionnaire indicated 
that budget requests for judicial security resources are not always based 
on systematic assessments of risk documented in district security surveys 
and plans. Ten marshals reported that their budget requests were made to 
some, little, or no extent based on needs identified by security surveys. 
Moreover, 16 marshals reported that their budget requests were made to 
some, little, or no extent in response to requests of the district court 
security committee. As a result, some security needs may not be met in 
some districts, while other districts may be employing more security 
measures than needed. We reviewed budget requests for court security in 
the districts we visited and did not always find a clear link between the 
budget request and the security plan. The following are examples of the 
problem: 
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l One district had 16 court security officers and asked for 1 more in a 1991 
budget request. However, the district’s security plan indicated a need for a 
total of only four court security officers. 

. The Marshals Service’s 1992 budget submission referred to providing a 
bullet-proof shielded courtroom in one location due to sensitive drug trials 
in 1989 and 1990. However, according to Marshals Service security 
officials, the bullet-proof shielding already had been installed 6 years 
earlier. 

GSA and Marshals Service Despite the 1987 MOA, some coordination problems between the security 
Security Activities Not providers-the Marshals Service and GSA-continue to exist. Almost 
Integrated and 25 percent of district marshals responding to our questionnaire said they 

Coordinated were generally or very dissatisfied with coordination with GSA on security 
matters. As noted previously, about 80 percent of the district marshals 
indicated that GSA security representatives did not participate in district 
security surveys. In addition, 59 percent of district marshals stated that GSA 
did not have a security representative on district court security 
committees. 

Nine of the 10 GSA Federal Protective Service (FPS) regional directors we 
spoke with indicated that agency security representatives in their regions 
never or seldom were given the opportunity to participate in Marshals 
Service court security surveys. Some of the regional directors speculated 
that this omission was due to the fact that the marshals believed they, not 
GSA, were primarily responsible for such surveys and, thus, saw little 
benefit in having GSA participate. 

Although not required to do so by the 1987 MOA, GSA also conducts its own 
physical security surveys at facilities-including judicial facilities-for 
which it has responsibility. Five of the 10 FPS directors told us the Marshals 
Service sometimes participated in these surveys. One director stated that 
in his region the district marshals never participated in these surveys, but 
the director also acknowledged that marshals were not always asked to 
participate. Marshals Service officials concurred with this assessment. 
They indicated that district marshals sometimes find out about GSA surveys 
by accident and thus do not have an opportunity to participate. 

GSA is not always represented on district security committees. All 10 FPS 
directors told us that agency representatives had attended security 
committee meetings at least sometimes; only 3 of the 10 stated that they 
always attended security committee meetings. One director stated that he 
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did not know when committee meetings took place because GSA was not 
invited. Another director told us that judges in some districts specifically 
ordered that FPS not participate in the districts’ security committee 
meetings. 

GSA security officials said they had no policies or procedures, other than 
the MOA, prescribing attendance requirements for the district court security 
committee meetings. They said they periodically send a memo to GSA'S 
regions reminding them of the MOA and generally discussing its 
requirements An FPS central office official stated that GSA had no policy 
beyond the MOA for attending security committee meetings or for 
coordinating GSA'S representation among various agency field offices. GSA 
headquarters officials and 9 of 10 FPS directors surveyed indicated that 
agency participation in local committee meetings was important in that 
such meetings provided the opportunity to interact and exchange 
information on security needs, concerns, and plans. 

The most serious coordination problem between the Marshals Service and 
GSA relates to responsibility for building entrance and perimeter security. 
According to our facilities survey responses, 85 percent of judicial 
facilities were located in multitenant buildings. F’ifty-three percent of 
judicial facilities had more than one public entrance. Fifty-five percent had 
no security personnel regularly assigned at the main public entrance, and 
53 percent had no security equipment in place at this entrance. 

About 73 percent of judicial facilities were in GSA-owned or -leased 
buildings. However, Marshals Service officials told us that GSA does not 
always fulfill its entrance and perimeter security responsibilities and that, 
at some locations, the Marshals Service is performing some of the duties 
that should be GSA'S responsibility as outlined in the 1987 MOA. For 
example, these officials told us that court security officers often provide 
perimeter security as well as in-house security at some court-only and 
even multitenant facilities when GSA does not provide such security. 
Marshals Service officials also told us that they have provided parking 
security that they believe is ~~~‘sresponsibility. 

GSA, on the other hand, believes it has fulfilled its responsibilities for 
entrance control and perimeter security under the 1987 MOA. In 
commenting on a draft of-this report, GSA stated that it disagreed with any 
implication that the Marshals Service has to perform certain security 
functions because GSA is not fulfilling its responsibilities under the 1987 
MOA. In this regard, GSA commented that where it has not identified a 
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building-related need for special entrance security, the MOA specifically 
provides for the Service to move court-related security activities to a 
building’s entrance or perimeter. 

We do not believe we imply that GSA is not fulfilling its responsibilities 
under the MOA. Our point is that there are currently differences of opinion 
between GSA and the Marshals Service regarding the provision of building 
entry or perimeter security, particularly in relation to multitenant facilities, 
that need to be resolved. 

For example, during our exit conference with GSA security officials, they 
acknowledged that multitenant buildings pose the biggest challenge 
concerning the provision of entrance and perimeter security. They 
attributed this to the fact that while GSA needs to ensure that the court 
facilities in such buildings are adequately secured, it also has an obligation 
to the other tenants and the pubhc to keep the building open and 
accessible. Thus, they said that since the Marshals Service usually secures 
access to the floors on which court facilities are housed, GSA and other 
building tenants prefer when feasible to keep general access to buildings 
open. GSA security officials said that, on the basis of criteria under its 
physical security program for federally occupied buildings, GSA security 
specialists do a security survey for every building under GSA’S 
responsibility, decide on a case-by-case basis whether and to what extent 
security is required, and provide the appropriate level and type of security. 
The security officials said that in some instances, such as in the case of the 
high profile Branch Davidians trial in San Antonio, TX, GSA will provide for 
tight security and screening at the main entrance of multitenant buildings. 

On the other hand, during our exit conference with Marshals Service 
security officials, they expressed the belief that it was generally more 
economical, efficient, and effective to have security control at the main 
entrance to a building rather than on the one or more floors that house the 
court facilities. They also generally believed that such entrance control 
should be standard. As an illustration to support the need for main 
entrance security, Marshals Service officials pointed to the recent attack 
on the court facility housed in a multitenant federal building in Topeka, 
KS. The officials said that prior to the incident, which resulted in the death 
of a court security officer, the district marshal had recommended to GSA 
that the security screening post on the floor housing the court facilities be 
moved to the main entrance of the building and that the other 25 entrances 
to the building be closed. The officials said that since the incident, GSA has 
agreed to let the Marshals Service put security screening equipment and 
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guards at two main entrances, and GSA has either closed or restricted 
access to the other entrances. 

In addition to the coordination problems between the Marshals Service 
and GSA regarding district court security committees and the conduct of 
surveys, as well as apparent misunderstandings and differences of opinion 
regarding how best to provide entrance control and perimeter security, 
security officials from both agencies said they did not meet on a regularly 
scheduled basis at the headquarters level to discuss progress and 
problems under the 1987 MOA. GSA officials thought such meetings at the 
national and regional levels would help improve communication and 
coordination. 

In this regard, the Judicial Conference’s Committee on Security, Space and 
Facilities (formerly the Committee on Court and Judicial Security) meets 
semiannually to discuss the status of the judicial security program and 
related problems and issues. According to AOUSC officials, while AOUSC and 
Marshals Service security officials have been regular participants in those 
meetings, GSA security officials have not. GSA officials told us that they had 
not been invited to the meetings, especially the last couple of years. AOUSC 
and Marshals Service officials acknowledged that GSA had not been invited 
to the last few meetings because they had stopped coming when they were 
invited. We believe such misunderstandings can hinder the communication 
and coordination needed to ensure the efficient and effective provision of 
judicial security. 

In their written comments on a draft of this report, both DOJ and AOUSC 
noted that in recognition of the need for better communication and 
coordination between the executive and judicial branch agencies, the 
Attorney General and judiciary jointly established the Security and 
Facilities Working Group. The interagency/branch group, which is chaired 
by the Deputy Attorney General, includes senior officials of AOUSC, the 
Marshals Service, GSA, and the Bureau of Prisons, as weIl as the Chairmen 
of the Judicial Conference’s Committee on Security, Space and Facilities 
and the Security Subcommittee. The primary mission of the group is to 
identify, analyze, and provide recommendations for resolution of issues 
related to the security of judicial officers and court facilities. The group, 
which was formed in September 1993, held its first meeting in 
February 1994. The group has since established a security subcommittee, 
which includes representatives from the Marshals SenTice, AOUSC, and GSA. 

The subcommittee was expected to meet more frequently than the full 
group. The subcommittee recently held its first meeting to develop an 
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agenda for decisions and actions by the group. According to AOUSC, some 
of the issues the group plans to address include security budget 
coordination and off-site security for judicial officers. 

Judicial Branch Not 
Actively Involved in 
Monitoring Security 
Matters 

The 1987 MOA provided that AOUSC would monitor the effectiveness of the 
Marshals Service’s court security program, including its use of judicial 
branch appropriations. However, with only a three-person headquarters 
staff and no field structure, AOUSC court security officials told us they did 
not have sufficient resources to effectively monitor judicial security 
matters. Moreover, they had not established procedures and a process for 
carrying out their oversight role under the MOA. Indeed, the Marshals 
Service, rather than AOUSC, essentially develops and implements the 
judicial branch court security budget. But, according to AOUSC court 
security officials, other than reviewing the budget each year, they have not 
been able to verify the extent of district court security committee 
involvement in preparing the budgets or the Marshals Service’s use of 
appropriated judicial funds. Active oversight by Aousc-for example, 
obtaining and analyzing Marshals Service progress reports on 
implementation of security activities and conducting periodic surveys-is 
important if the judiciary is to ensure full, efficient, and effective 
implementation of a comprehensive judicial security program by the 
Marshals Service. Such oversight seems especially important given the 
fragmented nature of the administrative structure for judicial security, the 
growing cost-almost $100 million in judicial branch funds alone 
projected for fiscal year 1995~and the prospect of tighter budgets in the 
future. Such oversight might have identified some of the inconsistencies 
and problems discussed earlier in this chapter. 

Recent studies by the National Academy of Public Admitistration and 
AOUSC’S Financial Analysis Office concluded that AOUSC was not adequately 
monitoring the effectiveness of the judicial security program and that the 
judiciary needed to become more involved in managing and monitoring 
the use of its security resources. Also, in its report on the judiciary’s and 
other agencies’ appropriations for fiscal year 1994, the House Committee 
on Appropriations strongly urged the judicial branch to review its budget 
principles and procedures and bring them more in line with those of the 
legislative and executive branches. In response to these efforts and our 
review, AOUSC indicated in its written comments on a draft of this report 
that it recently sought and received approval from the Judicial Conference 
and Congress to hire three additional professional staff to enhance AOUSC’S 
ability to oversee and monitor the judicial security program. AOUSC also 
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indicated in its comments that it soon expected to hire as one of the three 
positions a security/law enforcement expert to head the court security 
office. 

Similarly, the Judicial Conference, through its Committee on Security, 
Space and Facilities, can play a key role in systematically developing and 
overseeing implementation of a comprehensive judicial security program. 
The Conference has begun to do so through its Committee’s current 
efforts, begun in spring 1993, to develop a long-range planning proposal for 
judicial security. However, the Conference’s role could also include 
formulating, both directly and through consultation with AOUSC and the 
Marshals Service, needed policies relative to establishing basic security 
priorities for budget purposes, the reporting of threats, and the provision 
of off-site security equipment for general use not associated with specific 
threats. 

The Judicial Conference might also play a more active role in achieving 
consistent understandings and approaches to security matters on the part 
of judges. As previously discussed, 40 marshals reported to us that judges 
in their districts had prevented the implementation of security measures, 
and 22 marshals reported that judges issued court orders overriding 
security decisions. Regarding these situations, the Conference could issue 
guidance to federal judges on the importance of security matters and on 
ways in which security issues could most effectively be resolved, such as 
through the district security committees. 

A More 
Comprehensive 
Security Program 
Should Include 
Risk-Based Off-Site 
Security Assessments 

--- 
The 1982 Attorney General’s task force recommendations addressed 
security only at judicial facilities, and that is historically where most 
security measures have been focused. As discussed previously, however, 
events since the task force’s recommendations, and the perceptions of 
judges and marshals, have highlighted the need for an assessment of the 
general security risks to which judges and other judicial personnel may be 
exposed away from the workplace and the security measures, if any, 
needed to deal with those risks; 

As noted in chapter 2, off-site security currently is provided to judges 
temporarily, usually as part of protective details in response to specific 
threats. While judges were generally satisfied with this temporary 
protection, the response to our questionnaires and other information 
indicate that, beyond specific threats, marshals and judges believed that 
judges were as much at risk away from as at court facilities. Also, both 
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marshals and judges believed that judges generally were less secure off 
site than on site. The judges also believed that certain security 
equipment-such as home alarms and cellular phones-would be effective 
in providing a more permanent measure of off-site security. However, 
there currently is no provision for systematically assessing and addressing 
general off-site security risks and needs as part of security surveys and 
plans-the foundation of the comprehensive security program. In our 
view, decisions about the type and extent of off-site security measures 
should be based on the risk-management concept, as on-site security 
measures are supposed to be. 

While application of risk-management concepts may call for different 
off-site security measures between or even within individual judicial 
districts, some nationwide guidance may be appropriate to establish the 
general parameters of off-site security. Some basic policy issues that could 
be addressed nationally include what factors should govern the provision 
of off-site security equipment, to what extent should the government pay 
for such equipment, and what agency should be responsible for funding? 
For example, Comptroller General decisions on the use of general 
operating appropriations for government-furnished security measures that 
constitute permanent improvements to private property require that 
(1) the measures be incidental and essential to the purpose of the 
appropriation, (2) the cost be reasonable, (3) the improvements be for the 
primary benefit of the government, and (4) the government’s property 
interest in the improvements be protected. 

To the extent that the government decides to provide off-site security 
equipment for general use not associated with a specific threat, a key issue 
would be whether such equipment should be funded from Marshals 
Service or judicial branch appropriations. Currently, neither AOUSC’S nor 
the Marshals Service’s budget includes funding for off-site security 
equipment for such general use. In March 1991, the Attorney General 
stated that the judicial branch’s budget should fund off-site security 
equipment for general use not associated with a specific threat just as its 
budget now funds on-site security equipment. At that time, the judiciary 
believed that the Marshals Service budget should fund off-site security 
equipment for general use because that budget already provided officers 
and equipment for temporary off-site details. However, in responding to 
our questionnaire, 73 percent of the judges believed the judicial branch 
should fund off-site security equipment, while only 19 percent believed the 
executive branch should. The remaining 8 percent believed that the judges 
themselves should pay for off-site security equipment, 
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Conclusions A comprehensive program for identifying and addressing security risks, 
consistent with the recommendations of the 1982 attorney general’s task 
force, has not been fully implemented in all of the nation’s judicial 
districts. For example: 

l Fully representative security committees have been put in place in only 
less than half of the judicial districts. 

l The Marshals Service has not developed and distributed specific 
procedures and uniform formats for preparing security surveys and plans. 

l District marshals have not collected all of the information necessary to 
identify and address judicial security risks. 

. GSA and the Marshals Service have not adequately coordinated their 
security responsibilities as described in the 1987 MOA. 

. AOUSC and the Judicial Conference have not systematically overseen and 
monitored the judicial security program and the use of appropriated funds. 

The district security committees are crucial to ensuring that an efficient 
and effective comprehensive judicial security program is working in each 
district. However, there is currently no assurance that all committees are 
playing an integral role in their districts’ security programs, as envisioned 
by the 1982 task force. Therefore, in addition to reiterating the 
requirement for and importance of such committees, the Marshals Service 
also needs a monitoring mechanism to ensure that each direct committee 
is playing an integral role in determining and prioritizing on- and off&e 
security needs; developing and reviewing security budgets; and monitoring 
and coordinating the planning, implementation, and review of district 
security activities. 

Unless security surveys and plans are complete and current for each 
district, the Marshals Service cannot maintain a current national database 
of security resources and needs, and neither the Marshals Service 
headquarters nor the district marshals can adequately plan and budget for 
security resource requirements. As a result, there is no assurance that 
security resources are being efficiently managed or effectively used to 
address the most crucial security needs. 

In addition, off-site security risks have not been systematically assessed, 
and should be, in order for the judicial security program to be truly 
comprehensive. Also, to the extent that general off-site security measures 
are deemed necessary based on systematic assessments, the funding issue 
would need to be resolved. We believe it would be preferable that any 
general use off-site security equipment determined to be necessary and 
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appropriate be funded by the judicial branch budget, which is now the 
funding source for on-site equipment. This would give the judiciary a more 
direct role in and control over decisions relating to such equipment. 
Moreover, it might afford the judiciary greater flexibility in allocating 
resources and making budget trade-offs between on-site and off-site 
security equipment needs. 

Despite the growing judicial budget for security and AOUSC’S responsibility 
under the 1987 MOA, AOUSC has not systematically monitored the 
effectiveness of the judicial security program as administered by the 
Marshals Service and GSA, or the Marshals Service’s use of judicial branch 
appropriated funds. Recent Judicial Conference and congressional 
approval of additional staff to enhance AOUSC’S oversight and monitoring 
capabilities should help. But now the Judicial Conference needs to 
continuously ensure that AOUSC takes appropriate action to actively and 
systematically monitor the effectiveness of the judicial security program. 
To ensure that this is done, the Judicial Conference needs to require AOUSC 
to annually report to it on the results of its program oversight activities. 
This mechanism should enhance the Judicial Conference’s ability to 
effectively oversee the security program and budget and provide policy 
direction in the security area. 

In this regard, the Judicial Conference, through its Committee on Security, 
Space and Facilities, needs to develop related policy guidance in 
conjunction with its development of a long-range plan for judicial security. 
This guidance should address such matters as (1) emphasizing to the 
federal judiciary the importance of reporting all threats, resolving security 
concerns and issues through the district security committees, and 
otherwise cooperating with the Marshals Service and other agencies in 
efforts to provide appropriate security; and (2) establishing general 
parameters for the provision of off-site security equipment for other than 
temporary protective details, including the extent to which the 
government should fund such equipment and what the source of funding 
should be. 

Recommendations To ensure that the comprehensive security program is fully and 
consistently implemented in each of the nation’s judicial districts, we 
recommend that the Attorney General have the Director of the MarshaIs 
Service take the following actions: 
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. Update the Court Security Division’s operating manual to include 
(1) procedures for establishing and operating district security committees 
and preparing and updating security surveys and plans and 
(2) requirements for uniform, comprehensive formats for security surveys 
and plans. 

. In consultation with AOUSC and the Judicial Conference, reiterate to district 
marshals the 1982 task force recommendations and expectations that 
security committees be established in every district and that they include 
all parties specified by the task force and the Judicial Conference, and 
establish a monitoring mechanism to ensure that these committees play an 
integral role in district security activities. 

+ In consultation with AOUSC and the Judicial Conference, incorporate 
consideration of off-site security needs into district security surveys and 
plans, using risk-management principles to identify, evaluate, and 
prioritize such needs, 

We also recommend that the Attorney General and the Administrator of 
GSA, in consultation with AOUSC and the Judicial Conference, resolve the 
differences between the Marshals Service and GSA regarding building 
entrance and perimeter security needs and responsibilities, revising as 
necessary the 1987 MOA. 

To enhance judicial branch input into judicial security matters, we 
recommend that the judiciary take the following actions: 

l The Director, AOUSC, should take whatever measures are necessary to 
enable AOUSC to systematically monitor and oversee the effectiveness of 
the comprehensive judicial security program and the use of appropriated 
funds as envisioned by the 1982 task force and required by the 1987 MOA. 

l The Director, AOUSC, in consultation with the Marshals Service and GSA, 

should report annually to the Judicial Conference on the results of AOUSC'S 
monitoring and oversight activities and its recommendations for resolving 
any problems. 

. The Committee on Security, Space and Facilities should develop 
additional policy guidance on judicial security matters for consideration 
by the Judicial Conference, including the reporting of threats, the role of 
district security committees, cooperation with the Marshals Service and 
GSA, and the provision and funding of general off-site security equipment. 

To improve coordination and cooperation among the parties to the MOA, 
we recommend that the Attorney General, the Director of AOUSC, and the 

Page 49 GAOiGGD-94-112 Federal Judicial Security 



Chapter 3 
A Comprehensive Judicial Security Program 
Has Not Been Fully and Consistently 
Implemented 

Administrator of GSA direct security officials of the Marshals Service, 
AOUSC, and GSA, respectively, to 

. periodically meet at the national level to discuss progress and problems in 
implementing a comprehensive judiciaI security program and address any 
problems and issues, and 

l sponsor periodic regional meetings to foster interchange among the 
agencies’ key district officials involved in judicial security matters and to 
discuss and resolve key issues. 

Agency Comments In their written comments on a draft of this report, AOUSC, DOJ, and GSA 
generally agreed with our findings and conclusions relating to the 
implementation of a comprehensive security program and the 1987 MOA. 
The agencies said they are either taking or planning to take action on most 
of our recommendations. DOJ agreed with our assessment of the Marshals 
Service’s management of the judiciaI security program and aclmowledged 
that there were some areas needing improvement. AOUSC concurred with 
our conclusions that the 1982 task force recommendations should be fully 
implemented and that off-site security needs should be considered and 
assessed as part of the program. GSA agreed that court security issues 
could be better addressed through improved communication and 
coordination between the Marshals Service and FPS. All three agencies 
generally expressed a commitment to continual dialogue among 
themselves concerning judicial security. 

DOJ commented that the Marshals Service is in the process of taking action 
on our recommendations to improve implementation of the requirements 
for district court security committees and for reviewing and updating 
security surveys and plans. DOJ said that the Judicial and Court Security 
Volume of the Marshals Service Policy and Procedures Manual, as updated 
in August 1993, addressed these requirements. In addition, DOJ noted that 
further revisions to the Manual, including new survey and plan formats 
and the minimum requirements for the composition of district security 
committees, will be made to the Manual at a later date. In the interim, 
policy notices are to be used. Also, the Manual is to be distributed to all 
chief judges. In addition to the Manual changes, DOJ said that all district 
marshals were in the process of reviewing the surveys and plans for ail 
judicial facilities using the new formats and revising them as necessary. 
These actions, when effectively completed, should enhance the marshals’ 
and the judiciary’s understanding of and compliance with the requirements 
regarding security committees, surveys, and plans. 
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With regard to improving the district security committees, DOJ commented 
that the marshals are being tasked with submitting reports to the Marshals 
Service Court Security Division on their committees’ meetings, including 
agendas and participants. DOJ said that the Marshals Service also intends 
to reemphasize to aH chief judges the importance of regular security 
committee meetings. However, DOJ pointed out that since the chief judges 
chair the district committees and ultimately con&o1 the frequency and 
agenda of meetings, full cooperation of the judiciary will be required for 
the committees to function effectively. In this connection, AOUSC in its 
comments recognized the need to energize the district security 
committees and ensure that they regularly conduct productive meetings. 
Accordingly, in March 1994, AOUSC urged all chief judges to convene 
meetings of their district security committees and evaluate their cso 
staffmg requirements. AOUSC also said that the Subcommittee on Security 
of the Committee on Security, Space and Facilities was considering a 
reporting mechanism for the committees to ensure that they are actively 
involved in their districts’ security matters. According to AOUSC, the 
subcommittee also planned to consider a policy regarding regularly 
scheduled meetings. Finally, GSA, recognizing the importance of its 
participation on the district security committees, said it planned to advise 
its E’PS regions to work proactively with the marshals in this regard. These 
actions, if effectively implemented by the three agencies, should go a long 
way toward making the district security committees an integral part of 
each district’s security system as envisioned by the 1982 task force, 

With regard to our conclusion and related recommendation that 
consideration of off-site security needs be systematically assessed as part 
of the comprehensive security program, DOJ agreed that judges are 
increasingly at risk as a result of their official duties and that the matter of 
off-site security needed to be further addressed. Accordingly, the Marshals 
Service proposed that discussions on this issue be initiated with the 
Judicial Conference Committee on Security, Space and Facilities at its 
next meeting. Nevertheless, DOJ cautioned that while the Marshals Service 
is capable of performing the function of assessing and determining off-site 
security needs in the absence of a specific threat, the questions of whether 
it should do so and how the activity should be funded need to be resolved, 
and this would best be done by Congress. In its comments AOUSC viewed 
our draft report as acknowledging that some level of off-site security 
needs to be provided to judicial officers. However, our conclusions and 
recommendation focus on the need to systematically assess off-site needs 
applying risk-management principles; this assessment would then serve as 
a basis for determining what, if any, level of off-site security measures 

A 
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should be provided. Nevertheless, AOUSC commented that the problem was 
more one of funding than of responsibility or authority. We agree that 
ultimately Congress would need to authorize funds and positions for this 
function, but first the Judiciary and DOJ need to develop and reach 
agreement on a proposal, which could be addressed by Congress through 
the budget and appropriation process. In this regard, AOUSC noted that the 
issue of off-site security will be an agenda item for the new 
interagency/branch Security and Facilities Working Group (see pp. 43 and 
44) and will be addressed in the judiciary’s long-range plan currently under 
development. 

AOUSC generally agreed with our recommendations for enhancing the 
judiciary’s input into judicial security matters. It committed to enhancing 
its oversight of efforts by the Marshals Service and GSA to implement the 
judicial security program, as well as enhancing its oversight of the judicial 
security budget. In this regard, AOUSC said it had obtained authorization 
from the Judicial Conference and Congress to expand its staff to enhance 
its oversight and monitoring capabilities, and it was seeking a security/law 
enforcement expert to head its security office. AOUSC also said it planned 
to regularly request and/or conduct analyses of various aspects of the 
judicial security program, such as the recently completed Marshals Service 
analysis of the allocation of cso positions. From a broader perspective, 
AOUSC said that it and the Judicial Conference have taken several actions to 
enhance the judiciary’s oversight of its budget in general, including 
increasing the Conference’s involvement in developing and reviewing 
program budgets. In this connection, AOUSC said that the Committee on 
Security, Space and Facilities will play a more active role in reviewing and 
making priority decisions about the fiscal year 1996 budget submission for 
judicial security. We believe that if implemented regularly and effectively, 
these actions, together with the increased monitoring and involvement of 
the district security committees, should go a long way toward enhancing 
oversight of the judicial security program and related budget. In the long 
term, these actions should help improve program efficiency and 
‘effectiveness and reduce communication and coordination problems 
among the responsible agencies, 

AOUSC agreed with our recommendation that it report annually to the 
Judicial Conference. It plans to provide operational status reports that 
would be in addition to position and working papers that its Court 
Security Office periodically prepares on an as-needed basis, in 
consultation with the Marshals Service and GSA, for the Conference’s 
Committee on Security, Space and Facilities. We revised the 
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recommendation to clarify that AOUSC should develop the annual reports 
for the Judicial Conference in consultation with the Marshals Service and 
GSA rather than report to them. 

In commenting on our recommendation that the Judicial Conference’s 
Committee on Security, Space and Facilities develop policy guidance on 
various judicial security matters discussed in this report, AOUSC said that 
the committee is aware of its judicial security oversight role and has been 
involved actively in the development of security-related policy issues. 
However, as AOUSC pointed out, the committee recognizes that more needs 
to be done concerning on-site and off-site security and the committee 
plans to pursue an enhanced oversight role. In this regard, the committee 
needs to address several operational-related policy issues, including those 
covered in our recommendation. 

DOJ and AOUSC agreed with our recommendation that they meet 
periodically at the national level to discuss progress and problems in 
implementing a comprehensive judicial security program. Both agencies 
believed that the recommendation had substantially been fulfilled with the 
recent establishment of the interagency/branch Security and Facilities 
Working Group (discussed on pp. 43 and 44). Although GSA did not 
specificaIly address the recommendation or mention the working group, it 
said that it (1) planned to meet with the Marshals Service and AOUSC in the 
near future to continue the ongoing dialogue concerning judicial security 
and (2) remained open to revising the 1987 MOA, as necessary. 

We believe that establishing the working group is a major step forward in 
improving communication and coordination among the parties to the MOk 
The group should provide a useful forum for identifying, analyzing, and 
resolving both on-site and off-site judicial security issues. However, we 
believe it is too soon to claim success because the working group is still in 
the very early developmental stages and, at the time we received the 
agencies’ comments, had only met once since its establishment in 
September 1993. We believe the group’s success will depend on the 
regularity and productivity of its and its subcommittee’s meetings and on 
the efficiency and effectiveness of the resulting actions. Moreover, in 
addition to the working group, we believe the semiannual meetings of the 
Judicial Conference Committee on Security, Space and Facilities provide 
an excellent forum for debating and resolving judicial security issues and 
concerns. Thus, it is important that security officials from GSA, as well as 
AOUSC and the Marshals Service, regularly participate in this forum. 

Page 63 GAWGGD-94-112 Federal Judicial Security 



Chapter 3 
A Comprehensive JudiciaI Security Program 
Hes Not Been Fully and Consistently 
Implemented 

DOJ and GSA did not comment specifically on the recommendation that they 
resolve the differences between the Marshals Service and GSA regarding 
building entrance and perimeter security needs and responsibilities and 
revise the 1987 MOA as necessary. However, GSA did advise its FPS regions 
to take action to improve their involvement in district security 
committees. It also proposed to improve coordination and cooperation in 
general by advising its regions to work closely with the Marshals Service 
in conducting GSA'S physical surveys and risk assessments and to provide 
both the Service and the judiciary copies of survey reports for any 
buildings housing judicial facilities. In addition, GSA committed itself to 
meeting with the Marshals Service and AOUSC in the near future to continue 
the ongoing dialogue concerning judicial security and to revising the 1987 
MOA, as necessary. We continue to believe it is essential for the Marsh& 
Service and GSA, together with AOUSC and the Judicial Conference, to 
specifically resolve any misunderstandings or differences of opinion 
among them regarding building entrance and perimeter security needs and 
responsibilities. Thus, the new working group needs to address and 
resolve this issue. 

Finally, in response to our recommendation that DOJ, AOUSC, and GSA hold 
periodic regional meetings to foster interchange among their key district 
security personnel, the Marshals Service said it was directing its circuit 
court security inspectors to meet periodically with the judiciary’s circuit 
executives and regional GSA officials. We believe that this is an excellent 
step toward improving communication and coordination on security 
matters at the local level, but the success of this initiative will require 
regular and active participation by all parties. Moreover, as with the 
working group at the national level, the success of the local meetings will 
depend on their regularity and productivity and on the efficiency and 
effectiveness of the resulting actions. 
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In addition to coordination problems, other concerns have been raised 
involving the division of judicial security responsibilities that ultimately 
might require alternative management structures to resolve. During our 
review, we identified several alternatives and their advantages and 
disadvantages, which we present in this chapter. However, we believe that 
consideration of any fundamental changes in judicial security management 
structure and responsibilities should await full implementation of the 
comprehensive security program, as discussed in chapter 3. 

Other Management 
Concerns Over 
Judicial Security 
Responsibilities 

Apart from coordination problems, par&ularly between the Marshals 
Service and GSA, other concerns have been raised involving the division of 
judicial security responsibilities. One concern relates to the division of 
funding for security activities between the judicial branch and the 
Marshals Service. Deputy marshals provide courtroom security when 
prisoners are present and staff temporary protective details. These 
activities are funded from appropriations to the Marshals Service. 
However, the Marshals Service now determines security needs and 
prepares budget requests not only for itself but also for the judicial branch. 
Since fiscal year 1984, AOUSC has transferred judicial branch 
security-related appropriations to the Marshals Service, which uses the 
funds to hire court security officers (cso) and purchase security 
equipment. District marshals oversee the use of csos and equipment at the 
judicial facilities. As noted in chapter 3, with only a three-person staff in its 
Court Security Office, AOUSC has not exercised active oversight over the 
Marshals Service’s use of judicial branch funds. This situation may change 
given AOUSC'S recently announced intentions to increase the Court Security 
Office’s staffing and to improve its oversight and monitoring of the judicial 
security program. 

Another management concern is the dual role of the Marshals Service in 
performing certain law enforcement functions as a component of DOJ 
along with its judicial security activities. In addition to providing judicial 
security, the Marshals Service is responsible for various other program 
activities, such as fugitive apprehension, national prisoner transportation, 
and seized asset management. As figure 4.1 shows, these activities account 
for significant portions of the Marshals Service’s annual appropriations. 
Even within the protection of the judicial process program activity, which 
is the largest budgetary category shown in figure 4.1, judicial security is 
not the predominant work hour component. For example, during fiscal 
years 1991 and 1992,20 percent of all Marshals Service district work hours 

, 

Page 66 GAO/GGD-94-112 Federal Judidal Security 



Chapter 4 
Altemativw for Consolidating Management 
of Judicial Security Programs 

were used for prisoner security compared with 10 percent for judicial 
security. l 

Figure 4.1: Allocation of Marshals 
Service 1993 Appropriation, by 
Program Activity National prisoner transportation 

Fugitive apprehension 

0% 
Seized asset management 

All other 

1 Protection of the judical processa 

BJudicial security, prisoner security, and witness protection, 

Source: Marshals Service data (based on $337.8 million appropriated for fiscal year 1993). Details 
do not add to 100 percent due to rounding. 

One expression of concern over the dual role of the Marshals Service is 
contained in a June 1991 report by the Judicial Conference Committee on 
Court and Judicial Security. The report suggested that the Marshals 
Service placed too much emphasis on its Ymore glamorous roles in law 
enforcement” and gave insufficient attention to one of its primary missions 
of providing judicial security. On the other hand, most judges responding 
to our questionnaire were generally satisfied with the way in which the 
Marshals Service and csos carried out their judicial security functions. 
Approximately threequarters of the judges believed that marshals placed 
about the right amount of emphasis on providing security, while about 

‘At the time of our review, fiscal year 1992 hourly work statistics were the latest available such data in 
a format compatible with budget categories. 
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19 percent believed the marshals provided less emphasis than was needed. 
Over 82 percent of the judges expressed satisfaction with security 
provided by csos, while only 8 percent were somewhat or very dissatisfied 
with csos. 

Possible Management A number of management alternatives have been suggested by several 

Alternatives 
sources to fundamentally change the current management responsibilities 
for providing judicial security. These sources are (1) a 1978 interagency 
group report’ that studied options for improving judicial security, (2) a 
1979 House Appropriations Committee report3 that suggested judicial 
security responsibilities within the Marshals Service, and (3) some 
suggestions we received from security managers in the Marshals Service, 
AOUSC, and GSA during our review. A brief summary of these alternatives, 
along with some of their advantages and disadvantages, is presented in the 
following sections. 

Alternative 1: Give the Under this alternative, the Marshals Service would fund and manage 
Marshals Service Sole on-site and off-site judicial security. One advantage of this alternative is 
Responsibility for Funding that the Marshals Service has the security, contract, and personnel 

and Managing All Judicial specialists in its headquarters and the marshals and deputies in the 

Security Programs districts necessary to provide all aspects of on-site z&d off-site judicial 
security. Although the appropriations process would change, little 
program disruption or additional costs should result from placing all 
funding and management responsibilities for security programs within the 
Marshals Service, 

In terms of disadvantages, this alternative could be viewed as exacerbating 
the perceived tension and potential competition between the Marshals 
Service’s law enforcement and judicial security roles. Also, placing the 
entire budget within the Marshals Service would make judicial security 
subject to executive branch priorities. As a result, judicial security 
activities would have to compete for funds with other Marshals Service 
functions-fugitive apprehension, transportation of federal prisoners, and 
management of seized assets-as well as externally with other agencies. 
Finally, although it would make sense for the Marshals Service to provide 
perimeter and entry security at buildings housing only the judiciary, it 
might be impractical for .the Marshals Service to take over GSA’S 
responsibility for building security at multitenant facilities. Dissimilar to 

2Judicial Security, Dept. of Justice. 

3H.R. Rep. No. 247,96th Gong., 1st Sess. 16-17 (1979). 
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Alternative 2: Establish a 
Separate Marshals Service 
Court Security Force 

buildings where the judiciary is the sole occupant, the Marshals Service 
would still have to coordinate and work out any differences with other 
resident agencies in making decisions about entrance control security. 

Establishing a separate court security force within the Marshals Service 
could resolve concerns over the Marshals Service’s potential mission 
conflicts. Under this alternative, the responsibilities of contract csos could 
be expanded to include more activities currently performed by deputy 
marshals, thereby freeing the deputies to perform their other duties. For 
example, about 60 percent of the marshals who responded to our 
questionnaire expressed the opinion that csos could perform certain 
functions that deputy marshals now perform, such as guarding prisoners 
during judicial proceedings and attorney-client conferences. 

On the other hand, judges have expressed reservations about csos 
performing duties now performed by deputies. Perhaps a more 
fundamental problem is that, as with the tist alternative, placing the entire 
budget within the Marshals Service would make judicial security subject 
to Marshals Service and other executive branch priorities. In addition, 
completely separating judicial security from other Marshals Service 
operations and resources, while perhaps guaranteeing a floor for 
resources devoted to judicial security, might at the same time effectively 
impose a ceiling, thereby limiting flexibility and available resources. 
Finally, the same problem exists as under the first alternative with 
providing perimeter and entry security at multitenant facilities. 

Alternative 3: Give the 
Judiciary Sole 
Responsibility for Funding 
and Managing On-Site 
Security Program 

This alternative would address the concerns over the dual role of the 
Marshals Service and would consolidate responsibility for judicial security 
within the judiciary, which is the beneficizny of the program. Forty-one 
percent of the judges responding to our questionnaire expressed the 
opinion that the judiciary could establish a satisfactory security program. 
On the other hand, 25 percent of the judges thought otherwise, and 
another 34 percent were unsure. In any event, AOUSC could provide judicial 
security by expanding the cso program. 

In terms of disadvantages, this alternative would require major changes to 
existing processes and could also result in some additional costs, 
Moreover, this alternative may not completely relieve the Marshals Service 
of all judicial security responsibilities. For example, depending on the 

r 
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capabilities of the security force established, AOUSC might still need deputy 
marshals for temporary protective details. 

Perhaps more fundamentally, AOUSC has neither the headquarters staff nor 
the field structure to manage a security program. Therefore, it might take 
some time for the judicial branch to put in place the infrastructure 
necessary to support a comprehensive judicial security program. Finally, 
the same problem exists as under the other alternatives with providing 
perimeter and entry security at multitenant facilities. 

Conclusions We and others have reported on divided responsibilities, overlapping roles, 
and coordination problems primarily involving the Marshals Service and 
GSA. Despite the 1987 MOA, some problems continue to exist, which 
suggests the need to consider alternative approaches for consolidating 
security responsibilities. On the basis of our past reports and other 
reports, as well as suggestions we received from security managers in the 
Marshals Service, AOUSC, and GSA during our review, we identified some 
possible suggestions for improving the management of security programs. 
Perhaps the least disruptive alternative would be to consolidate 
responsibility for judicial security in the Marshals Service. However, the 
judiciary would have little or no control over the budget, which would 
have to compete with other executive branch priorities. On the other hand, 
giving AOUSC sole responsibility for the security program would place 
accountability directly on the security program beneficiary, the judiciary, 
and give the judiciary more control over the funding and direction of the 
program. However, significant organizational structure changes would be 
required. 

We believe that priority attention should be given first to fully 
implementing the 1982 task force recommendations for on-site security 
and developing and integrating into that system off-site security measures 
based on risk-management concepts. While there still appear to be some 
coordination and related problems among the judicial security agencies, 
making fundamental changes in management responsibilities now could 
detract from these priority efforts and disrupt the provision of security 
services in the near term. Additionally, full implementation of the 
comprehensive security system recommended by the Attorney General’s 
1982 task force may address some of the management problems and 
eliminate the need for any fundamental changes. For example, ensuring 
that GSA representatives participate on district security committees, 
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p&cuIarly in connection with security surveys and plans, may help 
alleviate coordination problems. 

Therefore, in our view, consideration of fundamental changes to the 
management structure and responsibilities should await completion of 
efforts to fuIIy implement a comprehensive security program, including an 
off-site security component, consistent with the recommendations 
presented in chapter 3. If problems persist, the Judicial Conference, 
working with AOUSC and the other parties to the MOA, could then revisit the 
need for fundamental changes and consider alternatives for consolidating 
responsibilities for judicial security in one agency. 

Agency Comments AOUSC, DOJ, and GSA did not comment on the spectic alternatives discussed 
in this chapter. However, GSA agreed with our overall conclusion that 
maintaining and refining the current system was preferable to 
fundamentally changing the existing management and organizational 
mechanisms. While AOUSC and W  did not specificalIy tidress this overall 
conclusion, their comments, like GSA's, focused primarily on improving 
implementation of the comprehensive security program envisioned by the 
1982 Athrmey General’s task force, consistent with the recommendations 
presented in chapter 3. The three agencies also indicated their 
commitment to improving coordination and communication under the 
current management arrangement embodied in the 1987 MO& In &is 
regard, we believe that the actions the three agencies are taking and plan 
to take should, if properly executed, enhance the efficiency and 
effectiveness of the federal government’s judicial security efforts. 
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Judicial Security Involves Interagency 
Responsibility 

Responsibility for protecting the federal judiciary involves the interaction 
of a number of federal executive and judicial branch organizations at the 
federal level and court participants and U.S. Marshals at the district level. 
The agency with principal responsibility for the protection and security of 
the judiciary is the U.S. Marshals Service. Other organizations involved in 
providing judicial security, as shown in table I. 1, include the Judicial 
Conference of the United States, the Administrative Office of the U.S. 
Courts (AOUSC), and General Services Administrtion (GSA). Generally, 
these organizations set policies at a national level that subsequently are 
implemented within judicial districts that experience differing threats and 
security problems. 

Table 1.1: Federal Judicial 
Security-Roles and Responsibilities Branch 

Judicial 
Organization Security responsibilities 
Judicial Conference of the Provides policymaking and oversight 
United States through its Committee on Security, Space 

and Facilities. Has authority over the 
Administrative Office of the U.S. Courts. 

AOUSC Implements Judicial Conference policy. 
Has administrative control over federal 
court system, including judicial security 
budgeting and oversight. 

Executive 

Federal courts 

U.S. Marshals Service 
(Justice Department) 

Provide local rules and decisionmaking on 
security implementation. 

Primary security provider to federal judicial 
personnel. Establishes security 
procedures for each judicial district and 
oversees operational effectiveness. 
Establishes district court security 
committees. 

GSA Provides perimeter, entry, and emergency 
response security services at 
government+ccupied buildings. 

Source: Developed by GAO from judicial branch and executive branch organizational and 
mission documents. 

Judicial Branch In addition to the courts themselves, the judicial branch of the U.S. 
government includes several institutions that provide for the judiciary’s 
own administration and self-government. The federal courts system 
governs itself on the national level through the Judicial Conference of the 
United States. 
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Judicial Conference of the 
United States 

The Judicial Conference of the United States is a body of 27 federal judges, 
who come together twice yearly to (I) consider policy issues affecting the 
federal courts, (2) make legislative recommendations to Congress, 
(3) propose amendments to the federal rules of practice and procedure, 
and (4) consider administrative problems of the courts. The Conference’s 
work is accomplished through extensive use of committees composed 
primarily of federal judges. 

The Conference addresses the area of judicial security through its 
Committee on Security, Space and Facilities. This committee oversees all 
court and judicial security matters, including (1) review of policies 
governing judicial security, (2) review of security services provided by the 
U.S. Marshals Service and GSA, and (3) oversight of the Marshals Service’s 
relations with the courts and court security committees. The committee 
may make recommendations for policy changes to the Judicial Conference 
as appropriate. The committee also may provide policy guidance to AOUSC 
staff supporting the judicial security program. 

Administrative Office of 
the U.S. Courts 

AOUSC, which is headed by a director appointed by the Chief Justice of the 
United States, performs many support functions for the federal courts 
system. By statute, AOUSC, which was created by Congress in 1939, is 
responsible for, among other things, 

. controlling all funds disbursed for court operations, including judicial 
security; 

l procuring equipment, supplies, and services necessary to support the 
operations of courts; and 

. providing space and facilities for the courts and court units. 

Through its Court Security Office, AOUSC maintains liaison with the 
Marshals Service and GSA headquarters on security matters and represents 
AoUSC witi these agencies in formulating and executing security policies 
for the judiciary. That part of the court security program funded by the 
judiciary and administered by the Marshals Service is limited to judicial 
facility security and is primarily reactive to the courts’ needs in the 
security area-including (1) procurement, installation, and maintenance of 
security systems and equipment for courts and adjacent areas and (2) the 
hiring of court security 0fficers.l 

‘Court security officers are contract personnel authorized to perform secutity functions, such as 
operating and monitoring security equipment and providing guard services. These officers are 
deputized by the U.S. Marshal, which alIows them-while on duty-to carry weapons and enforce 
federal laws. 
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Federal Courts Each state has at least one federal judicial district containing a U.S. district 
court, with some states having as many as four. Within each district there 
may be other federal courts, such as magistrate courts, bankruptcy courts, 
and courts of appeal. District and appellate court judges are appointed for 
life under Article III of the Constitution, while magistrates and bankruptcy 
court judges are appointed by district and appellate court judges to assist 
in conducting certain trial proceedings. 

The federal judges within each court-particularly the chief district 
judge-can formulate local rules and procedures that generally determine 
how the court’s internal affairs, including security affairs, will be handled. 
Individual judges typically exercise a considerable degree of independence 
concerning court operations and, on occasion, eliminate or modify 
existing security arrangements through the use of court orders. 

Executive Branch Within the executive branch, two agencies share responsibility for 
providing security to federal judicial personnel. The U.S. Marshals Service, 
which is the primary agency, establishes security measures and oversees 
their operations. GSA monitors the perimeter and entry points to buildings 
occupied by agencies and responds to emergencies. 

U.S. Marshals Service The U.S. Marshals Service, a bureau within the executive branch’s 
Department of Justice (DOJ), performs dual functions for the executive and 
judicial branches. A US. Marshal is appointed for each of the federal 
judicial districts. Within their law enforcement role, U.S. marshals are 
responsible for programs involving witness security and fugitive 
apprehension. With respect to the judiciary, marshals are charged to obey, 
execute, and enforce all orders of the district courts, as well as provide for 
judicial security. 

The Marshals Service has responsibility for the protection of court 
proceedings, court officials, and court areas occupied by the judiciary, 
such as courtrooms, judges’ chambers, and other office areas used by 
members of the judiciary. This task includes providing security services to 
any judicial personnel who are threatened because of their involvement in 
the judicial process, whether inside or outside the courtroom. The 
Marshals Service’s Court Security Division carries out its security function 
through four individual programs: 
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. The judicial facility security program provides for the deployment of 
security systems, security equipment, and court security officers. 

. The courtroom security program provides security at federal court 
proceedings through the courtroom presence of deputy marshals. 

. The personal security program provides for the personal security of i 
members of the judiciary, trial participants, and any other officials who are I 
threatened during the course of performing their official duties. , 

. The technical assistance program provides assistance in surveying and 
determining security requirements at federal court facilities. 

i s 

By an agreement between AOUSC and the Marshals Service, security funds 
appropriated to the federal judiciary are transferred to the Marshals 
Service for security-related equipment and services, including the 
contracting of court security officers. Court security officers assist the 
deputy marshals in providing securi@ within the court facilities-such as 
operating entryway metal detectors and x-ray machines, monitoring video 
surveillance equipment, and providing fixed and roving guard services. 
Court security officers, while on duty, are deputized by the district 
marshal. 

The U.S. Marshal in each district also establishes court security 
committees that provide a means of coordination between members of the 
court being protected and those agencies responsible for providing 
security. Membership typically should consist of the U.S. marshal, the 
chief district judge, magistrate judge, a Circuit Court representative, a 
Bankruptcy Court representative, the U.S. attorney, the clerk of the court, 
and a GSA representative. These committees provide a forum for members 
of the court to identify and discuss their security needs and give input to 
the security providers on current security problems and potential 
solutions. The committee also approves the district’s security budget plan, 
which is forwarded to Marshals Service headquarters, AOUSC, and the 
Judicial Conference for budget considerations. 

General Services 
Administration 

GSA is authorized to maintain, operate, and protect any building, property, 
or grounds occupied by federal agencies--including the judiciary, At 
federal judicial facilities, GSA is typically responsibIe for providing general 
building and perimeter security and responding to alarms and emergency 
incidents. During unusual situations, such as sensitive trials, GSA will 
provide additional security, on a reimbursable basis, to the Marshals 
Service. 
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GSA has established the Federal Protective Service (FW) to carry out its 
security responsibilities. FFS provides protection services for almost 7,000 
buildings and their tenants and visitors. At these locations, about 600 FPS 
officers, in cooperation with local law enforcement officials, maintain law 
and order, prevent disturbances harmful to the orderly conduct of 
government business, and investigate crimes committed on federal 
property. At all federally owned or leased buildings, including judicial 
facilities, GSA'S physical security specialists conduct security surveys and 
make security recommendations related to facility issues such as 
perimeter and entry control. GSA employs and contracts for personnel to 
carry out its security responsibilities. 
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U.S. General Accounting Offlce 

Court Security Questionnaire 
(Federal Judges) 

INTRODUCI’ION 

The U.S. General Accounting Oflice (GAO), an agency of Congress, is reviewing the security 
provided to federal judicial personnel. The purpose of this survey is to ascertain the level of 
security provided to federal judicial personnel and determine what can be done to improve the 
security. 

Most of the questions in this survey can be answered easily by checking boxes or filling in 
blanks. Additional comments may be written at the end of the questionnaire. If necessary, 
additional pages may be attached. 

‘Ibe questionnaire should take about 20 minutes to complete. If you have any questions, 
please call Jerilyn Green or Vernon Tehas at (214) 855-2600. 

Please return the completed questionnaire in the enclosed pre-addressed enveIope within 10 
days of receipt. In the event the envelope is misplaced, the return address is: 

U.S. General Accounting Office 
Dallas Regional Offrcc 
Attn: Ms. Jerilyn Green 
1445 Ross Avenue, Suite 1500 
Dallas, TX 75202 

‘Ihank you for your assistance, 
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Please Note: 

Unless otherwise stated, please answer the following questions as 
they relate to the court in which you most often txeside and/or the 

district/circuit in which this court is located. 

SECTION 1. BACKGROUND INFORMATION 

The pwpase of this section is to gather background information on the types of cases on your docket, job-related threats you may have 
received during your judicial career, and your general concems regarding a potential for danger because of your judicial service. 

Section I - A. Types of Cases Heard 

1. We are iuterestcd in determining the effect that type of cases 2. For those cases you believe were high-risk, please indicate 
has on your perception of risk. the nature of these cases. (CHECK AU THAT APPLY. m 

NONE OF THE CALENDAR YEAR 1991 CASES ON 
Please estimate to the best of your ability the percentage of YOUR WCKET WERE HIGH RISK. GO TO TOP OF 
cases on your docket during calendar year 1991 you NEXT PAGE.) 
perceived as high risk. moderate risk, and low risk. (ENTER 
PERCENTS. AN ESTIMATION WILL SUFFICE.) N484 

N=1,332 I. 0 Abortion 4.9 5% 

a. High Risk (i.e.. substantial Mean = 6.5 2.0 Cqorate Bankruptcy 133 % 
pote.ntial for violence) Median = 2.0 Perwnt 

3.0 Personal Bankruptcy 25.7 96 

4.0 Corporate liability 2.0 ?A 
b. Moderate Risk (i.e., some Mean = 13.7 

potential for violence) . . Median = 10.0 Percent 5. El Drug dealers 83.1 96 

6.0 Habeas corpus 18.7 45 

c. Low Risk (i.e., little or Mean = 79.8 7.0 Organized crime 30.1 45 
no potential for violence) . Median = 89.0 Rrcent 

8.0 Violent crime 52.6 % 
Total lclcl Percent 

9.0 Other, please specify: Xi.8 % 
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Section I - B. JobRelated Threats 

A threat is the stated or imolied intention to commit violence against a person or facility. Tbe questions in this section refer to job 
related threats. which include those made either directly to you or indirectly through an intermediate source (that is, someone told you 
of a threat made against you). The threats can he directed against you alone, your family, or personnel associated with your court. 

3. Tl~rougbour your cateer as a federal judge. have you ever - 
received threats? (CHECK ONE.) 

N=1,450 

1. I=i Yes --> (CONTINUE WITH 59.7 9% 
QlJE8llON 4.) 

2.0 No --> (SKIP TO SECl-tON I - C. 
ON TOP OF PAGE 5.) 

403 5% 

4. In calendar year 1991, did you receive any threats? (CHECK 
ONE.] 

N=861 

I. 0 Yea --z (CONTINUE WtTH 41.0 % 
QUEsTION 5.) 

2. U No -> (SKIP TO QtJEsnON 9.) 59.0 46 

5. How many of the total number of threats you received in 
calendar year 1991 were made against the following 
individuals? (ENTER NUMBERS. IF NONE, ENTER “0”. 
AN ESTIMATE WILL SUFFICE.) 

N=M3 

Mean = 1.45 
a. You alone , . Median = 1 Threats 

Mean = .12 
b. Your family and friends Median = 0 ‘heats 

c. You&your family Mean= .18 
or friends . . Median = 0 Threatp 

d. Court personneV Mean- .14 
participants Median = 0 Threats 

e. You &court Mean= .48 
personneVparticipant Median = 0 Threats 

Mean = .07 
f. Other (Specify) . . . . Median = 0 Threats 

6. How many of the threats you received in calendar year 1991 
were related to cases on your docket and how many were not 
specifically related to these cases? (ENTER NUMBERS. IF 
NONE, ENTER “0”. AN ESTlMATE WILL SUFFICE.) 

N=353 

a. Number of threats related Mean = 150 
to cases an my docket , . Median = 1 Threats 

b. Number of threats not 
specifically relpted to Mean = 38 
cases on my docket Median = 0 Threats 

c. Number of threats - not Mean = .18 
known if related to cases Median = 0 Thnats 
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Section I - Et. Job Related Threats (Cmtinucd) 

‘I. Of all of the threats you received during calendar year 1591, how many did you rcpmt ta the Mmhal~ !kvice? (CHECK ONE,) 

N&453 

1. q At1 of the threats -> (SKIP TO QUESTION 9.) 71.7 % 

2.0 Most of the threats 1 6.2 % 

3.0 some of the dlrears 

t 

5.4 % 
(CONTINUE wm QUESTION 8.) 

4.0 Few of the threats 2.5 % 

5. q None of the threats J 14.2% 

8. Please indicate why you did not report all threats to the Marshals Service. (CHECK AU THAT APPLY.) 

N&IO 

I.0 I did mt take the threat(s) seriously 60.0 % 

2.0 I did not know what to do 2.0 % 

3. D I did not want to be inconvcnienccd by the threat reporting process 

4. 5 I did not want additional protection 

8.0 % 

16.0 % 

5. Cl I reporkd the threat(s) to someone 
else --a (Please specify: ) 

6. IZI Other --> (Please specify: ) 

19.0 % 

26.0 % 
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9. please answer this question based on your personal expcricnces concerning tbrem handled by the Marshals Service. 

In your district or circuit, how would you rate the perfommce of the Marshals Service on the following? (CHECK ONE BOX 
IN EACH ROW.) 

Excellent 

a. Determining whether 
threats are valid N=743 56.3% 

b. Determining the validity of 
threats in a timely manner 

N=738 55.8 % 
c. Notifying judges of the 

existence of thrcata in a 
timely manner 

N=Y24 63.1 w 

30.3% 9.3 I 

30.4 % 8.8 % 

-t 
26.0 % 6.8 96 

3.3 8 1.8 % 

+ 
2+8 % 1.4 % 

Section I - C. Generat Concerns About Risk 

Tbc questions in this saxion refer lo a general potential for risk [danger or hazard), if my. perceived by judges because of their judicial 
acrvice. 

10. Do you believe fcdcral judges in gene4 face a greater risk to their lives than do other citizens in our society? (CHECK ONE.) 

N-1,438 

1.0 Yes 96.4 % 

2.0 No 13.6 96 

Il. What do you believe poses the greatest risk to faderal judges? (CHECK ONE.) 

N=l,399 

1.0 The known (stated or implied) threat 17.4 % 

2.0 The unknown general danger aseociatcd with being a federal judge 

3.0 0th~~ (please specify) 

74s 96 

8.1 96 

12. Would you say that the potenlial for risk due to your position is greater in and around the court facility or away from the court 
facility? (CHECK ONE.) 

N-1,434 

1.0 In and around the couri facility 30.5% 

2.0 Away from the court faciliry 

3.0 About the same 

33.1 % 

36.5% 
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Section I C. General Concerns About Risk (Continued) 

13. How would you rate the following as sources of potential risk to you as a federal judge? (CHECK ONE 

Very high Somewhat Neither high Somewhat Very low 
sourcc of high source nor low low source source of 

risk of risk Source of of risk risk 

BO 

lr 

CIVIL CASES (1) (2) 
risk 
(3) (4) (5) 

a. A dissatisfied htigant 
N=1.377 22.2 % 36.4 % 153 % 13.4 % 12.6 % 

b. A friend. family member, or 
associate of litiganl reacting 
to a decision 

N=1,328 7.3 % 30.9 % 21.0 % 18.4 % 22.4 % 
c. Counsel reacting tc a 

decision N=1,203 .l % 1.2 % 5.5 % 6.1 5% 87.1 % 
d. A pro se litigant reacting to 

a decision N=1,371 25.7 % 40.4 % 13% % 133 % 7.1 % 
e. A member of the public 

reacting to a decision 
N=1,296 .6 % 9.3 9 16.2 % 23.0 % 50.9 % 

f. Other - Please SDCdfV: . _ 
N=731 47.9 % _______--____-______________ _____--___ 1 27.4 % 1 4.1 % 1 5.5 % 1 15.1 % ______ - ____ ___ll___l_l -II_- --_-- ----~----- 
N=13 1 (N=3’) 1 (N=7-) 1 (N=2’) 1 (Nd’) 1 - 

Very high I I Somewhat 
source of high source 

risk of risk 

CRIMINAL CASES (1) (2) 

a. A dissatisfied defendant 
N=l.lZ 23.9 % I 41.8 z 

c. Counsel reactine to a I I 
decision - N=973 .3 % 1.1 % 

d. A pro se defendant reacting 
to a decision N=1,070 21.1 % 41.7 % 

e. A member of the public 
reactmg to a decision 

N&054 .8 % 9.6 % 
f. A recently released prisoner 

N=l,lOO 9.5 % 38.5 % 
g. An organized crime figure 

N=1,033 20.9 % 32.0 % 
h. A defendant tried on a drug 

charge N=1,078 17*9 % 42.0 % 
i. Other Please specify: 

N=53 45.3 % 41.5 % ._------------------------ -_..___l___________________ 
N=2 (N=2’) - 

X IN EACH ROW.) 
Nat 

applicable 

(6) 

w34) 

w49) 

(N=170) 

P-1) 

WW 

ov=w _ 
Wy=3) 

Neither high Somewhat very low Not 
nor low low source SouKe of applicable 

SolIKe of of risk risk 
risk 
(3) (4) (3 (6) 

14.8 % 12.0 % 7.5 % (N=lW 

17.4 % 22.7 % 49.6 % 

22.5 % 17.6 90 11.8 % 

19.2 % 133 % 14,6 % 

20.9 % 11.9 % 7.3 % 

(N=193) 

P-17) 

(I&230) 

(N=228) 

(N=195) 

(N=248) 

(TV=203) 

(N=75) .- - - - -- --- - _ 
IN=7) 
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SECTION II. ON-SITE SECURITY 

The purpose of this section is to gather information on the various components of on-site security. Topics in this section include 
general on-site security information, the role of the Marshals Service, the role of Court Security Officers, and actual security in the 
courtroom. On-site security refers to the security equipment and secunty personnel (such as deputy marshals and court security 
officers) provided in and/or around the court facility. Please answer the following as thev relate IO the court in whxh YOU most often 

SectIon II - A. General On-Site Security 

14. In general. how secure or insecure do you feel from job 
related threats/danger at your court facility? (CHECK 
ONE.) 

N=1,447 

I. 0 very secure 42.6 % 

2. Cl Somewhat secure 396 % 

3.0 Neither secure nor insecure 9.3 % 

4. U Somewhat insecure 6.5 % 

5.0 Very insecure 1.8 % 

15. According to your perceived security needs, do security 
measures at your court facility exceed. meet, or fall short of 
what is needed? (CHECK ONE.) 

N=l,446 

1. n Greatly exceed what is needed 

2. D Somewhat exceed what is needed 

3. 0 Generally meet what is needed 

4. 0 Somewhat faI1 short of what is 
needed 

2.9 % 

13.4 % 

61.1 % 

18.7 % 

5. 0 Greatly fall short of whaf is needed 3*9 % 

16. In your opinion, who shouid have the authority in 
determining the on-& security needs of your court facility 
and pmonnel? (CHECK ONE.) 

N=1,436 

I. 0 The U.S. Marshal only 

2.0 Judges only 

3.0 District Court Security Committee 

4.0 U.S. Marshal and judges equally 

5. 0 U.S. Marshal primarily. with 
input from the judges 

3.2 % 

2.1 % 

11.2 % 

27.8 % 

36.6 % 

6.0 Judges primarily, with input 
from the IJ S. Marshal 

18.7 % 

7.0 Other - Please spfxify: 5% 

17. In calendar year 1991, did you rcceivc any 
trainin@instruction concemmg security measures provided 
at your court facilily? (CHECK ONE.) 

N=1,443 

I. 0 Yes -+ From Whom? 35.9 % 

2.0 No 1 56.8 % 

1 (SKIP TO QUESTlON 19.) 
3.0 Uncertain 7.3 R 
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Judges) 

18. In your opinion, how adequate or inadequate was the training/inslruction concerning security measures that you received? 
(CHECK ONE.) 

N=503 

I. 0 More than adequate 15.3 % 

2.0 Generally adequate 71.0 % 

3.0 Neither adequate nor inadequate 11.9 % 

4.0 Generally inadequate 1.2 % 

5. 0 Very madequate .6 % 

If you have any suggestions on how this uainmg/msuuclim could be improved, please use the space klow. 

Section 11 - 8. Role of the Marshals Service 

The following questions are concerned with the security provided by the Marshals Service (U.S. Marshal and U.S. Deputy Marshals) 
in and around your court facility. 

19. In your dlstricc or circutr, how much emphasis do you feel is currently placed on the followmg by the Marshals Service? 
(CHECK ONE BOX IN EACH ROW.) 

Much more Somewhat 
emphasis more 

than emphasis 
needed than needed 

(1) (2) 

a. Providing security for the 
COUil N=1,368 

b. Obeying. executing, and 
enforcing orders issued by the 
court N=1,244 

c. Performing law enforcemenl 
funcIlona N=l,l64 

.8 % 

.8 % 

2.5 % 

5.3 % 

2.7 % 

6.9 % 85.0 % 3.9 % 

Much less 
emphasis 

than 
needed 

(5) 

1.8 $0 

NO 

opinion 

(N=ZM) 
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conrt St.mrity ~UfXltiOMdN (Federal 
Judgea) 

20. In your coufi who decides how many deputy marsh& will be present during court pacedings? (CHECK ONE.) 

N=l,328 

1.0 You (the individual judge) alone 7.8 96 

2. El The Mad~ds Service 475 % 

3. Cl The District Court Security Committoz 1.3 96 

4. Cl You a the Mamhals Service 30.9 % 

5.0 You a he Dirtriet CDurt Security Committee 5% 

6. Cl The Marshals Service & the District Court Sewity Committee 21% 

7. Cl CRlm(s) - Pkasc specify: 9.9 % 

21. Do you believe that the pcopz individuals art curfu~tJy making this decision? (CHECK ONE.) 

N=1#291 

I.0 Yes 72.0 % 

2.0 No 28.9% -> If no. who do you believe should have the authority to snake Li doziiion? (CHECK 
ONE.) 

N-372 

1. a You (the individual judge) atone 16.4 % 

2. D The Marshals Service 1.3 % 

3. q The Dirtrict Court Security Cammitkc 3.4 % 

4. U You g& the Mushals Service 62.6% 

5. Cl You& the District Cmul Security Committee 3.5 % 

6.0 The. Masl~ai~ Service athe District Court Security Cxnnmittcc 63% 

7.0 Other@) - Please specify: 4.3% 
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Y udges) 

Section II - B. Role of Marshals Service (Continued) 

22. In your opinion, how adequate or inadbguate is the abilhy of the Marshals Service (U.S. Marshal and U.S. deputy Marshals) to 
p&de the following on-site security m~&surcs? (CHECK ONE BOX IN EACH ROW.) 

Ncidw 
ldeQuiuc nor 

Gentdly 
adequate 

(2) 

VcrY Not 
inadequate applicable 

(5) (6) 

2.1 % 

More than 
adequate 

(1) 

9.5 % 73 % 

a. To provide the proper 
number of deputy marshais 
to transport prisonus to 1he 
court facility 

N=1,054 
b. To provide the proper 

number of deputy marshals 
to gum-d prisonas in the 
coumm 

725 % 8.6 5% 

2.4 % N=1,059 9.1 9% 

8.1 % 

9.1 % 

9.1 % 

c, To provide the p+-oper 
number of deputy marshals 
10 guard prisoners during 
auwney consultation within 
the coutt facility 

N=962 
d. To provide enough deputy 

marshals in a reasonable 
amount of time to respond to 
court disturbances 

N=1,273 

C. To take custody of a 
deftndmt. when needed 

N=1,122 

123 % 

10.2 95 
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24. 

Appenair 11 
Court Security Questionnaire (Federal 
Judges) 

Have you ever rquatcd. appointed. or designated a court crier, crier-law clerk, or bailiff (NOT a deputy marshal) pursuant to 
28 U.S. Code S&ion 755 to serve in your courtroom? (CHECK ONE.) 

N=1,392 

I.0 No 80.4 % ---> (GO TO QUESTION 24.) 

2.0 Yes 19.6 % ---z Da you currently have a ctk, crier-law clerk, or bailiff in your courtroom? (CHECK ONE.) 

N=238 

I.0 No 193 % --z (GO TO QUESTION 24.) 

2.0 Yes 80.7 % -> Does the individual occupying any of thcsc positions provide 
any significant security function? (CHECK ONE.) 

N&22 

1.0 No 78.8 46 --> (Cl0 TO QUESTION 24.) 

2.0 Yea 21.2 % -> Please describe: 

If tht Marshals Service was not responsible for court security, do you believe a satisfactory security program could lx established 
under the Judicial Branch (Administrative office of the U.S. Courts)? (CHECK ONE.) 

N=l,403 
I. 0 Lktinitely yea 13.0 % 

2.u Fmbably yes 27.9 % 
3.Kl Unsure 34.1 % 
4.0 P&ably no 17.7 % 
5.0 Definitely no 7.2 % 
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Court Security Queatlonndre (Federal 
Ju&fed 

Saab II - C. Role of Coun Security Oftitxs 

Court Ssurity Oftim arc contract anployee~ (usually farmer law enforcemart ofticua). hired to primarily provide security at the 
mtranca to federal cmwt fMitiu. The court security ofticer proSram ir funded by the Adminktrative Offa of the U.S. Courtc and 
managed by the U.S. Marshala !&vii. Plerac answer the followinr aucstions a8 thev relate to tbc court lccuritv off!aa in Vow COWL 

25. Ovcmll. bow satktial OT di8aatisfied are you with tbc lbcwity provided by court security offiien in yow court? (CHECK ONEL) 

N-l,372 

I. U Very satisfkd 48.1 % 

2. U Sanewhat sWfkd 34.4% 

3.0 Ncithcr satisfied nor dba&tisfwJ 9.s % 

4.0 Somewhat dissatitikd 5.9 % 

5.0 Very dinsatisfied 2.1% 

6.0 Nat applicable N&l 

26. In which of the following situations do you belitve that court wxrity offifieen. if given proper tnining and authority. should be 
pm&ted lo provide courttuom vcurity? (CHECK ONE BOX FOR EACH SITUATION.) 

a. Rc-till civil hearings Nd,103 I. 84.6 95 Yes 2. 15.4 % No 3. (N-231) No opinion 

b. Civil trial& N+l,l# I. 90.7 % Yes 2. 93 % No 3. (N=llH) No opinion 

E. Pw-trial civil hoarink N=l,Q98 I. 87.1 % Ya 2. 12.9 % No 3. (N=226) Noopinion 

d. Pretrkl criminal hwings N&H 1. 68.9 % Yer 2. 31.1 % No 3. (N=344) No opinion 

e. Criminal trials Nd,OOS I. 64.2 % red 2. 35.8 % No 3. (N=321) No opinion 

f. Post-uial criminal hearings N-995 I. 66.4 % Ye3 2. 34.6 96 No 3. (M=326) No opinion 

g. other - PIarc specify: NJ) 
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Court Security Questiomutire (Federal 
Judges) 

27. Which of the following duties do you believe that court security officers, if given proper training and authority, should be 
permitted to perform? (CHECK ONE BOX FOR EACH DUTY.) 

a. Transport prisoners to/from 
court facility 

N=948 I. 43.7 % Yes 2. 56.3 % No 3. (N=423) No opinion 

b. Guard prisoners in the 
wunroom 

N3993 I. 53.0 90 Yes 2. 47.0 % No 3. (k380) No opinion 

c. Guard prisoners during attorney N=962 I. 61.3 % Yes 2. 38.7 % No 3. fl=dfJS) No opinion 
conferences wirhin the court 
facility 

d. Serve summonses N=1,048 1. 78.1 % Yes 2. 21.9 % No 3. f.N=324) No opinion 

c. Other - Please specify: N=u) 

28. If the current court security officer program were revised and placed under the Administrative Office of the U.S. Gxwts.. what 
changes do you believe would be necessary for court security officers to provide satisfactory security to the courts? (CHECK 
ALL THAT APPLY.) 

N=1,470 (NOTE: PERCENTAGES TOTAL TO MORE 
THAN 100% DUE TO MULTIPLE RESPONSES.) 

I. 0 Additional training 70.2 % 

2.0 More stringent physical requirem~ts 51.4 46 

3.0 Authority to make arrests 60.7 96 

4.0 Authority to carry a weapon 623 % 

5. Cl Other - Please specify: 12.0 % 

29. If the responsibility for court security were placed under the Administrative Office of the U.S. Courts (using a revised court 
security officer program), should that program include responsibility for protective details? (CHECK ONE.) 

N=1,383 

I. q Definitely yes 

2.0 Probably yes 

3.0 Unsure 

4.0 Probably no 

5.0 Definitely no 

28.6 % 

29.2 45 

27.0 Q 

9.8 46 

5.4 % 
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Court Security Questionnaire (Federal 
Judges) 

SECtION 111. OFF-SITE SECURITY 

The. purpose of this section is to gather information on the various components of off-site security. Off-site security refers to the 
security provided and/or needed while away from the court facility. Topics in this section include general off-site security information, 
possible off-site security quipmen& and protective details. Please answer the followinn we&ions as they relate to the court in which 
you most often oreside and/or the disuictkircuit in which that court is located. 

Section III A. General Off-Site Security 

30. In general. how secure or insecure do you feel from jok&ted threawdanger away from the court facility? (CHECK ONE.) 

N&430 

1.0 Very secure 16.7 % 

2.0 Somewhat secure 255% 

3.17 Neither secure nor insecure 30.3% 

4.0 Somewhat insecure 19.9 % 

5. U Very insecure 7.5 % 

31, In calendar year 1991, did you receive any uaininglnstruction concerning off-site security/personal safety measures? (CHECK 
ONE.) 

N=1,426 

1.0 Yes -----> From whom? 31.1 96 

2.0 No 

1 

635% 
(SKIP TO QUESllON 33.) 

3.0 Uncertain 5.5 46 

32. In your opinion, how adquate or inadequate was the training/instruction concerning off-site security measures that you received? 
(CHECK ONE.) 

N=432 
1.0 More than adquate 9.0 % 
2.0 Generally adequate 70.1 % 

3.0 Neither adequate nor inadequate 146 % 
4.0 Generally inadequate 4.9 46 
5.0 Very inadequate 1.2 % 

If you have any suggestions on how this training/instruction could be improved, please use the space below. 
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Court Security Questionnaire (Federal 
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I 

Section III - B. Off-Site Security Equipment 

33. Acaording to your perceived off-site security needs, how effective or ineffective do you believe the following equipment would 
be? (CHECK ONE BOX IN EACH ROW.) 

34. Please indicate whether or not you have the following equipment specilically to protect yourself and/or your family in the event 
of jot-related threats, danger. or incidents. Also. if you have a particular piece of equipment for this purpose. please indicate 
who provided it. (CHECK “YES” OR “NO” FOR EACH ROW. LF “YES”, CHECK THE BOX INDICATING THE 
PROVIDER. IF YOU ADDED ANY ITEMS UNDER “OTHER” IN QllESTlON 33, PLEASE ALSO ADD THESE ITEMS 
IN THIS QUESTION.) 

a. Cellular ehones 

1 UI 1 (2) 
N=13771 20.8 % 1 79.2 % 

b. Beeper/pager N=1,325 4.2 % 95.7 % 
c. Remote car 8-r 

d. Car alarm 

e. Home alarm 

N=1,329 2.0 % 98.0 % N=25 (f&lo*) ov=13-) RJ=2’) - 
N=I,337 12.9 % 87.1 % N=172 95.9 % 2.3 % .6 % 1.2 % 
N-1,374 31.6 % 68.4 % N=423 96.7 % 1.4 % .2 w 1.7 % 

N=12 (N=ll’) &I’) __----- - ---- _ _---_ - ----________ -___i----------_-. 
N=2 (rb23 - 

I If “Yes”, equipment provided by: 

Myself Marshals 
Service 

The 
COWt 

Other 
Specify: 

I 
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Section UI - B. Off-Site Security Equipment (Continued) 

35. In your opinion, who should have the authority to determine 
the off-site security quipmeat needs of federal judges? 
(CHECK ONE.) 

N=1,391 

I.0 The U.S. Marshal only 

2.0 Judges only 

3.0 District Court Security Committee 

4. a U.S. Marshal aad judges equally 

5.0 U.S. Marshal primarily, with 
input from the judges 

6.0 Judges primarily. with 
input from the U.S. Marshal 

7.0 Other - Please specify: 

2.4 ?!a 

6.6 96 

10.2 96 

32.4 % 

21.1 % 

26.2% 

1.2 % 

36. In your opinion, who should be responsible for funding the 
security equipment needs of federal judges while away from 
the court? (CHECK ONE.) 

N=l,320 

1.0 You (the individual judge) alone 8.0 % 

2. D The Executive Branch of government 18.7 % 

3.0 The Judicial Branch of government 73.3 % 

Section III - C. Rotstive Details 

The Marshals Service provides protective d&Is to judicial 
ofticers and their familics when detertnittad nexssary. The need 
for and extutt of protective &ces are based on several factors. 
including the likclihccd that att individual’s life will be 
endangered because of Rabat individual’s participation in judicial 
pi-octedings. 

37. In your opinion, am protective details in your district or 

circuit assigned more ofteo than necessary. about as oftett 
as necessary. or Ic3s often than neeuaary? (CHECK ONE.) 

N=745 

I. Cl Much more often than nectaury .5% 

2. q Somewhat more often than necessary 2.7 96 

3. q About as often as necessary 873% 

4. El Somewhat leas often than necessary 7.2 9% 

5. I7 Much Ieds often than neassaty 2.2 96 
__-_---__-- 

6. II! They are not assigned at all 

7. 0 No opinion 

38. In your opinion, how effective or ineffective an protective 
details as a means of protecting judges? (CHECK ONE.) 

N=792 

1. q Very effective 36.1 46 

2.0 Somewhat effective 52.5 96 

3.0 Neither effective nor ineffativc 5.4 96 

4.0 Somewhat ineffective 4.7 9 

5.0 Very ineffective 1.3 % 
______ --1-1-------- 

6. 0 No opinion Wd14) 
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39. Have you ever used a protective detail? (CHECK ONE.) SECTION IV. DlSTRlff COURT SECURITY COMMITTEE 

I.0 Yea 

2.0 No 

The District Court Security Committee is responsible for advising 
233% on tht planning. implementation, and continuous review of the 

court security system for each federal judicial facility in its 
16.7 % district. Please answer the Following questions as they relate to 

your experience with District Court Security Committees. 

40. Have you ever turned down or c&continual a pokctivc 
detail? (CHECK ONE) 43. Has a court security committee been established in your 

district? (CHECK ONE.) 

N4407 N=1,395 
I.0 No 908% 

I.0 Yes (CONTINUE WITH 545 % 

2.0 Yea -> Please explain why. 9.2 5% QUESTION 44.) 

2.0 No 
(SKIP TO TOP 

9.5 % 

41. In your opinion, has the Marshals Service ever prematurely 
3.D Uncertain I OF NEXT PAGE.) 36.1 % 

discontinued a pmktiva detail provided to you? (CHECK 
ONE.) 

N=1,242 

1.0 No 

44. Are you currently serving or have you ever served as a 
member of the District Court Securily Committee? 

97.9 46 
(CHECK ONE.) 

2. a Ytd --> Plesse explain. 
N=763 21% 
1.0 Yes 

42. Has the Marahrls Service ever declined to provide you a 
protcdivc detail wkn you believed one wss needed? 
(CHECK ONE.) 

2.0 No 

N=1,343 

1.0 No 98.1 % 

2.0 Yts --, Pledse explain. 1.9 46 

36.4 % 

63.6% 
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45. In your opinion, how effectively or ineffectively does the court security committee in your district address security needs of the 
following judicial family members? (CHECK ONE BOX IN EACH ROW.) 

VT Somewhat 
effectively effectively 

r-r (1) (2) 
L Article III judges N=557 29.8 % 41.8 w 
b. Magistrate judges N=495 23.6 $6 475 95 
c. Bsnkruotcv iadees N=499 2Q.6 96 44.9 45 
d. Court clerk and administrative staff 

N--445 18.4 k 41.6 % 
t. Pre trial service staff N&429 16.1 96 36.8% 

1 F. Probation office staff N=338/ 16.0 % 1 37.9 % 
g. Public defender staff 

h. U.S. Attorney/staff 

Ns276 145 % 293 % 
N=295 IS.6 % 33.2 % 

N&hR 
effectively 

nor 
ineffectively 

(31 

13.5 % 
15.2 96 
18, 95 10.8 % 1 5.6 % 1 W=219) 

22.5 % 
30.7 % 
30.2 46 
37.0 96 
32.5 cl0 

SECTION V. OTHER FACILlTIES IN WHICH YOU PRESIDE 

The purpose of this section is to gather information about facilities, other than your main facility (h&quarters), in which you preside. 

46. Do you preside at any facility other than headquarters? (CHECK ONE.) 

N=1,412 

I.0 Yes --z (CONTLNUE WITH QUESTION 47.) 51.4 96 

2.0 No ---> (SKIP TO QUESTION 49.) 48-6 % 
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47. For each of these otha facilitics at which you have presided during calendar year 1991, please indicate how secure or insecure 
you f-1 kom job-related threaddanger white at the facility. (PLEASE ENTER THE NAME AND LOCATION OF EACH 
~THERFA~ILITYANDCHECK ONE B~~FOREA~HFAC~L~YOUENTERED.) 

VerY Somewhat Neither 
Please enter the name and location of each 

Somewhat Very 
secure secure secure nor insecure insecure 

facility: insecure 
(1) (2) 13) (4) (5) 

a. N=710 263 95 34.1 w l3.9 % 16.8 96 8.9 46 
b. N&371 28.8 % 31.3 96 17.0 % 15.4 46 7.5 45 
c. N=172 35.5 % 32.0 46 16.9 % 105 % 5.2 % 
d. N=8S 31.8 46 30.6 5% 17.6 % 11.8 % 8.2 96 
e. N=38 36.8% 34.2% 13.2 $0 ID.5 % 5.3 % 
f. N=10 (N=3-) W.5’) (N=l.) - m=13 

48. According to your perceived security needs, do security measures at tbcsc facilities exceed, meet, or fall short of what is needed? 
(PLEASECHECKONEBOXFOREACHFACILITY YOUENTEREDINTHEPRlORQUESTION.) 

Pleas answer for the facilities 
entered in the prior question. 

Facility “I” from prior 
question. N=17 (FM*) Ri=13 (N=ll-) (N=21 (N=2’) 

SECTION VI.DUTIt?S PERFORMEDBY MARSHALSSERVICE 

49. Are you a Chief District Judge (or the Chief District Judge’s designee)? (CHECK ONE.) 

N-1,408 

1.0 Yes --->(CONTINUEWlTIi QUESTION 50.) 5.8 % 

2.0 No ---> (SKIP TO ITEM 51.) 94.2 4% 

Page SC GAO/GGD-94.112 Federal Judicial Security 



Appendix I1 
Court Security Questionnaire (Federal 
Judges) 

50. Am the fotlowing duties performed by the U.S. Marshal ox deputy marshals in your die&t? If yea, how satisfied or diasatisfed 
are MU with their wrfomuncc of these duties? (CHECK “YES”. "NO", OR "DO NOT KNOW” FOR EACH DUn. IF “YES” 
CHECK LEVEL 6F SATISFACTION.) . 

If established, how often does the 
committee meet each year? 

NY=67 

N=45 

N&l 

N=S4 

N=63 

N=62 

N-s1 

N=33 

N=S4 

N=49 

N=39 

Level of Satisfi 

80.6% 143 % 

=I= 66.7 46 24.4 % 

82.4 96 7.8 % 

ion 

OGilCdly 
dissat- 
isfti 

(3) 

4.5% 

a9 5% 

9.8 % 

87.0 % 11.1 96 

+ 

889% 9.s % 

77A% 14.5 % 

T 72.5% 255% 

636% 27.3 % 

I 35.9 95 
!XA% 

1.9 % 

1.6 96 

6.1 % 

20 % 

9.1 96 

7.4 % 

6.1% 

7.7 % 
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SECITON VII. ADDITIONAL COMMENTS ON COURT SECURITY 

51. The remaining rqace is avaihblc for any additional comments and recommendations on the subject of court security for 
judicial personnel. If referring to a specific question, plsare provide the number of that question. If necessary, you may add 
additional aheels. 

Thank you for your assistulce. Please retmn your completed qucslionnairc in the tXKlOBed prcaddressed envelope. 
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Court Security Questionnaire (U.S. Marshals 
Service-District Survey) 

U.S. General Accounting OfWe 

Court Security Questionnaire 
U.S. Marshals Service - District Survey 

lNTRODUCTION 

The U.S. General Accounting Office (GAO), an agency of 
Congress, is conducting a study of the security provided to 
federal judicial personnel. 

This “District Survey” contains questions about judicial 
security issues that involve policies and practices at a 
district-wide level. This questionnaire is to be completed 
&by the U.S. Marshal in this district. (llte 
accompanying “Facilitv Survevs” may be filled out by 
Deputy Marshals or Court Security Officers, if you feel that 
they can better complete any or all parts of those 
questionnaires.) 

If you have any questions, please call lerilyn Green ot 
Vemon Tebas at (214) 85%2Mw). 

Please return completed questionnaires together, (or 
separately, as they are completed). in the pre-addressed 
envelopes provided. Please return all questionnaires within 
3 weeks of receipt; your prompt attention is appreciated. In 
the event the envelopes are misplaced, the return address is: 

U.S. General Accounting Office 
Dallas Regiona Office 
Attn: Ms. letilyn Green 
1445 Ross Avenue, Suite 1500 
Dallas. TX 75202 

Thank you for your assistance 

1. SURVEY INFORMATION 

Unless otherwise noted, please answer the. following 
questions as they relate to operations in your district 
taken as a whole. 

lNDIVIDUAL COMPLETING THIS QUESTIONNAIRE 

Name: 

Title: 

Address: 

Phone: ( ) ~ - 
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Court Security Questionnaire (U.S. Marshala 
Service-District Survey) 

Il. RfSK TO FEDERAL JWDICIAL PERSONNEL 

In this section, we would like your general impressions of the risks of potential violence faced by federal judges and other federal 
judicial peraonncl. Please think about conditions throughout your district when answering. 

I. 00 you believe federal judges in general face a greater risk to their lives than do other citizens in our society? (CHECK 
ONE) 

N=94 

1.0 No 12.8 % 

2.0 Yes 86.2 % 

3. 0 Do not know 1.1 % 

2. Which of the following do you believe posea the greatest risk to federal judgea? (CHECK ONE) 

l&94 

I. Cl The unknown (stated or implied) threat 12.8 c 

2. 0 The unknown general danger associated with being a federal judge 84.0 % 

3. 0 other --> Please Specify: 2.1 w 

4. 0 00 not know 1.1 90 

3. Bad on your experiences in this district how much risk to federal judges is generally associated with rhe civil cases and 
(CHECK ONE BOX IN EACH ROW) - - ctiminal caacs heard here? 

Very high 
soum of 

risk 

(1) 

4.3 R 

13.8 % 53.2 % 24.5% 6.4 % 2.1 96 

Not ---I Applicable 
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Court Security Questiomalre (US. Marshals 
Servic+District Survey) 

In general, how secure or insecure do you believe the following types of judicial personnel are from jobrelated threats or 
danger in and around the court facilities in this district? 

(WHEN REFERRING TO JUDGES IN ANY QUESTION, INCLUDE SENlOR JUDGES AND VISITING JUDGES 
IN YOUR CONSIDERATIONS; CHECK ONE BOX IN EACH ROW) 

Type OF Personnel: 

Clerk of coun staff N=94 39.4 % 46.6% 6.4 % 6.4 % 1.1 % - 
Pretrial Services slaff N=87 34.5 70 50.6 % 4.6 % 5.7 J 4.6 % ly=7) 
Probation Office slaff N=92 315 % 51.1 % 7.4 % 5.4 9 4.3 % (N=l) 
Public Defender staff N=S% 19.0 % 44.6% 17.2 56 12.1 Q 6.9 % (N=M) 
U.S. Altomey staff Nz92 26.1 % 52.2 % 13.0 % 3.3 % 5.4 96 w=a 

5. In general, how secure or insecure do you bebeve the following types of judicial personnel are from job-related threats or 
danger AWAY from the coun faciliks in this district? (CHECK ONE BOX IN EACH ROW) 

rype of Personnel: 

Away from the court facility, these Personnel are: - 

“V Somewhat Neither Somewhat “WY 
Secure SeCU~ secure nor Insecure Insecure 

Insecure 
(1) (7.) (3) (4) (5) 

Article III Judges 
(District & Aowals Judges) N=921 1.1 % 1 10.9 8 1 39.1 % 1 30.4 % 1 185 % 
U.S. Maaistrate Judges N=92 1 - 1 13.0 95 1 42.4 C 1 27.2 % 1 17.4 7’0 
U.S. Bankruptcy Judges N=91 - 143 % 41.8 % 29.7 95 143 45 

I I I I 1 
Clerk of Court staff Nz94 3.2 % 11.7 % 1 553 % 1 16.1 % 11.7 96 
Pretrial Services staff N=87 2.3 % 12.6 % 51.7 % 195 % 13.8 % 
Probation Office staff N=92 2.2 % 14.1 % 48.9 % 23.9 I 10.9 % 
Puhbc Defender s&aff 

U.S. Attorney staff 

N=6S 1 1.5 % 1 10.8 % ( 56.9 % 1 16.9 % 1 13.8 % 
N=92 1 1.1 % 1 13.0 % 1 45.7 % 1 27.2 % 1 13.0 % 

Not 
Applicable 

(6) 

(N=a 
W=2) 

I 
W% W=7) 
(N=a (N=W 
@=a 
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Appendix III 
Court Security Questionnaire (U.S. lUarshala 
Service-District Swey) 

III. ON-SITE SEXXIRITY PLANNING 

A. Sanity Surveys sod Plans 

“Security Suc~evs” are any written or documented inspections or reviews that take an inventory of security measurea, 
evrhwe the p~rformaoce of security systems, ad help the Marshals Service asscsa sccurjty tuedr at a particulat facility. 

“Sea&v Plans” refer to written rcpxts of building security meawes and prcccdurps, judicial personnel ptotilcs, 
recommendations for facility changes, and other facility-related information. 

6. At bow mnoy, if any, judicial facilities in this district dwa the Mamhds Service regularly condo Sezuritv Swevs? 
(CHECK ONE) 

I.0 None of the facilities ---> SKIP TO QUESTION 11 3.2 + 

2. Cl Some facilitiur 1 11.7 96 
CONTINUE WlTH THE NEXT QUESTION 

3.0 All facilities 85.1 % 

7. How often arc these Security Suwcya conducted? (CCHECK ONE - CHOOSE ANSWER THAT MOST CLOSELY 
APPROXIMATES ACTUAL SCHEDUL@) 

N=90 

1.D Lcsstbanonceayeal 178 % 

2.0 Abom once s year 60.0 95 

3.0 More than once a year 

4.0 00 not know 

22.2% 

8. Which of the following people regularly participate in or assist with these Security Surveys? (CHECK ALL THAT 
APPLY) 

Nal (N(yFE: PERCENTAGES TOTAL TO MORE 
THAN 100% DUE TO MULTIPLE RESPONSES.) 

a. III USMS district pcmonnel 

b. 0 USMS Court kurity Field lospector 

104.0 96 

51.6 % 

c. 0 USMS court security HeadquaJteK? klspcetot 242% 

d. 0 GSA building managuntnt repwentativc 308% 

e. 0 GSA security representative (e.g., Federal Protcctiw Service) 19s % 

f. q Representative from (non-GSA) building management 
g.0 othm 

9.9 % 
26.4% 
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Appendix III 
Court Security Questionnaire (U.S. Marabals 
Servic~Dbtrict Survey) 

Which of the following items. if any. arc usually examined in thcsc Security Surveys? (CHECK EITHER “YES’ OR 
“NO” FOR EACH OF THE FOLLOWING ITEMS - IF “NO.” ARE THEY EXAMINED IN ANOTHER WAY?) 

LO. To what extent, if at all. are the results of the Marshals Service’s Security Surveys in this district used for the following 
purposes? (CHECK ONE BOX IN EACH ROW) 

Security Surveys an5 used for this purpose: 

To identify R)UR security 
needs in this district 

To develop written security 
Plana for facilities 

N=91 

Ndf 

Toavery To a 
grcnt BFcat 

extent extent 
(1) (2) 

68.1 46 26.4 % 

45.1 % 39.6 95 

To a 
modate 

extent 
(3) 

4.4 96 

9.9 % 

To Iy)me 
extent 

14) 

1.1 96 

4.4 % 

To little 
or no 
entent 

(5) 

1.1 96 
To develop the annual 
budget request N+l 1 505% 1 29.7% 1 12.1% 1 44% 1 3.3% 
other Purpose: 

N=12 (N=7) P-1 pJ=l) - IN=11 
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Appendix III 
Court Security Questtonnaire (U.S. Marshals 
Servic~District Survey) 

11. Do eny cuber groups conduct their own security eumys of buildings with judicial fecilitics in this district? 
(CHECK ONE) 

N&94 

I.0 No 42.4 96 --> SKIP TO QUESTION 13 

2.0 Yes 57.4 % --> Plcesc indicetc which of the following conduct these surveys: (CHECK ALL THAT 
APPLY) 

N&l (NOTE: PERCENTAGES TOTAL TO MORE 
THAN 100% DU TO MULTIPLR RESPONSES.) 

aU GSA 35.2% 

b. 0 Non-GSA building menegcment 5.6 % 

c. 0 Contract security agency (e.g., Mosler) 46.3% 

d.0 Otba: 11.1 % 

12. Have you ever usal the results of the%? otk surveys when datennining the security needs of this district? (CHECK 
ONE) 

1.u No 25.9 % 

2.0 Yes 72.2 40 

3. a Do not know 1.9 46 

13. For bow many, if eny, of the judickI facilities in this district dots the Mershels Se&cc bevc written Security Plans? 
(CHECK ONE) 

(“Sccuritv Plens” refa to written rcparts of building security mceeurcs end pmcalucs, judicial pemonncl profiles, 
rccommcndetioes fat fecility chengq end otbcr facility-relekd information.) 

I. 0 None of the facilities have Security Plans ----> SKIP TO QUESTION 15 

2.5 Some of tie facilities have Security Plans 

3.0 AH of the feciMies have Security Plans 
CONTlNUE WITH THE NEXT QUFSTION 

2.1 k 

28.7 9% 

69.1 % 

, 
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Appendix III 
Court Security Questionnaire (U.S. Marshal8 
Service-District Survey) 

14. Which, if arty, of the following items erc included in the Sccuritv Plans for judicial facilities in this district? 
(CHECK EITHER “YES” OR “NO” FOR EACH OP THE FOLLOWING ITEMS - IF “NO,” ARE IliEY INCLUDED 
IN ANOTHER DOCUMENT?) 

p5j-J 
IF NO: 

hlcludcd 
Elscwberc? I 

Do security plans include YES No 
(1) (2) 

Appreiralr of different risk envimnmcnts in the district N=92176.1% 1233% 1 
Appropriek ltcurity responsea to different risk envimnmcnts N=92 90.2 % 9.8 % 
Ouidelincs for pmdictirg disturbances or violence, to I 
be u8cd in anticipating risk 

Rulm governing the composition end responsibilities 
of the District Court Security Committee 

Pcmnel urofila of federal it&es in this district 

N=92 68.5 k 315% 
I 1 

N=92 175.0 % (25.0 % 
N=92 189.1 % IlO.9 % 

F+mccdurw for reviewing court celcnders aed 
dockets to identify upcoming security risks 

Procedures fob projecting future court security needs 

N=91 803 96 19.8 % 
N=90 81,l % 18.9 96 

Guidelinea for dctcrmining temporary security 
n&s for specieI events or thrut situetiona N=91185.7% 1145% 1 

otkr N=3 1 (N=2) 1 (N=1) 1 
ochu: N=l PM) ] - 1 

IS. In gcncrei. how setirfti or dissatisfied ere you with the. ccordinetion that currently exists bctwccn the Marsbela Service 
and the fallowing group& if my, that have any security responsibility in or around the judicial fecilitice in this district? 
(CHECK ONE BOX IN EACH ROW; IF GROUP HAS NO SUCH RESPONSI3ILITYY. CHECK “NOT APPLICABLE”) 

Groups that may have 
security rcsponsibiliticci in 
tbie district: 

V-Y 
setiefied 

(I) 

GSA N=tBI 104% 
Commcrciel leadlords of 
District buiMinas I N46 65% 

sfection or die&sfection with coordb 

Generelly NdW GUlCrally 
satisfied satisfied dissatisfied 

nor 
dissetisficd 

(2) 1 (3) 1 (4) 

46.6% I 20.5% I 125% 

(N=4) I - I (N=l) 

tion: I 

Vcr, NOt 
dissetisficd Applicable 

--I-- 
w (6) 

10.2 45 @h!a 
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Appendix III 
Court Security Questionnaire (U.S. Marshah 
Service-District Survey) 

16. Does the Mush& Service currently provide security services in this district that you believe should be the responsibility 
of another agency or group? (CHECK ONE) 

N=94 

1.a No 67.0 % 

2.0 Yes 31.9 % --> Please briefly describe such a service. and the agency or 
group in question: 

3. a Do not know/No opinion 1.1 % 

B. District Court Security Committee 

17. Is a District Court Security Committee currently in place in your district? (CHECK ONLY ONE -- IF MORE THAN 
ONE COMM~EEXISTS,ANSWERTHEFOLLOWINGQUESTIONSFORTHELARGEST.OR"MAIN" 
C~MMII-I-EE) 

N=94 

1.0 No -->SKlPTOQUESnON 26 2.1 % 

2.0 Yts --+C~NTINUE~~THTHEN~TQUESTION 97.9 % 

18. Which of the following types of people are now members of the Committee? (CHECK EITHER “YES” OR “NO” FOR 
EACH OF THE FOLLOWING PERSONNEL TYPES) 

GSA accurity representative (FPS) 

GSA Building Manager 

Other 

Ns92 413 9% 58.7 % 

Nf91 79.1 %I 20.9 % 

N--16 WE) m=l) 
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Appendix III 
Court Security QuestIonmire (U.S. Marshals 
Service-District Survey) 

19. How often does the Committee usually meet? (CHECK ONE - CHOOSE ANSWER THAT MOST CLOSELY 
APPROXIMATES ACTUAL SCHEDULE) 

NE92 

1.0 Lessthanonceayear 

2.0 About once a year 

8.7 96 

23.9 % 

3. El More dmn once a year 663 % 

4. [f Do not know 1.1 % 

20. Which, if any, of the following roles does the Committee play in the development of the annual budga request? 
(CHECK ALL THAT APPLY) 

N=92 (NOTE: PERCENTAGES TOTAL TO MORE THAN 100% DUE TO MULTIPLlE 
RESPONSES.) 

a. 0 Identifying security needs 89.1 % 

b. 0 Suggesting equipment or pasonnel to be quested 793% 

c. 0 Reviewing and approving security phM 76.1 96 

d. III Reviewing and commenting on the budget rcqucat 51.1 96 

e. 0 Making binding decisions on the budget request 23.9 96 

f. 0 Other role: 6.5 96 

21. In your opinion, how often do the recommendations of the Committee that are implemented teault in an increase in the 
level of security in your district? (CHECK ONE) 

N=91 

I. 0 Seldom, if ever 5.5 46 

2.0 Some of the time 198 % 1 
3.0 often 37.4 % 

I 
4.0 very often 17.6 46 Please describe the most recent instancx: N=87 

5.0 Atways or almost always 19.8 % 
_.__------ 

6. n Do not knowmo opinion (N=l) I 
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Appendix XII 
Court Security Questionnaire (U.S. Marshals 
Service-District Survey) 

22. In your opinion, how often do the recommendations of the Committee that are implemented result in a decrease in the 
level of security in your district? (CHECK ONE) 

N=ll8 

I. 0 Seldom, if ever 

2. Cl Some of the time 

3.D often 

4. El very often 

5. cl Always or almost ulways 
II_-_-_ 

6.0 Do not knowiN opinion 

94.3 % 

3.4 96 1 

2.3 96 

Please describe the most rezent instance: N+l 

23. In your opinion, how effective or ineffective is the Committee in addressing the sccwity needs of federal judicial 
personnel in the main District building and in otbw judicial facilities throughout Be district? (CHECK ONE BOX IN 
EACH ROW) 

I In addressinn the sccuritv needs of this moue. the Committee is: I I 

VWY Moderately 
effective effective 

Group: 

(1) 0) 

Neither 
effective 

ROT 

ineffective 
(3) 

5.6 90 

12.0 9% 

I . . 

Moderately Very 
ineffective ineffective 

(4) (51 

Do not 
lm0w/N01 
applicable 

(6) 

(N--l) 

3.6 % 2.4 45 t-9) 

h 
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Appendix III 
Court Security Questionnaire (U.S. Marshals 
Servic~District Survey) 

24. In your opinion, how effective or ineffective is the Committee in addressing the security needs of the following federal 
judicial personnel in this district? (CHECK ONE, BOX IN EACH ROW.) 

In addressing the security needs of this group, the Committee is: 

Group: 

very 
effective 

(1) 

Moderately Neilher Moderately veq Donot 
effective effective ineffective ineffective know/Not 

nor applicable 
ineffective 

(2) (3) (4) (5) (6) 

I Article 111 Judges 
(District & Appeals Judges) N=88j 71.6% 1 21.6 96 1 6.8 % i - / - 1 (N=3) 1 
U.S. Magistrate Judges N=88 69.3 % 23.9 % 6.8 % - fly=41 
U.S. Bankruptcy Judges N=88 61A % 273 % 9.1 % 1.1 45 1.1 45 (N=N 
Clerk of Court staff N=89 57.3 % 303% 11.2 % 1.1 95 - w=a 

( Preoial Services staff N=76] 48.7 % 1 28.9 % 1 21.1 % 1 - 1 1.3 % I (N=l@ I 
FVobation Office staff 

Public Defender staff 

( U.S. Attorney staff 

N=86 52.3 5% 30.2% 16.3% - 1.2 % W=J) 
N=48 39.6 % 18.7 % 35.4 $0 - 63 % RJ=w 
N=87[ 46.0 % 1 28.7 % 1 20.7 % 1 1.1 % ) 3.4 % 1 fN=5) 1 

25. In your opinion. how much value does the Committee have for addressing the security needs of this district? (CHECK 
ONE) 

N=92 

1.0 Litile or no value 1.1 % 

2. Cl Some value 9.8 % 

3.0 Moderate value 18s 96 

4. 0 Great value 47.8 ‘7’~ 

5.0 Very greal value 22.8 % 

6. U Do not know/No opinion 
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Appendix III 
Court Security Questionnaire [U.S. Marshals 
Servic~Dbtrkt Survey) 

c. 

26. 

The Roles of Federal Judicial Pcraonnci 

In your opinion, bow much influence do the following groups have in determining this district’s security policies and 
mcasurca? (CHBCK ONE BOX FOR EACH GROUP) 

1 The following groups have: 

Group: 

The Dislrict cant Security 
Committee as a group N=92 

The Chief District Judge N392 

Olbcr fedual judges N=S9 

The U.S. Marshal N=94 

GSA representatives N=87 

otbcc N4 

27. Are there federal judges in your district who routinely requesl a CSO or Deputy MarsbaJ for their courtrooms in cwea 
where the Marshals Service has determined that the risk level does not require them? (CHECK ONE) 

N=!J4 

I.0 No 585 % 

2.0 Yes 41.5 % 

3. El Do not know 
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Appendix III 
Court Security Questionnaire (U.S. MarshaLe 
Service-Dietrict Survey) 

28. To your knowledge, have any federal judges in your district ever taken any of the following actions? (CHECK EITHER 
“YES” OR “NO” FOR EACH ROW, AND FXPLAIN IF DESIRED) 

If you have any commenu 
or explanations of any of those actions, 

Prevented the implementation of a 
security measure, or had one discontinued? 

Had B security measure implemented against 
USMS recommendations? 

hwe4t I courl order to override a security- 
reeled decision the USMS had made? 

Chosen not to use installed security 
equipment? 

Chosen not lo follow established 
security policies or procedures? 

usal a cso w Deputy Marshal for 
non-security purposes? 

(1) (2) please use the space below: 
i- 

N=!#4 42.6 96 57.4 % 

N=94 8.5 9’0 915 % 

N=94 23.4 96 76.6 % 

N&4 57.4 % 42.6 96 

N=94 42.6 46 57.4 70 

N=94 18.1 46 81.9 5% 

29. Does the Marshals Service in this district offer any kind of standard security instruction or training to fed4 judgeg 
besidea the security orientation given to new judges nationwide? (CHECK ONE) 

N=94 

I.0 No --a SKIP TO QUESTION 32 

2.0 Yes 

I 
CONTINUE WITH THE NEXT QuEsTION 

3.0 Do not know 

149 % 

85.1 % 

30. Which of the following forms does this within-district security instruction or training take? (CHECK ALL THAT 
APPLY) 

N=80 (NOTE: PERCENTAGES TOTAL TO MORE THAN 100% DUE TO MULTIPLE RESPONSES.) 

a. Cl Written security materials 88.8% 

b. D Group instruction or briefings 55.0 % 

c. 0 One-on-one instruction or briefings 775 90 

d. 0 In-home security assessmenti 53% % 

e. 0 Fiiarms training or practice 56.3% 

f. 0 Other: 17.5 96 
----.“-___-_-_____ 
g. 0 Da not know 
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Appendix III 
Court Security Questionnaire (U.S. Mar8hals 
Service-District Survey) 

31. To what extent, if at all. do federal judges participate in the security instruction OT training offered in this district? 
(CHECK ONE) 

N=78 

1. Cl To little or n* extent 19.2 46 

2. 0 Toaomeentent 30.8 % 

3. 0 Toamoderatecxtcnt 26.9 % 

4. 0 To a great extent 205 % 

5. 0 To a very pt extent 2.4 % 

6. 0 Do not know/No opinion @=a 

IV. 

32. 

THE BUM;ET PROCESS 

Considering the specific items requcpted in the last annual budget you submitted, to what extent were they made for the 
following reatmns: (CHECK ONE BOX FOR EACH ROW) 

I Your reuuesta were made for these rcason8... I 

I (1) 1 (2) 1 (3) 1 (4) 1 .. (3 1 (6) 
I I I I I I 

To meet the minimum 
requirements of the 
U.S. Court Design Guide Nd30 30.0 95 27.5 % 21.3 96 113 45 10.0 % (N=14) 
To mqond to the requests of the 
District Court Security 
Committee N=87 333% 333% 143 % 9.2 % 9.2 % (PM) 
To respond to the rcquem of the 
Chief District Judge N=86 233 5% 31.4 95 22.1 46 11.6 w 11.6 46 t?J=V 
To respond to the requests of 
other federal iudaes N=85 235% 318 96 165 k 16.3 % 11.8 92. tW9) 
To respond to needs identified by 
technical experts (N-q.. physical 
security specialists) N=83 325 % 36.1 96 16.9 96 7.2 95 7.2 % (N=ll) 
To respond to security needs 
identified by a Security Survey N=83 313 % 43.4 % 133 40 3.6 ‘5 8.4 96 (N=ll) 

I To respond to security needs that 
you oc your staff have identified N=89152.8%136.0%1 9.0% 12.2% / - 1 (FM) 
Other reason(s): 

N=2 (N=2) - _ _ . W=l) 
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Appendix III 
Court Security Questionnaire (U.S. BIarshah 
Servic~Di&rkt Survey) 

33. 

V. 

34 

In your opinion, how much influence do the following groups have in determining the district’s court-related budget 
rqucst? (CHECK ONE BOX FOR EACH ROW) 

: br 

I 

Idget reque have: 

Little Do not 
or no know/Not 

influence applicable 
(3 (6) 

5.9 56 (N=% 
4.6 96 (N=7) 

7.2 % RJ=lW 
3.3 46 PW 

WW 

P$ 

The District court Security 
Committee as a PIDUP I I N=8S 37.6 % 27.1 96 20.0 % 9.4 % 

23 % 12-6 % 
19.3 46 108 96 

3.3 % 6.6 95 

Irr=% other N=61 (N=Z)= 

OFF-SITE SECURITY 

Thinking about the off-site security needs of federal judicial personnel in your district. how effective or ineffective do you 
believe the following equipment would be for improving their off-site security? (CHECK ONE BOX IN EACH ROW) 

V-Y 
effective 

Somewhat Neilher Somewhat Very Donot 
effective effective nor ineffective ineffective know/No 

ineffective opinion 
(21 (3) (6) 

Cdhdar phones N=91 44.0 % 
Beeper/pager (to alert judge 

at any time) N=92 27.2 % 

363% 

483% 

15.4 % 

19.6 % 1.1 96 1 3.3 a. 
3.3 96 4.4 % =I= 1.1 % 43 % 
2.2% 1.1 % 

Remote cu starter 

car alarm 

N=90 30.0 % 

N=93 473 % 
478 96 
41.9 46 

14.4 % 
s.4 % W=l) 

Home alarm N=93 1 60.2 8 35.5 % 1.1 % 
Other equipment? (SPECIFY) 

N-13 (N-7) .--“----““““-“--““-“““~-----~-““~---- _“““___“. 

t 

N=3 (N=Z) .~“““““~~~__--“-__~~__l______________ ““-“““““. 
N=Z (N=Z) 

(N=S .“““” -“-“” 
W=l) 

.------.--- 
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Appendix III 
Court Security Questionnaire (U.S. Marshals 
ServiceDistrict Survey) 

35. Which, if any, of the following equipment has ever been provided by the Marshals Service to any federal judicial 
personnel in this district? (CHECK ONE BOX IN COLUMNS A, B, AND C FOR EACH ROW) 

Home alarm 

Nz93 
N=93 

Ns92 
N=92 

N=90 
N=91 
N=89 

N=13 
N=O 
N=O 

N=% 
N=90 

N=14 
N4l 
N=l 

C 

Provided to other 
judicial personnel? 

2.2 % 97.8 % 
4.5 % 95.5 % 

a (N-V (N=lO) - - - - - - _- -- - - - - - - 
---_-_- - 

(N=l) - 

36. In your opinion, who should have tbc authority to determine the off-site security equipment needs of federal judges? 
(CHECK ONE) 

N=t94 

I, 0 The U.S. Marshals Service only 8.5 % 

2.0 Judges only 

3.0 District Court Security Committee 10.6 % 

4.0 U.S. Marshals Service and judges equally 17.0 % 

5.0 U.S. Marshals Service pnmarily. with input from the judges 52.1 % 

6.0 Judges primarily, with input from the U.S. Marshals Service 8.5 % 

7.0 other: 3.2 9% 

8. 0 Do not know/No opinion 
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Court Security Questionnaire (U.S. Marshals 
Service-District Survey) 

VI. PROTECTIVE DETAILS 

37. To your knowledge, have protective details ever been provided to any of the following judicial personnel in this district? 
(CHECK BITHER “YES” OR “NO” FOR EACH ROW) 

I YCS 
I 

NO 
(1) (2) I 

I Article III Judges 
(District & Anneals Judges) N=93 75.3 % I 24.7 % I 

1 U.S. Magistrate Judges N=93 1 269 % 73.1 % I 
U.S. Bankruptcy Judges N=93 5.4 9i 94.6 % 

Clerk of Court staff N&3 3.2 46 96‘8% 
[ Retrial Services staff N=92 1 1.1 a0 ~ I 789 95 I 

Probation Office staff 

Pubiic Defender staff 

US. Attomey staff 

N=93 1.1 % 989% 
N=fW 1.1 96 989% 
N=93 415 46 58.1 96 

38. In your opinion, are protective details for federal iudnes in your district assigned more often than necessary, about as 
often as necewry, or less often than necessary? (CHECK ONE) 

Ndl 

1.0 Much more often than necessary 

2.0 Somewhat more often than necessary 

3.0 About as often as necessary 96.3% 

4.0 Somewhat less often than necessary 2.5 % 

5.0 Much leas often than noxssaty 
-----..- ..-.. -..- 

6.0 Do not know/No opinion 

12 % 

(N=lZ) 

39. Has the Marshals Service in this dishict ever had to turn down a judge’s request for a protective detail? (CHECK ONE) 

N=94 

I.0 No 96.8% 

2.0 Yes 3.2 46 --> Please describe such an instance: 
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Appendix III 
Court Security Questionnaire (U.S. Marshala 
Service-District Survey) 

40. Has the Marshals Service in this district ever had to discontinue a protective detail when a judge wished it to continue? 
(CHECK ONE) 

Nd4 

I.0 No 94.7 % 

2.0 Yes 5.3 % ---> Please describe such an instance: 

41. Has a judge in this district ever declined or discontinued B pmtectivc detail that the Marshals Service had implemented 
for them? (CHECK ONE) 

Na94 

I.0 No 90.4 % 

2.0 Yes 9.6 5% ---> Please describe such an instance: 

VII. COURT SECURITY OFFICERS 

42. Which. if any. of the following duties do CSO’s currently perform in your district? (CHECK EITHER “YES” OR “NO” 
IN EACH ROW) 

Do CSO’s in this district now perform these duties: 

Operating screening equipment at enhances N=94 

Yes 
(1) 

98.9 % 

NO 
(2) 

1.1 % 
Guarding entrances and exits N=94 915 % 65 % 

I 
Monitoring CCTV and alarm systems 

Roving inside the court facility 

N=94 93.6 % 6.4 % 

N=94 109.0 % 

Standing guard during coun proceedings N-94 1 94.7 % 1 ~5.371 

Escorting jury lo and from courtrooms N=94 64.0 8 16.0 % 
I I 

Escorting prisoners to and from couwms 

Standing guard in puking lot or garage 

Assisting in transporting prisoners 

N=94 10.6 % 69.4 % 

N=94 id.7 % 363% 

N=94 4.3 % 95.7 c/c 

1 other: N=2 1 (N=a I - I 
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Appendix III 
Court Security Questionnaire (U.S. Marshals 
Servic*District Survey) 

43. Which of the followine duties do vou believe that CSO’s. if eivcn ~rotw trainine and authmitv. should b mitted to 
perform? (CHECK ObE BOX F&R EACH DUTY -- IF’ANiWEI; I$ “NO,” PiEASE EiPLkN) 

Duty: 

Transport prwners 
tdfrom court faulity 

Guard prisoners 
in the courtroom 

Guard prisoners during 
attorney conferences 
wilhin the court facility 

Serve summonses 

Other: 

Should CSO’s be permitted to perform IF NO: 
this duty? Please briefly explain why not: 

I. cl Yes 41.5 % 

2.0 No 57.4 % 

N-s94 3. 0 No opmion 1.1 % 
I. 0 Yes 585 % 

2.0 No 415 % 

Nr94 3. 0 No opinion 

1.0 Yes 59.1 % 

2.0 No 40.9 % 

Nr93 3. 0 No opinion 

I. Cl Yes 27.7 % 

2.0 No 67.0 % 

Nz94 3. 0 No opinion 5.3 % 
I, n Yes (N=Il) 

2.0 No 

N=l2 3 0 No opinion IN=11 
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Appendix III 
Court Security Questionnaire (U.S. Mar&ale 
ServAcoDistrict Survey) 

In which of the following sitmions do you believe that court security offkers, if given proper trtining pnd authority, 
should be permitted to provide courtroom security? (CHECK ONE BOX FOR EACH SITUATION -- IF ANSWER IS 
“NO,” PLEASE EXPLAIN.) 

Situation: 

RethI civil hearings 

Civil hi.& 

Post-uial civil hearings 

Pretrial criminal hearings 

Criminal Irials 

Poshtrial criminal hearings 

Should GO’s be permitted to provide IF NO: 
couRrOOm security in this situation? Please briefly explain why not: 

1.0 Yes 95.7 9% 

2.0 No 43 9% 

N=94 3.0 No opinion 

1.a yea 97.9 96 

2.0 No 2.1 % 

Ns94 3.0 No opinion 

1.0 Yes 95.7 46 

2.0 No 4.3 a0 

N=94 3.0 No opinion 

1.0 Yes 116.0 46 

2.0 No 14.0 96 

N=93 3. D No opinion 

1.a Yea 79.8% 

2.0 No 20.2% 

N=+l 3. 0 No opinion 

1.0 Yea 83.0 % 

2.0 No 17.0 95 

Na94 3.0 No opinion 

1.0 Yes m=a 

2.0 No (N=Z) 

NS9 3.0 No opinion (N=l) 
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Appendtx III 
Court Security Qneationnalre (U.S. Mushala 
Service-District Survey) 

45. Overall. how satisfied or dissatisfied are you with the security pmvided by Court Security Officers in your district? 
(CHECK ONE) 

N--94 

1.0 Very salisfied 77.7 % 

2.17 Somewhat satisfied 20.2% 

3.0 Neither satisfied nor dissatisfied 11 % 

4. 0 Somewhat dissatisfied 

5.0 Very dissatisfi 

6.0 No opinion I 

46. IS there any other information that you feel would be helpful to our review? if so, please use the space below: 
(ATTACH EXTRA SHEETS IF NECESSARY) 

N=94 

HAD COMMENTS 26.6 % 

NO COMhlENTS 13.4 % 

This completes our questionnaire. 
Please return this questionnaire together with the Facility questionnaires, or separately in its own envelope. 

Thank you for your assisme. 
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Appendix IV 

Court Security Questionnaire (U.S. Marshals 
Service-Facility Survey) 

U.S. General Accounting OftIce -_-_.. . 

Court Security Questionnaire 
U.S. Marshals Service -.-. Facility Survey 

INTRODUCTION I. SURVEY INFORMATION 

The U.S. Ocneral Accounting Office (GAO), M agency of 
Con-. is conducting a study of the ssurity provided to 
federal judicial personnel. 

Unless othcrwisc noted, please answer the following 
questions a.9 they relate to operations at this facility: 

This “Facilitv Survey” contains questions about the federal 
judicial operations that take place here, security measures. 
Staffing. and other issues. This awstionnajre is to b-c filled 
OUI for the soecitic iudicial facility identified on the label, 
reaardless of the tvoe of iudicial ooerations here. If this 
facility has movad, please make the addreaa c-don. If a 
facility ban been w without replacement, check the box 
provided and return the questionnaire. Additional 
questionnaires without Iat& am included in the event that 
new judicial facilities have bxn & recently. 

r- 1 

L-- i 

If the above address is not correct, please check one of 
the following boxes: 

The uuestions in this “Facility Survev” should be answered 
by the U.S. Marshal. Deoutv Marshal. or Court Security 
Oftica most familiar with ooerations at this iudicial facility. 

q The Judlctal facdity at this address has been moved to: 

(flea.se imnver rhe following quesrio~ as they relarc 
to opt-rations at the new facility you idmtib b&w) 

If you have any questionq please call Ierilyn Green or 
Vmon Tehas at (2 14) 855-2600. 

please return this questionnaire within 3 weeks of rtctipt. 
This questionnaire can be returned with other cornpIeced 
questionnaires. or separately in its own envelope, as soon as 
it is completed. In the cveot the envelopes bre misplaced, 
the return address is: 

U.S. General Acccuoting Office 
Dallas Regional Office 
Attn: Ms. Jerilyn Green 
1445 Ross Avenue, Suite 1500 
Dallas, TX 75202 

cl The Judicial facilities at this address have b%m closed 
and not re-opeoed elsewhere 

Thank you for your assistance. 
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Appendix IV 
Court Security Questionnaire (U.S. Ibfaauhsls 
Service+-Facilky Survey 1 

INDIVIDUAL.(S) COMPLETING ANY PARTS OF THIS 
QUBSTIONNAIRE: 

Phone: ( ) --- 

Name: 

Title: 

Addross: 

Phone: ( 1 --- 

Name: 

Title: 

Addtcss: 

Phone: ( ) -“- 

If. FACILITY BACKGROUND JNFORMATION 

The questions in this section rtfw lo operations at the 
judicial fWity identifKd on the front-page MeI. or its 
equivalent A ‘judicial facility” is b building. or a put of 
a building, where court-r&ted activitica take plvc, or 
where federal judicial personnel work. 

1. Which of the following best describes the type of 
(CHECK ONLY building this judicial facility is in? 

ONE) 

1. IX Multiple-tenant building 

2. III Judicial faciiity is sole 
tulant of building 

05.2% 

14.8 96 

2. How many different floors of this building dots tbc 
judicial facility occupy? (ENTER NUMBER) 

N=581 
Mean = 29 
Median = 2 
Range = 1 - 30 

floors 

3. In what year was this building originally conWMed? 
(ENTER YEAR) 

Mean = 1952 
M&in = 1961 
Range = 1854 - 1992 

4. Is this building designated PII Historic? (CHECK ONE) 

N=581 

1.0 No 

2.0 Ye3 

3. El Do not know 

62.7 96 

313 % 

6.0 % 
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Appendix IV 
Court Security Questionnaire (U.S. Marshals 
Service-Facilitjr Survey) 

5. Is this building: (CHECK ONLY ONE) 

NS83 

1. U Owned or lea&, in whole or par& by the General Services Administration (GSA)? 

2. 0 Privately owned and managed? 

3. U Other arrangements -- Please specify: 

73.2 46 

20.4 96 

6.3 % 

6. Which. if any. of the following federal judicial operations or staff sre located in this facility? (CHECK “YES” OR “NO” FOR 
EACH ROW, SPECIFY ANY OTHER JUDICIAL OPERATIONS) 

OpeMionlStafk 

Federal bearines or trials 

Located Here? 

N480 1.0 yes 755 % 2. 0 no 245% 

I Clerk of Court staff NS76 1 1. q yes 656% 2.0 no 34.4 % I 
R&al Services staff N=576 1 l.Oyes 41.3 % 2. c3 no 58.7 % 1 
Fvobation offcer staff N=581 l.Uyes 59.4 5% 2. 0 no 40.6 96 
Public Defender staff N=578 1. cl yes 10.6 % 2.0 no 89.4 % 

1 U.S. Attorney staff N=S78 1 1. 0 yes 33.7 % 2. 0 no 663QI 
other N=225 1. cl yes 74.2 40 2. I7 “0 25.8% 
OIIW: N=103 l.Klyes 46.6% 2. u “0 53.4 % 

7. How many federal judges’ chambers, and how many coomo~ms used by federal judges, are in this facility? (ENTER 
NUMBERS. OR “0” IF NO SUCH QUARTERS) 

- Chambers N=S84 

- courtrooms N=585 

Mean = 3.6 Median = 2 Range = D - $3 

Mean = 3.0 Median = 2 Range = 0 - 53 

8. How many. if any, of the chambers or courtrooms you enumerated in Question 7 are usually set aside for visiting judges or 
scnbr judges? (ENTER NUMBERS, OR “0” IF NO SUCH QUARTERS SET ASIDE) 

- Chambers N&J3 Mean = 0.7 Median = 0 Flange=O-28 

- courImoms N=574 Mean = 0.4 Median = 0 Range = 0 - 10 
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Appendix IV 
Court Securlty Qne8tionnaire (U.S. bfaruhals 
Servic+Facility Survey) 

9. How many of the following types of personnel arc permanently assigned to this building? Enter numbers of Full Time 
Equivalent personnel, including after-hours and other shift personnel. When counting pcrswnel of the following types, please 
include those assigned supervisory roles, or duties not specifKally including building security. (ENTBR NUMBERS, OR ‘0” 
IF NO SUCH PERSONNEL HERE - IF NUMBER UNKNOWN, LEAVE BLANK) 

- Deputy U.S. Marshals N=W Mean = 3.4 Median 3 0 Range=0.40 

- court security officers (CStYs) N=578 Mean = 3.9 Median=2 Range=O-55 

- Federal Pmteztive Officers (FPG’S) N=530 Mean= .2 Median = 0 Range = 0 - is 

- All other contract guards N=49S Mean= 5 Median = 0 Rangero-15 
SPECIFY: 

10. Please estimate, to the best of your abitity. the percentage of federal cases heard in this facility during calendar year 1991 that 
you perceived as high risk. moderate risk. and low risk. (ENTER WHOLE PERCENTAGES TOTALING 100% -_ 
ESTIMATE FROM RECORDS, IF POSSIBLE) 

0 No federal cases heard in this facility in 1991 24.8 % 

N=437 Mean = 16.5% Mediin = 10% RMge=O%-90% 

- % High Risk (i.e., substantial potential for violence) 

N=437 Mean = 31.8% Ml?dh=30% Ranp=0%*100% 

_ 5% Moderate Risk (i.e.. some potential for violence) 

N=437 Mean = 51,745 Median = 50% Range = 0% - 100% 

_ 96 Low Risk (i.e.. little or no potential for violence) 

11. Do YOU consider the immediate area in which this building is located a high, maliurn, or low crime area? [CHECK ONE) 

N=585 

1. 0 High crime area 21.0 % 

2. Cl Medium crime area 39.1 k 

3. 0 Low crimearea 38.5% 

4. 0 Do not know 1.4 96 
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Appendix IV 
Court Security Questionnrlre (U.S. b¶amhds 
Service-Facility Survey) 

12. Which d the following groups have 3 rwponsibility for providing or maintaining security in or around this building? 
(CHECK EITHER “YES’ OR “NO” FOR EACH ROW) 

Does this group have any security 
responsibilities in or around this building? 

General Services Administration (GSA) 

Donot 
Ym No knowRJot 

applicable 
(1) (2) (3) 

NJ84 48.3 9b 47.8 % 3.9 % 
Commercial landlord of this building N&83 18.7 % 60.2 96 21.1 % 

I Other ttnant@) of this building 
(i.e.. other governmental or commercial occupants) N=S801 119 % 1 49.7 46 1 18.4 % 1 

1 other: N=246f 63.8% 1215% ] 14.6% 1 

Page 113 G4&GGD-94-112 Federal Judidsl security 



Appendix IV 
Court Security Questionnaire (U.S. Marshals 
Servic+Facility Survey) 

III. ON-SITE SECURKY 

Please answer a11 questions in this section as they pertain to current security arrangements usually in effect at this facility 

A. Employee Parking 

13. Please describe parking arrangements. if any, for the following personnel who work at this facility at least part-time: 
(INDICATE IN COLUMN 1 WHETHER PARKING ARRANGEMENTS HAVE BEEN MADE FOR EACH GROUP. IF 
SO, PLEASE ANSWER THE QUESTIONS IN COLUMNS 2 THROUGH 4.) 

tiicle 111 Judges 
:Distict & 
r\ppeals Judges) 

U.S. Magistrate 
ludges 

U.S. Bankruptcy 
ludgea 

Clerk of 
COUK 
staff 

Prebial 
Services 
staff 

Probation 
Office 
staff 

Public 
Defender 
staff 

U.S. 
Attorney 
staff 

1. 

Is parking 
provided to tbis 
group:, 

N=584 
1. 62.8 46 yes 
2. 14.0 s no 
3. 23.1 % no such 

personnel 

N=585 
I. 47.5 96 yes 
2. 22.2 46 no 
3. 30.3 I no such 

personnel 

N=585 
I. 46.3 % yes 
2. 23.8 56 no 
3. 29.9 9i no such 

personnel 

N=583 
1. 55.4 % yes 
2. 26.6 % no 
3. 18.0 % no such 

personnel 

N=582 
I. 32q6 % yes 
2. 32.8 % no 
3. 34.5 5% no such 

pexsonnel 

N=581 
1. 50.6 96 yes 
2. 26.9 % no 
3. 22.5 % no such 

personnet 

N=583 
1. 8.4 % yes 
2. 39.1 Q no 
3. 52.5 % no such 

pemOmte1 

N=577 
I. 32.1 % yes 
2. 33.8 % no 
3. 34.1 % no such 

personnel 

I 
2. 

If provided: 

Is this parking 
enclosed? (fenced lot ot 
closed garage) 

N=365 
I. 31.0 % yea, 

enclosed 
2. 69.0 96 no. not 

enclosed 

N=276 
I. 32+2 % yes 
2. 67.8 % no 

3. 
If provided: 

s parking enhance 
ontrolled? (guard or 
:lectric gate access) 

N=363 
I. 344 % yes. 

controlled 
!. 65.6 46 no, not 

coontm11ed 

N=274 
I. 36.1 % yes 
!. 63.9 % no 

N=270 
I. 37.0 % yes 
2. 63.0 % no 

N=269 
I. 39.8 % yes 
2. 40.2 % no 

N=322 
1. 32.0 % yes 
2. 68.0 % no 

N=321 
I. 34.9 % yes 
2. 65.1 W no 

N=187 N=l86 
I. 29.9 % yes 1. 32.8 96 yes 
2. 70.1 % no 2. 67.2 90 no 

N=291 
I. 24.1 % yes 
2. 75.9 % no 

N=289 
I. 27.0 % yes 
2. 73.0 % no 

N=48 
1. 35.4 % yes 
2. 64.6 % no 

N=47 
I. 29.8 R yes 
2. 70.2 % no 

N=183 
I. 27.9 % yes 
2. 72.1 % no 

N=l%Z 
I. 34.1 95 yes 
2. 65.9 90 no 

d 

If provided: 

Is parking area 
monitored by Closed 
Circuit TV? 

N=365 
1. 443 90 yes. 

CCTV 
2. 53.7 % no ccrv 

N=273 
I. 44.0 % yes 
2. 56.0 % no 

N=264 
I. 38.6 % yes 
2. 61.4 % no 

N=315 
I. 25.7 % yes 
2. 74.3 % no 

N=185 
I. 21.6 % yes 
2. 78.4 % no 

N=288 
I. 15.6 % yes 
2. 84.4 % no 

N=47 
1. 10.6 % yes 
2. 89.4 9% no 

N=l%l 
I. 18.8 % yes 
2. 81.2 % no 
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Appendix N 
Court Security Questiounake (U.S. Marshals 
Service-Facility Survey) 

14. If you have any further comments on or cxptaaatioos of 
an~lovce parking at this facility. please use the space 
below: 

N&I7 

5. Building Access 

In tbii section, we would like you to dwxibc the public, 
cmployoc, and service entrsnccs to the building. You will 
dso be asked &out any entrance to tix judicial facility area 
from within le building that may scrvc as security 
checkpoints. 

15. How msny entrilllccs to this building src thcrc? Pkasc 
cc&&r cntran.zs from the outside and any sdjscccnt 
sttuctuxs. such as gamgca. (ENTER NUMBER) 

N=585 
Menn=43 
Median = 4 
Range = 1 - 26 

EllhanccS 

16. Fit, thinking about the main wblic entrance to this 
building from the we&. plcasc answer the following 
questions: 

a. How many, if any. of the following pcrsonne1 provide 
security at this main public ontrance during tee&u 
baildine hours: (ESTIMATE NUMBER OF STAFF 
TYPICALLY ASSIGNED ANY DUTY RELATED TO 
ACCESS CONTROL OR SECURITY AT THlS 
ENTRANCE) 

N=585 

549 % III No security pcrsomltl usually assigned 
at *is entrance 

__-- I--- _I__-----__ 

N&P 
Mean=13 
- U.S. Deputy Marshals 

N=220’ 
Mean = 2.1 
- cso’s 

N=W 
Mean = 1.6 
- GSA -- Federal Protective Smicc (FPS) or 

otbcr contract pcmncl 

N=17’ 
Mern = 1.2 
- Pcrsooncl of [commercial) building landlord 

N=l’ 
1 

- Personnel of other building tenant 

N& 
Mean = 1.6 
- others: 

’ NUMBERS PERTAIN TO FACILITIES WITH AT 
LEAST ONE SUCH TYPE OF PERSONNEL AT THIS 
ENTRANCE 
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Appendix N 
Court Security Queationnake (U.S. Mar&u&3 
Service-Facility Survey) 

b. Which, if say, of the following scwity devices arc 
usually in operation at this entrance during & 
building hours? (CHECK ALL THAT APPLY) 

NS35 (Note: Percentages total to more than 
100% due to multiple responses.) 

1.0 No equipment in use 
_______ ____ -__--__ 
2.0 Magneumleter 

52.5 % 

38.6% 

3.0 Hand-beld magnetometer 29.9 96 

4.0 X-my screening 

5.0 Monitored CCTV 

6.0 Log-in book or ID cheek 

7.0 Lock systmn 

345 % 

22.6 % 

15.6 % 

10.8 % 

8.0 Inkusion dewxion system 7.7 % 

9.0 otba: 5.5 % 

c. How many. if any, of the following personnel provide 
security at this entrance AFIXR reaulrr building hours: 
(ESTIMATE NUMBER OF STAFF TYPICALLY 
ASSIGNED ANY DUTY RELATED TO ACCESS 
CONTROL OR SECURITY AT THIS ENTRANCE) 

N&5 

83.2 % iI No security personnel usually assigned 
at this entrance after hours 

_-__-_--__--_~--__--.-- 

- U.S. Deputy Marshals 

N=W 
Meaisl.7 
- CSO’S 

N=W 
Mean=1.2 
- GSA - FPS or contract personnel 

N&Z 
Mearol.1 
- Pcrsocnel of (commercial) building landlord 

N=2’ 
Mea1~1.5 
- Personnel of other building tenant 

N=6’ 
Mean=1 
- others: 

’ NUMBERS PERTAIN TO FAClLlTIES WITH AT 
~ LEAST ONE SUCH TYPE OF PERSONNEL AT THIS 
, ENTRANCE 
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Court Security Questionnaire (U.S. Marshal13 
Service-Facility Survey) 

d. Which, if any. of the following security devices are 
usually in operation at this entrance AFTER regular 
building hours? (CHECK ALL THAT APPLY) 

N=585 (Note: Percentages total to more than 
100% due to multiple reqonses.) 

1. I3 No equipment in use 
-_____--- -_______ 
2.0 Magnetometer 

3.0 Hand-held magnetometer 

5.0 Monitored CCW 

6.0 Log-in book ok ID check 

7. [7 Lock system 

8.0 Intrusion detection system 

9.n other: 

47.9 46 

4.4 % 

3.9 % 

38 % 

9.6 46 

a.4 5% 

35.4 96 

21.4 % 

6.5 % 

17. Is there another J&I& entrance to this building? (If 
there is more than one such entrance, answer the 
following questions for the next busiest entrance.) 
(CHECK ONE) 

N=585 

I. 0 No -> SKIP TO QUESTiON 18 47.4 % 

2. U Yes --> CONTINUE WITH a. 52.6 % 

a. How many. if any. of the following personnel provide 
security at this public entranw during reaular building 
hours: (ESTlMATFi NUMBER OF STAFF 
TYPICALLY ASSIGNED ANY DUTY RELATED TO 
ACCESS CONTROL OR SECURITY AT THIS 
ENTRANCE) 

N=308 

802 46 0 No security pcwxmel usually assigned 
at this entrance 

--------------- 

N=l’ 
1 

- U.S. Deputy Marshats 

N&S 
Mean = 1.6 
~ cso’s 

N=9’ 
Mean = 1.1 
- GSA - FPS or contract personnel 

N=S 
Mean = 1.4 
~ Personnel of (commer&l) building landlord 

- Personnel of other building tenant 

N=3’ 
Mean = 2.0 
- others: 

’ NUMBERS PERTAIN TO FACILITIES WITH AT 
LEA5X ONE SUCH TYPE OF PERSONNEL AT THIS 
ENTRANCE 
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Appendix IV 
Court Security Questionnaire (U.S. Marshah 
Service-Facility Survey) 

b. Which. if any, of the following security devices are 
usually in operation at this entrance. during renular 
building hours? (CHECK ALL THAT APPLY) 

N&OS wote: Percentuges total to more than 
100% due to multiple responsfs.) 

c. How many, if any. of the following pxsonnel provide 
security at this entrance AFTER remdar building hours: 
(ESTIMATE NUhlBER OF STAFF TYPICALLY 
ASSIGNED ANY DUTY RELATED TO ACCESS 
CONTROL OR SECURITY AT THIS ENTRANCE) 

N=30% 

1.0 No equipment in use 
_--------_.______-___ 
2.0 Magnetorder 

73.4 % 

11.7 % 

93.2 % cl No security perso~el usually assigned 
a~ this cntrancc atIer hours 

_--__----- ---- --_ 

3. 0 Hand-held magnetometer 10.7 % 

4.0 X-ray screening 11.7 A 

5.0 Monitored CClV 13.0 % 

6.0 Log-in book or ID chezk 5.8 95 

7.0 Lack system 9.1 96 

8. 0 Intrusion de&c&n system 4.5 % 

9.0 Other: 3.2 96 

- U.S. Deplty Mush& 

N=6’ 
Mean = 15 
- CSO’S 

N=9’ 
Mean = 1.0 
- GSA -- PPS or conkact personnel 

N=4’ 
Mean = 1.2 
- Personnel of (commercial) building landlord 

N=2’ 
Mean = 1.5 
- Puxonnel of other tuildiig tenant 

N=l’ 
Mean = 1.0 
- others: 

’ NUMBERS PERTAIN TO FACllATJES WITH AT 
LEAST ONE SUCH TYPE OF PERSONNEL AT THIS 
ENTRANCE 
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Appendix Iv 
Court Security Questionnaire (U.S. Marshals 
Servic+Facility Survey) 

d. Which, if any, of the following security devices are 
usually in operation at this entrance AFTER reaular 
building hours? (CHECK ALL THAT APPLY) 

N-Jo8 (Note: Percentages total to more than 
100% due to multiple responses.) 

1.0 No equipment in use 
_---.-._.________^-_----- 
2.0 Magnetometer 

3.0 Hand-held magnetometer 

4.0 X-ray screening 

5.0 Momtored CCTV 

6. U Log-in lx& DT ID cheek 

7.0 Lock system 

8.0 Intrusion detection system 

9.0 Other: 

53.6 % 

1.3 % 

1.3 % 

1.3 % 

7.8 % 

5.5 % 

36.0 % 

15.3 % 

4.9 % 

lg. Is there an entrance to the judicial facility area from 
within the building (but NOT from a garage) that serves 
as a security checkpoint? 

N485 

1. D No ---> SKIP TO QUESTION 19 61.7 % 

2. 0 Yes ---> CONTINUE WITH a 38.3% 

a. How many, if any, of the following personnel provide 
security at this judicial facility area entrance during 
reaulsr huildina hours: (ESTIMATE NUMBER OF 
STAFF TYPICALLY ASSIGNED ANY DUTY 
RELATED TO ACCESS CONTROL OR SECURITY 
AT THlS ENTRANCE) 

N=224 

29.9 % 0 No security personnel usually assigned 
at this entrance 

N=7’ 
Mean = 3.7 
- U.S. Deputy Marshals 

N=153’ 
Mean = 1.8 
I_ CSO’S 

1_ GSA -- FPS or contract personnel 

~ Personnel of (commercial) building landlord 

- Personnel of other building tenant 

N=6’ 
Mean = 1.2 
~ Others: 

’ NUMBERS PERTAIN TO FAClLll’H?S WITH AT 
LEAST ONE SUCH TYPE OF PERSONNEL AT THIS 
ENTRANCE 
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Appendix IV 
Court Security Qnestlonnaire (U.S. Mars- 
Service-Facility Survey) 

b. Which, if any. of the following security devias M 
usually in operation at this entrance during & 
building hours? (CHECK ALL THAT APPLY) 

N=224 (Note: Percentages total to more than 
100% due to multiple ~~+~nses.) 

1.0 No tquipmcnt in uw 
-__-_- _____ -_-__ 
2.0 Magnemmeter 

3.0 Hand-held magnetometer 

4. U X-my senening 

5.0 Monitored CCTV 

6.0 Log-in kook or ID check 

7. Cl Lock system 

8.0 Intrusion detection system 

9.0 other 

14.7 5% 

57.6 % 

433% 

45.1 9b 

35.7 %A 

18.3 45 

28.1 9b 

103 9% 

8.0 96 

c. How many, if any, of the following personnel provide 
scfurity at this judicial facility area entrance AFTER 
rewlar buildine hours: (ESTIMATE NUMBER OF 
STAFF TYPICALLY ASSIGNED ANY DUTY 
RELATED TO ACCESS CONTROL OR SECURITY 
AT THIS ENTRANCE) 

N=224 

92.4 9.3 cl No security personnel usually aarigned 
at this entrance after hours 

---_--_-___-- ____ 

N=l’ 
Meandl.0 
- U.S. Deputy Marshals 

N=12’ 
Mean = 1.2 
- CSO’S 

N=3’ 
Man = 13 
- GSA -- Fps or contract personnel 

N=l’ 
Mean=l.O 
- Personnel of (commercial) building landlord 

- Pemo~el of other building tenant 

N=2’ 
Mean = 1.0 
- Others: 

’ NUMBERS PERTAIN TO FACILITIES WITH AT 
LEAST ONE SUCH TYPE OF PERSONNEL AT TI#IS 
ENTRANCE 
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Appendix IV 
Court Security Questionnaire (U.S. Marsh& 
Sewic+FacWy Survey} 

d. Which, if any. of the following security devices are 
usually in opxation at this entrance AmER reeular 
buildine hours? (CHECK AU THAT APPLY) 

N=224 (Note: Percentages total to more than 
100% due to multiple responses.) 

I. 0 No quipment in use 

2.0 Magnetometer 

3. 0 Hand-held magnetometer 

4.0 X-ray screening 

5.0 Monitored CCTV 

6.0 Log-in book or ID check 

7. El Lock system 

8. D Intrusion det&on system 

9.0 other 

54.9 % 

2.2 % 

2.2 % 

1.8 % 

8.5 % 

3.1 % 

34.8 % 

14.3 % 

4.9 % 

19. Is there another en~~anfe to the building m judicial 
facility area that is primarily an e&ova entrance (but 
NOT vehicle access into a garage) for judges and/or 
any other court personnel? 

N=585 

I. 0 No --a SKIP TO QUESTION 20 57.4 96 

2. 0 Yes -> CONTlNUE WITH a. 42.6 % 

a. How many, if any, of the following personnel provide 
security at this employee entrance during regular building 
hours: (ESTIMATE NUMBER OF STAFF 
TYPICALLY ASSIGNED ANY DUTY RELATED TO 
mxss comoL oft SECURITY AT THIS 
EmANCE) 

N=249 

75.5 % El No security personnel usually assigned 
at this entrance 

N=2’ 
Mean = 1.5 
- U.S. Deputy Marshals 

N&4’ 
Mean = 1.4 
- CSO’S 

N=? 
Mean = 1.0 
- GSA -- FPS oc contract personnel 

N=l’ 
MeanEl.0 
- Personnel of (commercial) bullding landlord 

- Personnel of other building tenant 

N=2’ 
Mean = 1.0 
- others: 

‘ NUMBERS PERTAIN TO FACILITIEYS WITH AT 
LEAST ONE SUCH TYPE OF PERSONNEL AT THIS 
ENTRANCE 
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Appendix N 
Court Security Questionndre (U.S. Marshals 
Service-Facility Survey) 

b. Which, if any, of the following security devicea are 
usually in operation at this entrance during & 
building hours? (CHECK ALL THAT APPLY) 

N=249 (Note: Percentages total to more than 
100% due to multiple responses) 

c. How many, if any. of tbe following personnel provide 
security at tbis employee entrance AFfFaR regular 
building hours: (ESTIMATE NUMBER OF STAFF 
TYPICALLY ASSIGNED ANY DUTY RELATED TO 
ACCESS CONTROL OR SECURITY AT THlS 
ENTRANCE) 

N&i9 

I. 0 No equipment in we 32.9 56 

2.0 Magnetometer 4.8 % 

92.8 96 0 No security personnel usually assigned 
at this entrance after hours 

3.0 Hand-held magnetometer 6.0 96 

4.0 X-ray screening 

5. 0 Monitored CCTV 

6.0 Log-m book or ID check 

7.0 lack system 

8.0 Intrusion detection system 

9.0 Other 

4.8 96 - U.S. Deputy Marshals 

373 % 

6.4 % 

45.8 96 

185 96 

8,O % 

N=lO’ 
Mean = 1.4 
1_ CSO’S 

N=6’ 
Mean = 1.3 
- GSA -- FPS or contract personnel 

~ Personnel of (commercial) building landlord 

- Perwnnel of other building tenant 

N=3’ 
Mean = 1.0 
- Others: 

’ NUMBERS PERTAIN TO FACILITIES WITH AT 
;ty&W;J; SUCH TYPE OF PERSONNEL AT THIS 
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Appendix N 
Cowt Security Queatlounaire (U.S. Man3hah 
Service-Facility Survey) 

d. Which, if my, of the following security devices are 
usually in operation at this entrance AFfER rcpular 
building hours? (CHECK ALL THAT APPLY) 

N=249 (Note: Percentages total to more than 
100% due to multiple response.) 

I. 0 No equipmeot in use 
-_---------I-- 
2. U Magnetotnekr 

325 46 

as 

a. How many, if any, of the following pecsanncl provide 
security at this service entranfc during nxular building 
Ilaurs: (ESTIMATE NUMBER OP STAFP 
TYPICALLY ASSIGNED ANY DUTY RELATED TO 
ACCESS CONTROL OR SECURITY AT THIS 
ENTRANCE) 

N=306 

745 95 0 No security personnel usually assigned 
at this etmmce 

----------___-I-___-- 

3.0 Hand-hold magnctotnetcr 1.6 % 
N=l’ 

4.0 X-ray screening 8% 

5.0 Monitored CCTV 12.4 % 

6.0 Log-in book or ID check 4.4 % 

7.0 Lock system 516 % 

Mean=l.O 
- U.S. Dquty Marshals 

Mean = 1.5 
__ CSO’S 

N=13l 
8.0 Intrusion detection system 285 96 Mean = 1.8 

__ GSA - FPS or contract pcrs~lnel 
9.0 other: 5.6 % 

20. Is there a main savicc entrance to this building, where 
mail or other deliveries are received? 

N=584 

1. 0 No -> SKIP TO QUBSTION 21 47.8 % 

2. D Yes -> CONTINUE WITH a. 52.2 % 

N=3’ 
Mean = 1.0 
__ Persmnel of (commercial) building landlord 

- Personnel of other building tenant 

N=2’ 
Mean = 35 
__ others: 

’ NUMBERS PERTAIN TO FACILITIES WII’II AT 
LEAzX ONE SUCR TYPE OF PERSONNEL AT THIS 
ENTRANCE 
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Appextdix Iv 
Court Security Qnestionnaire (U.S. Marshala 
Servic+Facility Sarvey) 

b. Which, if soy. of tbe following security devices are 
usually in operation at thia entmce during a 
buildina hours? (CHECK ALL THAT APPLY) 

N=306 (Notez Percentages total to more than 
100% dut to multipk responses.) 

I. III No equipment in use 
-----__ 
2.0 Ma~eraneter 

3. Cl Hand-hcid magnemmeter 

4.0 X-ray screening 

5.0 Monitored CCW 

6.0 Log-in book or ID check 

7. a Lock system 

8.0 Intrusion delection system 

9.0 other 

57.8% 

7.8 95 

75 %  

10.8 96 

23.9 %  

7.8 %  

21.2 %  

7.8 %  

3.3 92 

c. How many. if any, of the following personnel provide 
security at this entrance AFTER re~alar building hours: 
(ESTIMATE NUMBER OF STAFF TYPICALLY 
ASSIGNED ANY DUTY RELATED TO ACCESS 
CONTROL OR SECURITY AT THIS ENTRANCE) 

N=304 

91.2 %  0 No security personnel usually assigned 
at this entrance after hours 

- U.S. Deputy Marshals 

N=ll’ 
Mean-13 
- CSO’S 

N=lO’ 
Mean = 1.3 
- GSA - FPS or conhact personnel 

N=3’ 
Mean = 1.0 
- Personnel of (commercial) building landlord 

- Persomiel of other building tenant 

Nr3’ 
Mean = 1.0 
- others: 

’ NUMBERS PERTAIN TO FAClLlTlES WlTH AT 
LEAST ONE SUCH TYPE OF PERSONNEL AT THE3 
ENTRANCE 
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Appendix IV 
Court Secarlty Questionnaire (U.S. Mars- 
Service-Facility Survey) 

d. Which, if any. of the following security devices are 
usually in operation at this entrance AmER rteular 
buildina hours? (CHECK ALL THAT APPLY) 

N-306 (Note: Percentages total to more tlma 
100% due to multiple cespanws.) 

1. a No equipment in USC 
_I-------_-----_- 
2. a Magnetometer 

3.0 Hand-held magnemmeter 

4.0 X-ray screening 

5.0 Monitored CCTV 

6.0 Log-in book or ID check 

7.0 Lock system 

8.0 Intrusion detection system 

9.u other 

46.1% 

.7 % 

1.0 % 

.7 96 

11.1 46 

5.6 % 

42.2 % 

19.3 95 

43 % 

21. Are. thuc any other entrances to the buildin& c&r than 
my of those you described above, that are not regularly 
secured by either security pcssonnel or murity devices? 
(CHECK ONLY ONE) 

1.0 No 75A % 

2. a Yes->SPEcIFY: 21.4 % 

3. 0 Do not know 3.2 % 

22. Which of the following types of employees or visitora 
to rho judicial facility, if any. arc regularly xllowed to 
hypaas sceurig screening at entrances to the building 
and at chskpointa within the building? (CHECK ALL 
THAT APPLY) 

N=Rl!l 

L q No such employees or visitors 22.2% 

-__---- 

b.0 Federal Judges 

c. 0 Other judicial pemoonel 
SPECIFY: 

54.4 95 

46.0 95 

d. 0 Certain ~~lhactors working x4.0 % 
in the judicial facility area 
SPIXLFY: 

e. 0 Other -> SPECIFY: 35A 9i 

23. If you have any further comments on or explanations of 
buildinn 8cceos at this facility, pleas use the space 
below: 

N=176 
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Appendix N 
Court Security Questionnaire (U.S. Bhrahala 
Service-Facility Survey) 

C. Security E+iptnent Within the Court Area 

24. Are working duress alarms in place at the following kxations in this judicial facility? OF THIS FACIUTY HAS JUDGES 
CHAMBERS OR COURTROOMS. CHECK ONE BOX FOR EACH ROW) 

Lncations in this 
facility: 

UDGES’ CHAMBERS 
Judges’ desks 

19.0 76 El not applicable - 
no chambers in Near secretarial stations 
this facility within chambers 

Judicial clerks’ desks 

ZOURTROOMS Judges benches 

Clerks’ stations (a! least 

How many of these iocatioiw 
at this facility have workina duress alarms: 

N=473 

I. Cl All judges’ desks 
2.0 Some judges’ desks 
3. Cl None of the judges’ desks 

N=472 

91.1 46 
2.1 % 
6.8 % 

1.0 All secretarial stations 77.8% 
2.0 smu sex&rial srations 13.1 96 

3.0 None of the secretarial stations 9.1 % 

N=471 

1.0 All clerks’ de&s 34.4 a, 
2.0 Some clerks’ desks 30‘8% 
3. El None of the clerlrs’ desks 34.8% 

N-446 

I. 0 All judges’ benches 
2.0 Some judges’ benches 
3.0 None of tltc iudees’ benches 

90.6% 
1.6 + 
7.8 46 

N=446 

1. El All clerks’ stations 76.2 5% 
2. D some clerks’ stations 9.9 5% 
3. D None of the clerks’ stations 13.9 96 

25. How many of tlte judges’ chambers in this facility have complete enlw-control svstems (consisting of CCW camera outside 
the visitor entry door and monitors inside the chambers, intercom, and electric door sbike lock)? (CHECK ONE) 

N=585 

I. 0 Not applicable -- no judges’ chambers in this facility 18.6 9’0 

Nd76 

2. a All chambers 68.9 % 

3.0 Some chambers 13.0 % 

4.0 None of the chsmben 18.1 % 

Page 126 GAOIGGD-B4-112 Federa! Judlchl Security 



Appendix Iv 
Court Security Questionnaire (U.S. Marshals 
Service-Facility Survey) 

26. How many of the courtrooms in this building are covered by regularly monitored CCTV cameras? (CHECK ONE) 

N=585 

I. U Not applicable -- no courtrooms in this buiMing 253% 

N=437 

2. m All courtrcoms 20.1 % 

3.0 Some courtrooms 10.3 % 

4.0 Noncof thecourtrooms 69.6 % 

27. How many of the courtrooms in this building have judges’ benches lined with anti-ballistic material on all vertical sides? 
(CHECK ONE) 

N=584 

I. 0 Not applicable -- no courtrooms in this building 
---_----.--__- 

22.8% 

N=451 

a. 0 All courtrooms 79.6 % 

3. U Some courtmoms 7.3 % 

4.0 None of the courtrooms 13.1 96 

28. Which of the following types of security systems or equipment are present at this facility, but are not currently in use - that 
is, in storage or otherwise sot installed. out of order, or replaced by a new system? (CHECK “YES” ONLY IF YOU HAVE 
THIS DEVICE. BUT ARE NOT CURRENTLY USING IT; OTHERWISE, CHECK “NO”) 

Is this system or device... -present, hut not in use? 

Magnetometer N=583 1.0 Yes 10.8 % 2.0 No 89.2 % 
X-ray machine N=579 1.0 Yes 4.3 I 2.0 No 95.7 A 
CCTV system N=576 1. a Yes 3.6 % 2.u No 96.4 % 
Intrusion Detection System N&i74 I. q Yes 3.5 % 2.0 No 96.5 % 

29. If you have any further comments on or explanations of security equipment of the kind discussed in this section, please use 
the space blow: 

N=135 
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Court Security Questionnaire (U.S. Marshals 
Service-Facility Survey) 

IV. EMERGENCY RESPONSE 

30. Do YOU have written olatts for secutitv cersonnel resoonse in case of etnereencies or disturbances at the following locations 
d&g regular build& hours? Check ‘“YES” in column I if thw plans i&de: a) which personnel or agency will 
monitor or receive notification of the emergency. b) assignments of which personnel will respond. and c) an estimate of 
response time. If such plans exist for a given location, also answer the question in Column 2. 

oration: 

vlain 
!ntra”ce 

&in 
larking 
ha 

Judges’ 
Chambers 

I. 

s there a written emergency response 
11sn that includes the 3 elements 
tated above? 

Check only one) 

5583 

I. 37.6 46 No 
2. 56.9 % Yes 
3. 5.5 % Do not know 

(=581 

I. 52.8 96 No 
2. 41.1 % Yes 
3. 6.0 % Do not know 

N=!362 

1. 36.3 % No 
2. 61.2 96 Yes 
3. 2.5 % Do not know 

N&l68 

1. 34.0 % No 
2. 63.9 95 Yes 
3. 2.1 % Do not know 

2. 

F YES: 
Nhich of the following parties would usually first receive 
totice of an emergency here? 

:Check all that apply) 

Yz332l 

1. 59.3 % Deputy U.S. Marshals 
>. 74.1 % cso’s 
:. 16.9 46 GSA (FPS or monitoring center) 
i. 11+1 8 Contract security agency (e.g., Mosler) 
5. 40.7 % Local authorities 
T 5.1 % other: 

N=239’ 

1. 615 % Deputy U.S. Marshals 
3. 74.1 96 cso’s 
c. 14.2 % GSA (FPS or monitoring center) 
d. 7.1 % Contract security agency (e.g.. Mosler) 
e. 37.2 % Local authorities 
f. 4.7 % 0thet-z 

N&W 

a. 74.7 96 Deputy U.S. Marshals 
b. 85.5 46 CSO’s 

5 
7.3 % GSA (FPS or monitoring center) 
7.3 % Contract security agency (e.g., Moslem) 

e. 21.2 96 Local authorities 
f. 4.9 46 otk: 

N=363’ 

a. 74.1 % Deputy U.S. Marshals 
b. 82.9 % CSo’s 
C. 7.2 % GSA (FPS or monitoring center) 
d. 7.4 % Contract security agency (e.g., Mosler) 
e. 22.6 % &al authorities 
f. 5.0 % other: 

('NOTE: PERCENTAGESTOTALTOMORETHAN10045 DURTOMCJLTIPLERESPONSE!&) 
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Appendix W 
Court Security Questionnaire (U.S. Marshals 
Service-Facility Survey) 

31. Do you have written plans for security personnel response in case of emergencies M disturbances at the following locations 
AFTER rc,&v building hours? Check “YES” in column I if these plans include: a) which personnel or agency will 
monitor or receive notification of the emergency, b) assignments of which personnel will respond. and c) an estimae of 
response time. If such plans exist for a given location, also answer the question in Column 2. 

LCXXtiO”: 

1. 2 
Is there a written emergency IF YES: 
response plan that includes the 3 Which of the following parties would usually first receive 
elements stated above? notice of an emergency here? 

(Check only one) 

N=582 

(Check all that apply) 

N-249’ 

Main Entrance 1. 51.4 % No a. 43.4 % Deputy U.S. Marshals 
2. 42.8 % Yes b. 22.1 90 CSO’s 
3. 5.8 ‘7’~ Do not know c. 32.1 90 GSA (FPS or monitoring center) 

d. 20.1 % Contract security agency (e.g., Mosler) 
e. 59.4 % Local authorities 
f. 4.4 % other: 

N=579 N=185’ 
Main 
Parking I. 61.8 % No a. 42.7 96 Deputy U.S. Marshals 
Area 2. 32.0 % Yes b. 24.9 % CSO’s 

3. 6.2 % 00 not know c. 27.0 96 GSA (FPS or monitoring center) 
d. 17.3 % Contract security agency (e.g.. Mosler) 
e. 63.2 96 Local authonthes 
f. 4.9 % orher: 

N=561 N&t45 

Comtmoms 

1udge.s’ 
Chambers 

I. 529 46 No 
2. 43.7 % Yes 
3. 3.4 % Do not know 

N=566 

I. 50.4 96 No 
2. 46.6 % Yes 
3. 3.0 W  Do not know 

a. 61.6 % Deputy U.S. Marshals 
b. 29.4 90 CSo’s 
c. 21.6 % GSA (FPS or monitoring center) 
d. 21.2 % Contract secunty agency (e.g.. Mosler) 
e. 49.4 % Local authorities 
f. 5.7 % Other: 

Nd64 

a. 60.2 % Deputy U.S. Marshals 
b. 28.4 % CSo’s 
c. 19.7 % GSA (FPS IX monitoring center) 
d. 21.2 % Contract~security agency (e.g., Mosler) 
e. 49.6 % Local authorities 
f. 5.3 8 other: 

(‘NOTE: PERCENTAGES TOTAL TO MORE THAN 199% DUE TO MULTiPLE RESPONSES.) 

j 

Page 129 GAO&GD-94-112 Federal Judicial Security 



Appendix IV 
Court Security Questionnaire (U.S. Marshals 
Servic+Facility Survey) 

32. If you have any further comments on or explanations of security staffing. or emer~erw resmnse plans a1 this facility, pk%tse 
use the space below: 

N=123 

33. Do you have any security concerns specifically about this facility which have not been fully addressed in this questionnaire? 
If so, please use the space below to list these concerns, or to make other comments. 

N=139 

This completes our questionnaire. 
Please return it to GAO in the envelope provided, or to the U.S. Marshal in this district for collection. 

Thank you for your assistance. 
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Appendix V 

Comments From the Administrative Office 
of the U.S. Courts 

Now on pp. 45-46, 

AIN4lNISTFtATlW? OFFICE OF THE 
L. RALRI MECHAM 
DlRE.CKH 

UNITEXISTATJZSCOURI'S 

CLA~~~~L~JR. WASEUNGTDN. D.C. 20544 
hssoc14 

May 2. 1994 

Mr. Henry R. Wray 
Director, Administration 

of Justice Issues 
United States General 

Accounting Office 
Washington, D-C. 20548 

Dear Mr. Way’: 

I appreciate the opportunity to comment on the draft GAO 
report entitled Judicial Securitv: Combrehensive Risked-Based 
Procram Should Se Fullv Imnlemonted, We have provided members of 
the Subcommittee on Security of the Committee on Security, Space 
and Facilities with a copy of the draft report. your 
recommendations and analysis of the court security program were 
discussed in April 1994 with the Security Subcommittee. The 
Subcomsitteels comments have been incorporated into this 
response. 

As you know, the Judicial Conference Committee on Court and 
Judicial Security, and its successor Committee, the Committee on 
Security, Space and Facilities, have been actively involved with 
the GAO staff throughout the course of the review.' The 
Cammittee and the Administrative Office of the United States 
Courts (AOUSC) both fully agree with the premise that better 
coordination needs to take place among the AOUSC. the Department 
of Justice, and the General Services Administration (GSA). In 
addition, and this was a topic of much discussion within the 
Security Subcommittee at their April meeting, we agree with your 
recommendation that some level of off-site security be provided 
to judLcia1 officers (pp. 71-73). 

' At its August 1993 meeting, the Judicial Conference's 
Executive Committee (the Judicial Conference is the Judiciary’s 
policy-making body; its Executive Committee acts on the 
Conference's behalf between biannual Conference sessions) voted 
to merge the Conference's Committee on Court and Judicial 
Security and its Committee on Space and Facilities to form the 
Committee on Security, Space and Facilities. The newly-created 
Security, Space and Facilities Committee subsequently established 
a Subcommittee on Security. 
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AppendixV 
CommentsFromtheAdmlnistrativeOff~ce 
0ftheU.S. Courts 

Now on 
pp. 47-48. 

Now on 
p. 44. 

Mr. Henry R. Way 
Page 2 

Our comments will focus primarily on the conclusions 
specifically addressed to the Judiciary on pages 74-SO of your 
draft. 

Enhancing Systematic Oversight of the Court Security Program 

The growth of the Pederal Judiciary over the past ten years 
has put great pressure on the limited human resources at the 
Administrative Office of the United States Courts. What vat3 a 
$12 million program in 1983 has grown to an $86 million program 
in 1994. This increase reflects the growth in the number of 
judicial officers, court facilities, and personnel required to 
meet judicial workload. 

As referenced on page 68 of the draft, the limited staff of 
the AOUSC is not sufficient to actively monitor and oversee the 
judiciary's court security program. The Yudicial Conference 
Committee on Security, Space and Facilities and the 
Administrative Office of the United States Courts agree that past 
practices of little active AOUSC involvement in the work being 
performed by the Marshals Service or the General Services 
Administration can no longer continue. The Administrative Office 
recently sought and received approval from the Judicial 
Conference of the United States and the Congress to establish 
three additional professional staff positions to enhance our 
proqram oversight and monitoring abilities. 

The first step toward achieving the Judiciary's vision of an 
enhanced court security program will be to hire, as one of the 
three new positions, an expert in complex security programs with 
a wide range of law enforcement experience to head our security 
office. We conducted a nationwide recruitment and are in the 
process of reviewing applications for the position at this time. 
It is anticipated that an individual will be selected and "on- 
board" within the next six to eight weeks. 

The Judiciary concurs with the report's recommendations that 
the 1982 Task Force Recommendations be fully implemented. In 
keeping with these recommendations, we see our primary role as 
one of enhanced oversight over the program. while there is no 
intent on the part of the Judiciary to take over the 
responsibilities of the Marshals Service and GSA, we do intend to 
enhance our oversight and evaluation of each organization's 
efforts in meeting the policy standards for protection of 
Judicial officers. Naturally this will include oversight of 
appropriations for court security operations. 

We continue to work with the Marshals Service and GSA to 
improve the security for judicial officers and facilities. As a 
result of open communications among the three organizations the 
Marshals Service has been able to provide a higher quality of 
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AppendixV 
CommentsFrom the AdministrativeOffice 
of the U.S. Courts 

Now on 
pp. 44-45. 

Now on 
p.50. 

Mr. Henry R. Wray 
Page 3 

security service under the court security officer program than 
was available under the contract guard services provided by GSA. 
It is through open communication and objective analysis of iseues 
that the Judicial Conference and the Congress will be assured 
that the limited financial resources made available for the 
program are put to their most efficient and effective use. 

At our request, the Warshals Service recently conducted a 
review of all court security officer position allocations on a 
district-by-district basis using staffing standards approved by 
the former Committee on Court and Judicial Security in June 1993. 
As a result of this analysis the Judiciary has concluded that, in 
view of current figcal and personnel constraints, court SeCUrity 
officer positions are being allocated effectively by the Marshals 
Service. We intend to ask the Marshals Service to perform these 
types of analyses on a regular basis. The minimal increase in 
staff at the AOUSC described above and increased activity of the 
district court security committees will enable the Judiciary to 
monitor and use such reports and findings in program management 
more effectively. 

In addition, the report notes the need for enhanced review 
of budget formulation activities (p.70). The AOUSC has recently 
hired a new Chief Financial Officer and is in general enhancing 
its budget oversight capabilities. The Judicial Conference 
Committee on the Budget and its newly established Subcommittee on 
Economy are leading the Judiciary and the AOUSC in this effort. 
In addition, for fiscal year 1996, the Security, Space and 
Facilities Committee and the Budget Committee will be taking a 
much more detailed look at the priorities proposed for inclusion 
in our court security budget submission. The committees will 
weigh the relative priority order of, for example, on-site 
security equipment, court security officers for newly-constructed 
buildings, and court security for facilities currently staffed 
below the approved standards. We are pleased to see this 
recommendation in your draft report and have planned for some 
time to implement this budget strategy into our 1996 budget 
formulation process. 

Eigh Lavel Offici81 Xeetingm 

The draft report recommends (on page 80) that the Attorney 
General, the Judicial Conference, and the Admfnistrator of GSA, 
direct security officials of the Marshals Service, AOUSC, and 
GSA, respectively, to meet periodically at the national level to 
discuss progress and problems in implementing a comprehensive 
judicial security program and address any problems and issues. 

We are pleased to report that we are well on our way toward 
implementing this recommendation. The Judiciary currently 
participates in a Security and Facilities Working Group comprised 

i 
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AppendixV 
CommentsFromthe Administrative Off&e 
oftheU.S.Courts 

Now on 
pp. 35-37. 

Now on 
pp. 34-37. 

-- 

Mr. Henry R. Wray 
Page 4 

of senior officials of the Adminietrative Office of the United 
States Courts, the Department of Justice, and the General 
Services Administration, as well as the Chairman of the Judicial 
Conference Committee on Security, Space and Facilities and the 
Chairman of its Subcommittee on Security. This working group is 
one of five groups established jointly by the Judiciary and the 
Attorney General to address important issues affecting the two 
branches of Government. 

The Security and Facilities Working Group is responsible for 
identifying, analyzing, and providing recommendations for 
resolution of issues related to security for judicial officers 
and security for court buildings. The Working Group has met once 
so far, so we are in the very early stages of development. 
However, we did meet with the Director of the United States 
Marshals Service immediately after he was appointed and have met 
with him frequently since that time. In addition, the Judicial 
Conference's Executive Committee has met with the Attorney 
General to discuss security concerns. 

Some of the issues we plan to address with the Working Group 
include: 

. Review and coordination of court security financial 
concerns to ensure the Marshals Service, General 
Services Administration and Judiciary budgets are 
coordinated; 

. Off-site security for judicial officers; 

. Security implications of locating courts in multiple 
separate buildings in the same city; and 

. Coordination of the long and short term facilities 
planning process and coordinatfon for new courthouse 
construction. 

Enhancing the District Court S8ourity Committees 

The report, on pages 56-59, notes the need to energize the 
district court security committees and to ensure that productive 
meetings of the committees take place on a regular basis. The 
Administrative Office and the Judicial Conference Committee on 
Security, Space and Facilities have been concerned about the 
effectiveness of the district court security committees in the 
overall administration of the court security program. As noted 
on pages 54-59, the activity level of district court security 
committees varies from district to district. 

The Subcommittee on Security discussed this matter in great 
detail in April 1994. It is currently considering a policy that 
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would establish a routine district court security committee 
reporting mechanism. These reports would help to ensure that the 
district court security committees are actFvely involved in the 
provision of security services within the district. The Security 
Subcommittee also plans to consider a policy on holding regularly 
scheduled district court security meetings. These items, among 
others, will be discussed at meetings in June 1994. 

In Warch 1994, a memorandum was sent to all chief 
district judges (the chief district judge serves as the chairman 
of the district court security committee) urging them to convene 
meetings of the district security committees and to evaluate 
their court security officer staffing requirements with a view 
toward reducing or reallocating positions. The response to that 
memorandum has been both supportive and enthusiastic. Judges 
throughout the country have acknowledged the need to manage and 
oversee the security requirements of their individual districts. 
The responses received at the Administrative Office indicate an 
acute awareness on the part of the Judiciary of its security 
needs. This is another step we have taken to implement the 
recommendations contained in your draft report, 

Ralatiaaship betwean the Administrative Office 
md tha Judicial confarenam 

The draft report recommends that the Judicial Conference 
direct the AOUSC to report annually to the Judicial Conference, 
the Harshale Service, and GSA the results of its monitoring and 
oversight activities and its recommendations for resolving any 
problems (p.79). 

We agree with this recommendation to the extent that the 
AOUSC should provide the Judicial Conference with operational 
status reports. Currently, the Court Security Staff at the 
Administrative Office, in its role of providing staff support to 
the Judicial Conference Committee on Security, Space and 
Facilities, prepares position and working papers for the 
Committee on security issues affecting the Judiciary and makes 
recommendations on possible solutions. The Marshals Service, and 
when appropriate, the General Services Administration, are 
consulted in the development of these reports and studies. This 
effort comports with the last two recommendations on page 79 of 
the draft report. 

you may wish to consider changing the wording of the 
recommendations on page 79 (see suggested language enclosed) to 
reflect more accurately the role of the AOUSC in its relationship 
with the Judicial Conference. 
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Polioy Buidanae of the Yudiaial Confermae 

The Judicial Conference Committ@e on Security, Space and 
Facilities is aware of the important role that it has in 
overseeing the provision of security-related services to the 
Judiciary (see last recommendation on page 79). The committee, 
since its creation in 19813 and subsequent merger with the Space 
and Facilities Committee in 1993, has been involved actively in 
the development of policy in such areas as regulating the 
possession of firearms in courtrooms, the need for off-site 
security, expanding the membership of the district court security 
committees, expanding its jurisdiction to include the protection 
of family members, background checks on employees, and security 
orientation programs for judicial officers and court employees. 
As mentioned previously, the Committee at its June 1993 meeting, 
approved court security officer staffing standards that will be 
used to develop the Judiciary's 1996 court security appropriation 
request and to allocate court security officer positions to the 
districts. 

off-sits eeourity 

In recognition of the importance of off-site security to a 
comprehensive security program, the GAO report recommends that 
the Attorney General have the Director of the Marshals Service, 
in consultation with the Judicial Conference and the AOUSC, 
incorporate consideration of off-site security needs into 
district security surveys and plans, using risk-management 
principles to identify, evaluate, and prioritize such needs. 

We are pleased that the draft report acknowledges a need for 
some measure of off-site security for judicial officers and 
recommends that the parties involved work out a solution (see pp. 
35-40, 71-73, 79). The Judiciary, for some time, has been 
concerned about this important issue. As noted in the report the 
problem was (and continues to be) one of funding rather than a 
question of responsibility or authority. As noted earlier, the 
issue of off-site security has been placed on the agenda of the 
Security and Facilities Working Group. It also will be addressed 
in a Judiciary long range plan currently under development. 

The Committee on Security, Space and Facilities will be 
addressing other recommendations contained in your draft report 
at its June 1994 meeting. It recognizes that more needs to be 
done in the areas of off-site and on-site security, and will 
pursue an enhanced oversight role for the program. In addition, 
its discussions are likely to include the importance of reporting 
all threats received by judges and the need to consider carefully 
security measures recommended by the Marshals Service (see page 
70 of the draft report). 
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The issues you have raised will be of great assistance to 
the Federal Judiciary as it examines and further enhances its 
court 8ecurity program. We are grateful for your assistance and 
appreciate the efforts of your staff. 

Enclosure 
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Comments From the Department of Justice 

U.S. Lkpabmnt of Justice 

April 29. 1994 

Mr. Henry R. Wray 
Director, Administration of Justice Issues 
U.S. General Accounting Office 
Washington, D.C. 20548 

Dear Mr. Wray: 

The following is provided in response to your March 25, 1994, 
request to the Attorney General for comments on the General 
Accounting Office (GAO) draft report entitled, JUDICIAL 
SECURITY: Comprehensive Risk-Based Program Should Be Fully 
Implemented.n 

The Department of Justice agrees with GAO’s assessment of the 
U.S. Marshals Service's management of the Judicial Security 
Program. For more than two centuries, the U.S. Marshals Service 
has provided security to the federal judges and strived to ensure 
a safe and secure environment for the judicial process. 
Bonethelese, GAO has pointed out some deficiencies or areas that 
could be improved, and we appreciate the opportunity to provide 
comments on those areas. 

In the draft report, the GAO recommended that the Attorney 
General direct the Director of the U.S. Marshals Service (USMS), 
working with the Administrative Office of the U.S. Courts (AOUSC) 
and the Judicial Conference, to encourage judges and other 
judicial personnel to report all threats by explaining the 
definition of, the process for, and importance of reporting 
threats. 

The Department notes that, vhile the definition of a threat has 
evolved over the past decade, the Marshals Service has published 
an official policy definition in the last revision to the USMS 
Policy and Procedures Manual, Vol. X, Judicial and Court 
Security, dated August 1993. Also, the Director and other 
management officials of the Marshals Service are continually 
emphasizing the importance and necessity of reporting threats to 
the local U.S. Marshal's Office. We concur in the need for 
constantly reinforcing these procedures to help ensure that the 
Marshals Service -- which is both responsible for evaluating 
threats and protecting against them -- is notified. In this 
regard, the Director of the Marshals Service is disseminating 
correspondence to the AOUSC which clearly defines judicial 
threats, procedures for reporting them, and emphasizing the 
importance of prompt notification, even when in doubt. 
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It is important to note, however, all the vital steps the 
Marshals Service takes when a judicial official is threatened. 
The Marshals Service takes every threat seriously. When they 
err, they try to err on the side of caution. Like many 
activities of the Service, its performance is often measured in 
the things that do NOT happen. 

When a judicial officer is threatened, there is frequently little 
information available to assess properly the threat's 
credibility. As a precaution, the local U.S. Marshal immediately 
begins to gather all evidence and information and makes a 
determination whether a personal protection detail is warranted. 
Existing policy dictates that the available information be 
immediately communicated to the Court Security Division of the 
Warshals Service. Protection details vary in the degree of 
protection provided, based on the unique factors of the threat 
and the desires of the judicial officer. They range from mere 
escorting to and from the courthouse to around-the-clock 
protection of the judge and family members to complete relocation 
to a safe area. U.S. Marshals are authorized to implement a 
protection detail for up to 72 hours. During that period, the 
Court Security Division continues to review all information 
available concerning the threat and makes a determination whether 
to extend the protection detail beyond the 72 hour period. This 
may include a formal assessment from the Service's Threat 
Analysis Division, which involves coordination with the Federal 
Bureau of Investigation and other agencies which may have 
information pertinent to the threat investigation. 

The GAO also recommended that the Director have the Court 
Security Division's operating manual updated to include 
(1) prooedures for establishing and operating district security 
committees and preparing and updating security surveys and plans, 
and (2) requirements for uniform, comprehensive formats far 
security surveys and plans. Further, GAO pointed out the need 
for the Marshals Service (1) to reiterate to the U.S. Marshals 
the 1992 Task Force recommendations and expectations that 
security committees be established and that they include all 
parties specified by the Task Force and the Judicial Conference, 
and (2) to establish a monitorinq mechanism to ensure that these 
committees play an integral role in district security activities. 

The recently revised USMS Policy and Procedures Manual volume 
cited above addresses the establishment of the District Court 
Security Committees. In addition, the U.S. Marshals are being 
tasked to provide to the Court Security Division reports on the 
meeting of their various security committees to include the 
agenda and identities of the participants. The Manual also 
addresses the requirement for periodic review and update of 
security surveys and plans. Copies of the survey and plan 
formats have been distributed to all United States Marshals who 
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8r8 currently in th8 process Of rSVi8Ving thsse docum8nts for all 
judicial facilities and rSVising thm as necessary. ThSS8 survey 
and plan formats will b8 incorporatad into thr next revision of 
th8 Policy and Procedures Manual, as well as tha miniam 
aompO%ition Of the District Court SeCLUity COmitt8es in 
accordance with tha Task FOrC8 racoasandationr and the 1987 
Maaorandua of Agreement. In the interim, thesa issues will bs 
addr8sSed in Policy Notices as addenda to the Hanual. Also, th8 
Rarshals Service will aaka available the USMS Policy and 
Procedures Usnual to all Chief Judgas and reemphasize the 
importance of regular meetings of the uacurity committees. It 
should be notad, however, that Whil8 the U.S. Warshal is the 
coordinator of the ccmsitt88 and a8rves as the judicial security 
expert, the Chief Judge chairs the coaaittee and ultimately 
controls th8 frequency and agenda of maatings. Therefore, full 
implementation of these recossendatfons will require the 
cooperation of th8 judiciary. l iOUaV8r. th8 D8psmSnt and th8 
Marshals Service will continua to urge full and frequent 
participation. In light of these corrective actions, we ar8 
confident that tha U.S. Marshals Service has taken all the st8ps 
nacassary to implement all of the recomandations contained in 
the Task Force Report. 

Another recommendation of the GAO was that the Warshals Sarvica, 
in consultation with the Judicial Conference and AOUSC, 
incorporate consideration of off-sit8 security naads into 
district security surveys and plans, using risk-managam8nt 
principles to identify, evaluat8, and prioritize such n88da. 

Tha Dapartaent agrees that off-site security for judicial 
officarn is a matter that should ha addressed further. In this 
regard, the Rarshals Sar~ice is proposing this topic as an aganda 
item for the next meeting of the Judicial Conference Committee on 
Security, Space, and Facilities in June 1994. It is important to 
note, however, that Whether the Marshals Service should he 
responsible for off-site security -- in the SbS8nCS of S upscific 
threat -- and who should fund this activity, is a matter bast 
addressed by the Congress. There is general consensus that 
jUdg88 are inCrSa%ingly 8t XiSk 8Olely as a rSSUlt Of their 
official duties, but specific statutory authority and funding is 
necessary before any satisfactory rasolution to this problen can 
ha achieved. There is no question that the Marshals Service 
could perform this function; rather, the questions are should 
they and hov should it be funded. NOnSth818SS, the Marshals 
Servfca already is actively attempting to raise the judiciary'n 
auarenass of the risks asgociatad with its profession and is 
offering sacurity briefings at judicial confarences and at the 
local 1aV81. The Service also provides to judges, family 
r8lnbars) and staffs security handbooks concerning things that can 
be don8 to increase their security both at the workplace and 
elsewhere. 
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The GAO alao recommended there be periodic meetings at tha 
national level to discuse progress and problems in implementing a 
comprehensive judicial escurity program. This recommendation hss 
been implemented already. A Security Working Group, chaired by 
the Deputy Attorney General and comprising the U.S. ?Iarshale 
Service, the judiciary, the AOUSC, the General Services 
Administration {GSA), and the Bureau of Prisons has been formed 
for thie purpose and held its firet meeting on February 9, 1994. 
Additionally, it is likely that a subcommittee of the Security 
Working Group will be fonned. This subcommittee, comprised of 
representatives of the USMS, AOUSC, and GSA, will meet on a more 
frequent basis to further address eeourity issue8 of mutual 
concern. 

Finally, the GAO recommended that the Harshals Service eponeor 
periodic regional meetings to foster interchange among the 
agencies' key officials involved in judicial security maattere and 
to discuss and resolve major issues. 

TO eatiefy this recommendation, the Harshale Ssrvice is directing 
that it8 Circuit Court Security Inspectors meet periodically with 
the Circuit Executives and regional GSA official8 to discuss 
current security needs and concerns and to help snsure full 
cooperation in their resolution. 

In summary, the United States Warehale Service has historically 
taken great steps to protect federal judges and to ensure a eafe 
and secure environment in which the judicial process could take 
place. Admittedly, there has been some lack of follow-through on 
some of its actions -- partly due to the turnover of U.S. 
Karehals at the district level. Still, recent actions -- eoas of 
which were taken as a result of information revealed during GAO'8 
audit -- will ensure continuous attention is paid to these 
matters. 

Wa appreciate the opportunity to comarent on the draft report end 
hope that you find our comments both constructive and beneficial. 

Sincerflly, 

Aeeistant Attorney General 
for Administration 
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Administrator 
General Services Administration 

Washington, DC 20405 

May 2, 1994 

The Honomblc Charles A. Bowsher 
Comptroller General 

of the United States 
General Accounting Office 
Washington, DC 20548 

Dear Mr. Bowsher: 

Thank you for the opportunity to review and comment on your March I994 draft wr! entitled 
“Judicial Security: Comprehensive Risk-Based Program Should Be Fully Implemented,” which 
incorporates comments from members of the judiciary, as well as o%ials fium the U. S. 
Marshals Service &EMS), the Administrative Office of the U.S. Courts (AOC). and the Genaal 
Services Administration (GSA). I would also like to compliment your staff on the overall quality 
of thii study, which represents a wide-ranging snd detailed analysis of the complex issues 
involved in providing security services to ensure the continuity and integrity of the Federal 
judicial process. 

GSA agrees with your overall coociusion tbat main&ning and relining the cmrent system would 
be prefaable to implementing iimdamentsl chsnges to the existing management and 
organizational mechanisms. We believe that the 1987 Memorsndum of Agreement (MOA) 
provides a sound framework for delivery of pmtective services to the Federal courts, 

GSA also agrees. generally, with the draft ~$ort’s findings that court security issues could be 
better addressed through improved communication and coordination between the USMS and the 
Federal Protective Service (FPS) operational field components. For example, there is no 
apparent -n for the lack of particip&ion of FPS regional officials in the district security 
committees. Consequently, we will advise our regions to take a proactive approach with the 
USMS in this matter. We will also inform the regions to work closely with the USMS in 
conducting GSA’s physical security surveys and risk assessments, and provide both the USMS 
and the judiciary a copy of the survey report for any buildings housing judicial functions. 
Similarly, we would expect FPS participation in the USMS surveys as outlined in the 
1987 MOA. Improved coordination and communication can only result in better murce 
utilization by both age&x 

At the national level, we plan to meet with USMS and AGC representatives. in the near fuhrre. to 
continue our ongoing dialogue concerning judicial security. We remain open to the revision of 
the 1987 MOA where it would support improvements to accomplish our mutual responsibilities 
in security areas. 
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However, I would like to express my concern regard@ certain statements in the draft report. I 
hagret with any implication that GSA is not fulfdhng its security rcsponsihiities, with the result 
thst at some kxstions the USMS is forced to perbonn these functions. Where GSA has not 
identified I building-rdated need for specisl entmnce security, the MCIA spec&xliy provides for 
the USMS to move court-related secllrity activities to a building entrunce or perimeter. As you 
may bt wart, GSA’s physical security program wss deveIoped in consultation with the Of&e of 
IvIanagemtnt md Budget, congressionaI committees, GSA regional officials, and our customer 
agtnciea The ccntrd focus of this program is the assigntnen~ of resources based on potential 
risks and threat levels identitied through s rcmrring sluvty process that incorporates a 
comprehensive risk assessment methodology. This risk assessmeot nwthodology cval~~tcs a wide 
range of oriterir such 119 buildii enviromner& physical structure, architectural features mix of 
tenants, building crime rate, value of building and contents, as well as a number of other &ted 
facton. Based on evaluation of potential risks and possible threats, a variety of sea&y 
counterm~re~, including such items as ehxtrortic security systems, security guarding crime 
prevention activities, snd physical deterrents (locks, protective hnrriers, protectivelighting, etc.) 
may be implementtd. 

GSA’s survey program and risk plsessment methodology hsve worked well for the last 
stvtn prs, nnd have proved to be a reliable tool in resource deployment snd risk rnansgemcnt, 
The survey program has been recognized in technical journals. such as “Security Management,’ 
aad is wideiy used by other Federal agencies, private corporations. snd educational institutions. 
In ihct, our securky progrsm saves as the foundation for the basic and advanced physical security 
thing of&d at the Ftdeml Law Enforcunent Training Center in Glynco. G& which is the 
primary trsining source for security speci&t professionai development throughout the 
GOVtlTUllent. 

I hope that t&t commtnts will be helpful in preparing the final version of your report, If yw 
have MY further questions, please eontact Mr. GMett I. Day, Assistant Commissioner, Oftice of 
PhysicJ Secatrity and Law Enibrcement, at (202) 501-0887. 

Sincerely, 
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