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Federal Trade Commission
Title: CAN-SPAM ANPR
Subject Category: CAN-SPAM Act - Advanced Notice of Proposed Rulemaking ("ANPR")
Docket ID: [3084-AA96]
CFR Citation: 16 CFR 316
Published: March 11, 2004 - Volume 69, Number 48, Pages 11775-11782
Comments Due: Tuesday, April 20, 2004
Phase: Rules
How To Comment:

The comment period on the CAN-SPAM Act Advanced Notice of Proposed Rulemaking
has been extended through April 20, 2004. Comments must be submitted on or before
that date. However, the comment period has closed for comments addressing the
"National Do Not E-mail" Registry.

The Federal Trade Commission invites comment on topics relating to the CAN-SPAM Act.
Specifically, the FTC seeks comment on the form and content of certain regulations mandated
or permitted by that Act, and several spam-related reports the Act requires the FTC to prepare
and submit to Congress. The FTC posed questions on these topics in the Advanced Notice of
Proposed Rulemaking ("ANPR") published in the Federal Register. For the convenience of
commenters and the FTC, these questions are reflected in the webform below. For any
question, you may enter additional information, or an explanation of your answer, in the
Additional Comments section at the end of this form. Where you may wish to answer "I don't
know" to a given question, and that selection is not provided, then leave that answer blank.

PRIVACY & USE The FTC Act and other laws the Commission administers permit the
collection of public comments to consider and use in this proceeding as appropriate. AH
timely and responsive public comments with all required fields completed, whether filed in
paper or electronic form, will be considered by the Commission, and will be available to the
public on the FTC Web site, to the extent practicable, at www.ftc.gov. Any information
placed in the following fields on this form ~ "Title," "First Name," "Last Name,"
"Organization Name," "State," "Country," "Additional Comments," and "Attachment" - will
be publicly available on the FTC Web site. Therefore, you should not include home contact
or other personal information in any of these fields. However, your answers to specific
questions A.I through F will not be publicly available on the FTC Web site. The fields
marked with an asterisk are required in order for the FTC to fully consider a particular
comment. Commenters may choose not to fill in one or more of those fields, but if they do
so, their comments may not be considered. As a matter of discretion, the FTC makes every
effort to remove home contact information for individuals from the public comments it
receives before placing those comments on the FTC Web site. More information, including
other routine uses permitted by the Privacy Act, may be found in the FTC's privacy policy, at
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http://www.ftc.gov/ftc/privacy.htm.

ACCESSIBILITY If you are unable to access this form, click here for an alternate method of
submitting a public comment.

Title First Name *Last Name

Ms. stacy fromrn

Organization Name

Mailing Address

619 clearview avenue
City 'State Postal Code

Pittsburgh PENNSYLVANIA 15205
'Country

UNITED STATES
Specific Questions

If you wish to submit a comment as an attachment, you may do so at the end of this form.

A. MANDATORY RULEMAKING - Determining whether "the primary purpose"
of an email message is commercial.

In modifying the Act's definition of "commercial electronic mail message." the term "the
primary purpose" could be interpreted in many ways. Click the choice below that most
closely matches your view of the correct interpretation.

1. The primary purpose of an email message should be viewed as commercial if:
& a commercial advertisement or promotion in the message is more important than all

of the message's other purposes combined.

£ the commercial advertisement or promotion in the message is more important than
any other single purpose of the email, but not necessarily more important than all other
purposes combined

& the "net impression" of the message as a whole compels the conclusion that the
message is commercial

<? the commercial advertisement or promotion in an email is more than incidental to
the email

<* Other, please specify in the Additional Comments section at the end of this form.

2. Should the identity of an email's sender affect whether or not the primaiy puipose of
the sender's email is a commercial advertisement or promotion?
C Yes

« No

3. Are there other ways to determine whether a commercial advertisement or promotion
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in an email is the primary purpose of the email?

<* Yes - ' • •

If you wish to provide additional information on how to determine the "primary
purpose" of an email message, please do so in the Additional Comments section at
the end of this form.

OTHER POSSIBLE RULEMAKING TOPICS
B. Modifying what is a "transactional or relationship message".
Under the Act, a "transactional or relationship message" is defined as meeting one of
seven criteria. As indicated in the choices below, the criteria relate to, for example,
whether the message: concerns prior or already-established commercial transactions
between sender and recipient; products or services purchased by the recipient; or an
ongoing commercial or employment relationship between sender and recipient.

1. Choose any of the defmition(s) below that you feel the Commission should modify7 or
elaborate upon. (Choose all that apply)

IE E-mail messages that "facilitate, complete, or confirm" a commercial transaction
that the recipient has previously agreed to enter into with the sender

H E-mail messages that "provide warranty information, product recall information, or
safety or security information about a commercial product or service."

F£ E-mail messages that "provide notification concerning a change in the terms or
features" of a subscription, membership, account, loan, or comparable ongoing
commercial relationship

F? E-mail messages that "provide notification of a change in the recipient's standing or
status" with respect to a subscription, membership, account, loan, or comparable
ongoing commercial relationship

F^ E-mail messages that provide "at regular periodic intervals, account balance
information or other types of account statements" with respect to a subscription,
membership, account, loan, or comparable ongoing commercial relationship

W:- E-mail messages that "provide information directly related to an employment
relationship or related benefit plan in which the recipient is currently involved.
participating, or enrolled."

W- E-mail messages that "deliver goods or services, including product updates or
upgrades, that the recipient is entitled to receive under the terms of a transaction that the
recipient has previously agreed to enter into with the sender."

[* None of the above, the term "transactional or relationship message," as defined in
the Act, is clear, and needs no further clarification or modification.

2. Have any changes in electronic mail technology or practices occurred since the CAN-
SPAM Act became effective on January 1, 2004, that would necessitate modification of
the Act's definition of "transactional or relationship message" to accomplish the
purposes of the Act?

& Yes

6 No

https://secure.conimen1works.corri/subrrutcorririient.aspx 4/17/2004



Regulations.Gov - Federal Trade Commission Page 4 of 8

3. Some transactional or relationship messages may also advertise or promote a
commercial- product or service. In such a case, is "the primary purpose" of the message
relevant, and if so, what criteria should be applied to determine the "primary purpose" of
such a message?

<? No, the primary purpose of the message is not relevant

& Yes, the primary purpose of such a message is relevant, and the criteria specified in
question A.I above should be applied to determine its primary purpose.

<?: Yes, the primary purpose of such a message is relevant, but different criteria should
be applied to determine its primary purpose.

4. Should transactional or relationship messages that also advertise or promote a
commercial product or service be deemed "commercial" messages or should they be
deemed "transactional or relationship" messages?

& They should be deemed Commercial messages

G They should be deemed "Transactional or Relationship" messages

If you wish to provide additional information on the definition of "transactional or
relationship" messages, please do so in the Additional Comments section at the end
of this form.

C. Modifying the 10-business-day time period for processing opt-out requests.
1 . Is 10 business days an appropriate deadline for acting on an opt-out request by
deleting the requester's email address from the sender's email directory or list? And if
not, which of the following would be a more appropriate time limit?

<£ Yes

G No, a time limit of less than 10 days would be more appropriate

<* No, a time limit of greater than 10 days would be more appropriate

If you wish to provide additional information on modifying the 10-business-day time
period for processing opt-out requests, please do so in the Additional Comments
section at the end of this form.

D. Identifying additional "aggravated violations"
Section 5(b) of the Act identifies four "aggravated violations" associated with commercial
email:(l) address harvesting; (2) dictionary attacks; (3) automated creation of multiple
email accounts; and (4) relay or retransmission through unauthorized access to a protected
computer or network.

1. Are there any additional activities or practices that should be treated as "aggravated
violations" under the Act?

& Yes, please specify in the Additional Comments Section at the end of this form

2. Are there new technologies that have been developed or are in development that
would contribute substantially to the proliferation of commercial email that is unlawful
under § 5 (a)?

& Yes, there are new technologies, and they should be added to the list
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& Yes, there are new technologies, but they should not be added to the list

<? No, there are no new technologies

If you wish to provide additional information on identifying additional "aggravated
violations," please do so in the Additional Comments section at the end of this form.

E.I Issuing Regulations to Implement Various Aspects of CAN-SPAM -- Defining
who is the "sender" of a commercial email message.
Section 3(16) of the Act defines when a person is a "sender' of commercial email. The
definition appears to contemplate that more than one person can be a "sender" of
commercial email, for example, an email containing ads for four different companies.

1. Would it further the purposes of CAN-SPAM or assist the efforts of companies and
individuals seeking to comply with the Act if the Commission were to adopt rule
provisions clarifying the obligations of multiple senders under the Act?

2. If a consumer has "opted out" from receiving commercial email from a particular
company, and then receives a subsequent commercial email containing an ad for this
company as well as ads for three other companies, does this violate the Act? If so, who
has committed the violation?

<* No, if a consumer receives an email containing ads for four different companies,
although s/he has opted out of receiving email from one of them, this does not violate
the Act.

<£ Yes, the Act has been violated by the company advertised and to whom the opt-out
request was made.

G- Yes the Act has been violated by the party who initiated the email message, but who
did not receive the opt-out request.

&• Other, please specify in the Additional Comments Section at the end of this form

3 . Should the Commission issue regulations clarifying wlio meets the definition of
"sender" under the Act?

E.2 Issuing Regulations to Implement Various Aspects of CAN-SPAM — "Forward-
to-a-friend" scenarios.
The Act defines "initiate" to mean originate or transmit, or procure the origination or
transmission of a message. In turn, the term "procure" means to pay, provide
consideration, or induce a person to initiate a message on one's behalf.

1. Do "forward-to-a-friend" and similar marketing campaigns in which marketers rely on
their customers to refer or forward the commercial emails to someone else fall within the
parameters of "inducing" a person to initiate a message on behalf of someone else?

«?; Yes

©No

2. Are there different types of such "forwarding" marketing campaigns?
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(^ Yes

G No

3. Should these marketing campaigns have to comply with the Act, and if so, who should
be considered a person who "initiates" the message when one person forwards the
message to another person?

G No, these types of marketing campaigns should not have to comply with the Act

^ Yes, these types of marketing campaigns should have to comply with the Act, and
the original sender of the email message, whose product, sendee or web site is
advertised in the message, should be considered the person who initiates such a
message

& Yes, these types of marketing campaigns should have to comply with the Act, and
each person who forwards the message to another person should be considered as
having initiated such a message.

G Other, please specify in the Additional Comments Section at the end of this form

4. Who should be required to provide an "opt-out" mechanism for such a message?

& The original sender of the email message and whose product, service or web site is
advertised in the message.

^ Each person who forwards the message to another person

<* Other, please specify in the Additional Comments Section at the end of this form

5. Should each person who forwards the message be required to comply with the Act?

6. Should the original sender of the message remain liable for compliance with the Act
after the original recipient forwards the message to someone else?

7. Do the Act's requirements reach email messages containing advertisements sent by
using a web site that urges or enables individuals to email articles or other materials to
friends or acquaintances?

8. Should unsolicited commercial email campaigns that rely on having customers refer
or forward the email to other parties be treated differently from other unsolicited
commercial email?

<? Yes

E.3 Issuing Regulations to Implement Various Aspects of CAN-SPAM —The
inclusion of a "valid physical postal address".
Section 5(a)(5)(A)(iii) requires the disclosure of "a valid physical postal address of the
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sender" in each commercial electronic mail message.

1. Should a-P.O.-Box be considered a "valid physical postal address"?
<^ Yes

2. Should a commercial mail drop be considered a '"valid physical postal address"?
& Yes

E.4 Issuing Regulations to Implement Various Aspects of CAN-SPAM —Information
in a message's "from" line.
1. Is the Act sufficiently clear on what information may or may not be disclosed in the
"from" line, pursuant to Section 5(a), including the kind of "from" line information that
should be considered acceptable under the Act?

® N o '

2. If a sender's email address does not, on its face, identify the sender by name, does that
email address comply with § 5(a)(l)?
^ Yes

If you wish to provide additional information on issuing regulations implementing
the Act, please do so in the Additional Comments section at the end of this form.

F. REPORTS.
The Commission also seeks comment on the various reports required by the CAN-SPAM
Act. Please identify which of the following reports you wish to comment on, and then
enter your comment in the Additional Comments Section at the end of this form.
Alternatively, you may submit your comment as an attachment. When submitting your
comment on one or more of these reports, please refer to the questions posed in the
Federal Register Notice. If you do not wish to comment on any of these reports, please
proceed to the end of this form.

1 . Select the report or reports on which you wish to comment:
M The implementation of a National Do Not Email Registry.

[5 The implementation of a system for rewarding those who supply information about
CAN-SPAM violations.

lif The effectiveness and enforcement of the CAN-SPAM Act.

Fl Subject line labeling.

G. REGULATORY FLEXIBILITY COMMENTS.
Please enter comments on Small Business impacts and recommended regulatory
alternatives (if any) related to the Regulatory Flexibility Act in the Additional Comments
section at the end of this form.

Additional Comments

Re: CAN-SPAM Act Rulemaking, Project No. R41 1008 To the Commissioners, I am writinj
specifically to tell you that this new rule will directly impact the countries economy in ways
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you have not foreseen. You must realize that this country is run by entreprenuers, most of
whom are single entity businesses. I saw a market research study that showed that sole
proprietorship consists about 90% of business owners in US A. And most of them market ovt
the internet, ethically using email marketing strategies. This suppression act will put an end 1
these businesses and I can foresee millions of such businesses filing for bankrupcy few mont
after this law is enforced. It's coz this law will break the very foundation on which these
businesses are build - legitimate email subscribers and newsletters. I know one thing for sure
the spammers do not go by the law. These are illegal, unethical people who employ seperate
servers or stealth technologies to send bulk emails. These guys are constantly on the look ou
for email addresses that they can lay their hands on. A suppression list is an ideal list for thej
crooks since they will know at once that these email addresses are real, who unsubscribed. I
can see the potential problems this ruling can impact on my business and other small and
medium businesses, and urge you strongly to reconsider its implementation in light of these
problems. Respectfully, Stacy Pittsburgh, USA

Available Space: 2538 characters

Attachment:

File Type:
* = required
Continue = Proceed to Comment Review
Reset = Clear the form and any attachments
Note:There is a 40MByte limit on all file attachments
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